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***** 1st change *****
6.1.1
User-Authorization-Request (UAR) Command

The User-Authorization-Request (UAR) command, indicated by the Command-Code field set to 300 and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia client to a Diameter Multimedia server in order to request the authorization of the registration of a multimedia user. 

Message Format

< User-Authorization-Request> ::=


< Diameter Header: 300, REQ, PXY, 16777216 >









< Session-Id >









{ Vendor-Specific-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]









{ Destination-Realm }

{ User-Name }
[ OC-Supported-Features ]
*[ Supported-Features ]
{ Public-Identity }

{ Visited-Network-Identifier }

[ User-Authorization-Type ]
[ UAR-Flags ]

[ Session-Priority ] 








*[ AVP ]









*[ Proxy-Info ]











*[ Route-Record ]


***** 2nd change *****
6.1.7
Multimedia-Auth-Request (MAR) Command

The Multimedia-Auth-Request (MAR) command, indicated by the Command-Code field set to 303 and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia client to a Diameter Multimedia server in order to request security information. 

Message Format

< Multimedia-Auth-Request > ::=  < Diameter Header: 303, REQ, PXY, 16777216 >

< Session-Id >

{ Vendor-Specific-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Realm }

[ Destination-Host ]

{ User-Name }
[ OC-Supported-Features ]
*[ Supported-Features ]
{ Public-Identity }

{ SIP-Auth-Data-Item }
{ SIP-Number-Auth-Items } 

{ Server-Name }

[ Session-Priority ] 
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
***** End of changes *****
