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1. Introduction
This P-CR corrects editorials in particular in the subclause 7.
It also updates the abbreviation list.
2. Reason for Change
Several editorials are corrected

The abbreviation list was not completed. Subclauses on Definitions and Symbols are removed as not needed. 
In Clause 7, the solution U1 covers the untrusted WLAN case and not the trusted WLAN case. 
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.826 v0.3.0.
* * * First Change * * * *
3
Abbreviations







For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AAA
Authentication, Authorization and Accounting
AAA
Authentication Authorization Answer

AAR
Authentication Authorization Request

AKA
Authentication and Key Agreement
APCO
Additional Protocol Configuration Options
ASA
Abort Session Answer

ASR
Abort Session Request

EAP
Extensible Authentication Protocol

EPC
Evolved Packet Core Network

ePDG
Evolved Packet Data Gateway

GW
Gateway

IKEv2
Internet Key Exchange version 2

LMA
Local Mobility Anchor
MCM
Multi-Connection mode
NB-IFOM
Network based IP flow mobility

PCO
Protocol Configuration Options

PCRF
Policy and Charging Rules Function

P-CSCF
Proxy CSCF

P-GW
PDN GW

PMIP
Proxy Mobile IP
PPA
Push-Profile-/Answer

PPR
Push-Profile-Request
RAA
Re-Authorization Answer

RAR
Re-Authorization Request

SCM
Single-Connection mode 

S-CSCF
Serving CSCF

VoLTE
Voice over LTE

RCS
Rich Communications Services

TSCM
Transparent Single-Connection mode

TWAN
Trusted WLAN Access Network
WLCP
Wireless LAN control plane protocol
* * * Next Change * * * *

6.2.1.2
Description

This solution is described in figure 6.2.1.2-1.
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Figure 6.2.1.2-1: HSS Based P-CSCF restoration with non-3GPP access
For a WLAN access, the basic mechanism to request the UE to do a new IMS registration is to request a release of the IMS PDN connection over the interface (S2a or S2b) through which the UE is connected. The solution avoids disconnecting other PDN connections than the IMS PDN one.
NOTE:
the UE may establish multiple PDN connections via untrusted WLAN and trusted WLAN in multi-connection mode; while there is a single SWm Diameter session per PDN connection, there is a unique STa Diameter session per UE.
Steps 1 to 5 are common with the steps 1 to 4 of 3GPP TS 23.380 [2] subclause 5.4.2.1.

6.
If the user has a non-3GPP access subscription with an IMS APN configuration and if the user has a non-3GPP access registration in the HSS for the WLAN access, the HSS forwards a P-CSCF restoration  indication to the 3GPP AAA Server over SWx.


An existing command pair should be reused to convey this indication over SWx. Push-Profile-Request/Answer (PPR/PPA) is proposed with a new flag in the PPR-Flags AVP.


If the user has also an IMS APN configuration subscription for a 3GPP access and is registered to a 3GPP access, the procedure described in 3GPP TS 23.380 [2] subclause 5.4.2.1 from step 5 onwards applies in addition. As the HSS is not informed of the access the UE is actually using for its IMS PDN connection, this may result in a procedure to the 3GPP AAA Server without a P-CSCF restoration procedure being triggered via the WLAN access if the IMS PDN connection is using a 3GPP access.
Steps 7a, 8a and 9a describe the variant "a" where the P-GW is triggered via S6b:

7a.
If the 3GPP AAA Server has the information that an IMS PDN connection is established via a WLAN access for the user, the 3GPP AAA Server sends a P-CSCF restoration indication to the P-GW over S6b, via a 3GPP AAA Proxy over SWd if a VPLMN is involved, to proceed to the restoration of this IMS PDN connection.

NOTE:
GSMA PRD IR.6 [10] clause 2.3 recommends one single IMS APN in case of simultaneous usage of VoLTE and RCS. If there were two PDN connections with the IMS APN, the reception of the P-CSCF restoration indication would result in the release of the two IMS PDN connections although only the PDN connection related to the failed P-CSCF should be released.


An existing command pair should be reused to convey this indication over S6b and SWd. It is proposed to refer to the Service Authorization Information Update Procedures described in 3GPP TS 29.273 [15] subclause 9.1.2.5. The 3GPP AAA Server sends a Re-authorization Request (RAR) command with a new RAR flag indicating a P-CSCF restoration. The P-GW does not sent back an AA-Request (AAR) command to the 3GPP AAA server as it will send a Session Termination Request (STR) in step 9a.


About using a new AVP or a flag to convey the P-CSCF restoration indication, a flag in the RAR-Flags AVP is preferred as a normal use of such an AVP to convey indications.

8a.
To proceed with the release of the IMS PDN connection:

-
For a TWAN, the P-GW, over S2a, initiates a Delete Bearer Request procedure (GTP) or a Proxy Mobile IPv6 LMA Initiated PDN Connection Deletion procedure (PMIP) to the TWAN which then initiates:

-

a WLCP PDN Disconnection to the UE  in multi connection mode;

-
a TWAN specific resource release procedure, in single connection mode or transparent single connection mode;

-
For an untrusted WLAN, over S2b, the P-GW initiates a Delete Bearer Request procedure (GTP) or aProxy Mobile IPv6 LMA Initiated PDN Connection Deletion procedure (PMIP) to the ePDG which then initiates the release of the associated IKEv2 tunnel.

This procedure does not explicitly request the UE to re-establish the IMS PDN connection and do a new IMS registration. It is assumed that an IMS compliant UE shall re-attempt to obtain IMS service soon after detached from the IMS service. A cause "reactivation requested" (as supported over 3GPP accesses) could possibly be added over GTP-C based S2a and WLCP.
9a.
The P-GW indicates the termination of the associated session to the 3GPP AAA Server by sending a Session Termination Request.
Steps 7b and 8b describe the variant "b" where the ePDG or the TWAN is triggered over SWm or STa:

7b.
If the 3GPP AAA Server has the information that an IMS PDN connection is established for the user, the 3GPP AAA Server sends an indication to the ePDG over SWm or to the TWAN over STa, via a 3GPP AAA Proxy over SWd if a VPLMN is involved, to proceed to the release of the IMS PDN connection.


An existing command pair should be reused to convey this indication over SWm or STa:

-
Re-Auth-Request/Answer (RAR/RAA) with a new AVP or a flag is proposed to be used over STa to instruct the TWAN to initiate the release of the IMS PDN connection. An Abort Session Request/Answer (ASR/ASA) cannot be used for that purpose over STa as this would lead to tear down all the PDN connections of the UE established via the TWAN;
-
for SWm,, an Abort Session Request/Answer (ASR/ASA) is proposed.

8b.
The ePDG over S2b or the TWAN over S2a initiates the IMS PDN disconnection towards the UE and the P-GW, using existing procedures.

Step10 is common to variants "a" and "b":

10.
As a result of the release of the IMS PDN connection, the UE re-establishes the IMS PDN connection, and also performs a new P-CSCF discovery (as the IMS PDN connection was lost). After discovering a new P-CSCF, the UE will perform a new initial IMS registration towards IMS.

* * * Next Change * * * *

6.3.1.1.2
Description

The P-CSCF restoration extension for TWAN procedure is described in figure.6.3.1.1.2-1. If the UE does not support this extension, or if the TWAN does not support the new WLCP PDN connection modification procedure, or if the UE is not using the multi-connection mode, the P-GW initiates the release of the IMS PDN disconnection (see basic P-CSCF restoration mechanism).
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Figure 6.3.1.1.2-1: UE supporting the PCO based P-CSCF restoration extension for TWAN – GTP-based S2a

For the HSS based solution, steps from 1 to 7 are the same as those explained in subclause  6.2.1.2 for the P-CSCF restoration  basic mechanism for WLAN with the HSS based solution. In step 7, the 3GPP AAA Server, when receiving a P-CSCF restoration indication from the HSS, transfers this indication to the P-GW.

For the PCRF based solution, steps from 1 to 7 are the same as those explained in 3GPP TS 23.380 [2] subclause 5.3.2 for the P-CSCF restoration basic mechanism. In step 7, the PCRF transfers the P-CSCF restoration indication to the P-GW.
Hereafter steps 8 to 11 are common to the HSS based solution and to the PCRF based solution:

8.
If the P-GW has previously received the indication that the UE supports the PCO based P-CSCF Restoration extension for TWAN and that the TWAN supports the new WLCP PDN connection modification procedure and that the UE is accessing the TWAN in multi-connection mode, the P-GW sends an Update Bearer Request to the TWAN. This message includes a PCO IE with a list of available P-CSCF addresses, similar to existing P-CSCF Restoration procedures. The procedure continues with step 9.


If the UE does not support the PCO based P-CSCF Restoration extension for TWAN, or if the TWAN does not support the new WLCP PDN connection modification procedure, or if the UE is not accessing the TWAN in multi-connection mode, the P-GW releases the IMS PDN connection by sending a Delete Bearer Request to the TWAN (not described in the figure) and proceed with the P-CSCF restoration basic mechanism for WLAN.

9.
The TWAN initiates a WLCP PDN connection modification request procedure towards the UE to transparently forward the PCO IE received from the P-GW with the list of available P-CSCF addresses.


This procedure is a new procedure to be specified in the WLCP protocol described in 3GPP TS 24.244 [5] between the UE and the TWAN, and is similar to the Modify EPS Bearer Context Request for 3GPP access. This procedure is an extension to the existing PDN GW Initiated Bearer Modification procedure specified in 3GPP TS 23.402 [3] subclause 16.6.1 (SA2 will need to be informed).

10.
The UE answers to the TWAN which then answers to the P-GW.

11.
As per existing P-CSCF Restoration procedures described in 3GPP TS 24.229 [6], the UE selects one available P-CSCF from the received list and proceeds with an IMS registration.

Per existing specifications, the TWAN already reports to the P-GW, during the PDN connection establishment, whether the UE is accessing the TWAN in multi-connection mode, single-connection mode or transparent single-connection mode. 

The TWAN needs to report its support of the new WLCP PDN connection modification procedure to the P-GW at the establishment of the IMS PDN connection with an additional indicator. If the TWAN has not reported support of this procedure or if the UE is not accessing the TWAN in multi-connection mode, the P-GW restores the IMS PDN connection according to the basic P-CSCF restoration mechanism. 

The same call flow can apply to PMIP-based S2a, whereby, in step 8, the P-GW initiates an LMA Initiated Update Notification procedure to provide the TWAN with the available P-CSCF addresses. 

* * * Next Change * * * *

6.3.1.1.4
Discussion about single and multi connection modes

The support of the extension, in particular, requires:

-
the UE to indicate the P-GW its UE capability to support the P-CSCF restoration extension for TWAN;

-
the P-GW to indicate to the UE the list of available P-CSCFs addresses.

The solution proposes to use the transport of PCO information as defined over S2a between the P-GW and the TWAN, and within the WLCP protocol between the TWAN and the UE. This way to proceed is already used for P-CSCF discovery; this minimizes the impact of the support of the P-CSCF restoration extension for TWAN.

The support of the WLCP protocol is only specified for the Multi-Connection mode (MCM).

The Single-Connection mode (SCM) does not support means to exchange control information between the UE and the P-GW, apart via EAP extensions between the UE and the 3GPP AAA Server during the initial authentication/ authorization procedure and STa extensions between the 3GPP AAA Server and the TWAN.

The Transparent Single-Connection mode (TSCM) does not support exchange of control information between the UE and the P-GW.

So it is proposed to limit the applicability of the extension to the Multi-Connection mode. Only the basic mechanism will be supported for SCM and TSCM.

* * * Next Change * * * *

6.3.2.1.2
Description

The P-CSCF restoration extension for an untrusted WLAN procedure is described in figure 6.3.2.1.2-1 If the UE or the ePDG does not support this extension, the P-GW initiates the release of the IMS PDN disconnection and proceeds with the basic P-CSCF restoration mechanism applied to WLAN.
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Figure 6.3.2.1.2-1: UE supporting the P-CSCF restoration extension over untrusted WLAN - GTP based S2b

For the HSS based solution, steps from 1 to 7 are the same as those explained in subclause  6.2.1.2 for the P-CSCF restoration  basic mechanism for WLAN with the HSS based solution. In step 7, the 3GPP AAA Server, when receiving a P-CSCF restoration indication from the HSS, transfers this indication to the P-GW.

For the PCRF based solution, steps from 1 to 7 are the same as those explained in 3GPP TS 23.380 [2] subclause 5.3.2 for the P-CSCF restoration basic mechanism. In step 7, the PCRF transfers the P-CSCF restoration indication to the P-GW.
Hereafter steps 8 to 11 are common to the HSS based solution and to the PCRF based solution.

8
If the PGW has previously received the indication that the UE and ePDG support the P-CSCF Restoration extension for untrusted WLAN, the P-GW sends an Update Bearer Request to the ePDG. This message includes a list of available P-CSCF addresses, as per existing P-CSCF Restoration procedures. The procedure continues with step 9.


If the UE or the ePDG does not support the P-CSCF Restoration extension for untrusted WLAN, the P-GW releases the IMS PDN connection by sending a Delete Bearer Request to the ePDG (not described in the figure) and proceeds with the P-CSCF restoration basic mechanism applied to WLAN.

9
The ePDG initiates an IKEv2 informational exchange procedure towards the UE to forward the list of available P-CSCF addresses received in the PCO IE from the P-GW.


This IKEv2 procedure is specified in IETF RFC 5996 [8]. This procedure is an extension to the existing PDN GW Initiated Bearer Modification procedure specified in 3GPP TS 23.402 [3] subclause 7.11..1 (SA2 will need to be informed).


In addition, there is the need to define the coding of the list of available P-CSCFs addresses (Configuration attributes) which is addressed in 6.3.2.1.4 subclause.

10
The UE answers to the ePDG which then answers to the P-GW.

11
As per existing P-CSCF Restoration procedures described in 3GPP TS 24.229 [6], the UE selects one available P-CSCF from the received list and proceeds with an IMS registration.

To apply the step 9, the support of the IKEv2 informational exchange procedure with a Configuration Payload is not sufficient as the ePDG has to also do the mapping between this payload and the PCO payload over S2b containing P-CSCF restoration information, so the support of this capability by the ePDG is to be indicated to the PGW at the IMS PDN connection. This is addressed in subclause 6.3.2.1.3.

The same call flow can apply to PMIP-based S2b, whereby, in step 8, the P-GW initiates an LMA Initiated Update Notification procedure to provide the ePDG with the available P-CSCF addresses.

* * * Next Change * * * *

7
Conclusions and recommendations
It is agreed to standardize in 3GPP Rel-13 the P-CSCF restoration mechanisms for WLANs on the basis of:

-
 the solution described in subclause 6.2.1 regarding  the basic mechanism for the HSS based solution;

-
the variant "a" is recommended as according to subclause 6.2.1.3;

-
the solution T1 described in subclause 6.3.1.1 regarding the extended mechanism for trusted WLAN which is applicable to both the HSS based and the PCRF based solutions;

-
the solution U1 described in subclause 6.3.2.1 regarding the extended mechanism for untrusted WLAN which is applicable to both the HSS based and the PCRF based solutions.
Corresponding text of these subclauses will be the basis for the normative text to the 3GPP TS 23.380 [2]. The subclause 6.4 text regarding the supported features and capabilities in the involved functional entities will also be the basis of a corresponding text in 3GPP TS 23.380 [2].

Table 7-1 summarizes the list of impacts and affected specifications.

Table 7-1: Summary of impacts to existing 3GPP specifications for the P-CSCF restoration mechanism for WLANs
	Impacts
	Impacted Specification

	Basic P-CSCF restoration mechanism for WLAN for HSS based solution.

Extended P-CSCF restoration mechanism for trusted and untrusted WLANs, applicable to both HSS and PCRF based solutions.
	3GPP TS 23.380 [2]

	Transfer of P-CSCF restoration indication over SWx
Supported Features over SWx

Transfer of P-CSCF restoration indication over S6b

Supported Features over S6b
	3GPP TS 29.273 [15]

	Basic mechanism handling over S2a

Basic mechanism handling over S2b

P-CSCF restoration extended mechanism over S2a

P-CSCF restoration extended mechanism  over S2b
	3GPP TS 29.274 [16] and 3GPP TS 29.275 [17]

	New WLCP PDN connection modification request procedure to support transport of the P-CSCF addresses over an existing PDN connection
	3GPP TS 24.244 [14]

	UE indication of the support of the P-CSCF restoration extended mechanism with trusted WLAN.
	

	Indication of UE capability for the extended P-CSCF restoration mechanism  for trusted WLAN access
	3GPP TS 24.008 [12]

	Indication of UE capability for extended P-CSCF restoration mechanism for untrusted WLAN access
	3GPP TS 24.302 [13]

	Support of 3GPP Information elements in Configuration Payload over IKEv2 to transfer the UE capability 
	IETF 

	Addition of support of P-CSCF restoration for WLAN accesses
	3GPP TS 24.229 [6]

	Storage of UE and TWAN/ePDG support of the extended  P-CSCF restoration mechanism for WLAN
	3GPP TS 23.008 [11]


* * * End of Changes * * * *
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