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1. Reason for Change
3GPP TR 23.820 has given two  IMS AS restoration solutions and concluded that no further specification work is required because of the following two reasons:

-
Both two solutions have no impact on other functional entities such as S-CSCF, HSS

- 
Both solutions will not introduce potential interoperability issues. 
However,  when eSRVCC feature is activated, SCC AS and ATCF should exchange the address of each other  directly or via HSS,  in order to perform eSRVCC procedure later. All the related functionalities required on S-CSCF, AS and HSS are not mentioned yet in the current specifications.

2. Proposal

It is proposed to agree the following changes to TR 23.820.
* * * First Change * * * *

6
Alternative solutions
6.1
Solution1 Service Request rejected upon SCC AS failure

6.1.1
Introduction
Currently, if the SIP-AS fails, the SIP-AS could not respond the service request, or the SIP-AS would return a failure response to the S-CSCF. According to the current specifications, if the S-CSCF fails to receive a SIP response or receives a 408 (Request Timeout) response or a 5xx (Failure Response) response from the SIP-AS, the S-CSCF shall continue or terminate the session based on the default handling defined in the matched initial filter criteria. Although there may be more than one SIP-AS providing the same service, the subscriber can not register to the SIP-AS, and the related service can not be provided to the subscriber.
In this solution, it is proposed for S-CSCF to send a 504 (Server time-out ) response to UE after AS failure is detected and no mater what the default handling defined.
After receiving 504 message,  UE shall perform the initial registration procedure immediately. And after a successful registration procedure, all services are resumed. 

6.1.2 
Procedure
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Figure 6.1.2 Session request rejected by S-CSCF with 504 message
Step 1:  S-CSCF receives session service request message and shall route the message towards the registered AS .

Step 2:  S-CSCF finds SCC AS failure.

Step 3:  S-CSCF rejects the request with a 504 message, no matter what the default handling defined in the matched filter criteria.
Step 4:  After receiving 504 message,  UE shall trigger the initial registration procedure immediately. 

Step 5:  After a successful normal registration procedure, all services are resumed. 

6.1.3 
Analysis
This solution is quite simple,  only S-CSCF is required to send certain SIP error message( 504 )  towards UE, no matter what the default handling defined in the matched filter criteria. 
6.2
Solution 2 Service Request continued upon SCC AS failure

6.2.1
Introduction
SCC AS is required to send SRVCC related information, e.g. ATCF management URI, to HSS as repository data upon successful 3rd party registration.

S-CSCF should try to contact another AS when the previous AS fails, no matter what the default handling parameter is. 

When session service request received by a new SCC AS, and no subscriber data is found,  the new AS shall download the relevant subscription data from HSS, then process the service request as normal. 

SCC AS shall check if there is ATCF management URI data stored in HSS.  If there is, the SCC AS shall send MESSAGE with its own ATU-STI to the corresponding ATCF in order to execute following  PS to CS SRVCC procedure.
6.2.2 
Procedure
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Figure 6.2.2.a  Enhanced third party registration procedure

Step 1:   Registration procedure as normal

Step 2:   During third party registration procedure, SCC AS sends both ATCF-Path-URI and new added ATCF management URI parameter to HSS

Step 3:   HSS stores both parameter as repository data
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Figure 6.2.2.b  Service Request continued
Step 1:  S-CSCF receives session service request message and shall route the message towards the registered AS .

Step 2:  S-CSCF finds SCC AS failure.

Step 3:  S-CSCF selects the other working AS  based on cache information, and sends message out. 

Step 4:  After receiving  message,  AS can not find subscriber data and start implicit registration procedure .
Step 5:  After downloading subscriber data, SCC AS checks if there is ATCF-Path-URI (STN-SR) data with the subscriber.  

Step 6:  If there is ATCF management URI, SCC AS sends MESSAGE with its own ATU-STI towards ATCF, based on that ATCF management URI data from HSS.  

Step 7:  SCC AS continues the session as normally.

6.2.3 
Analysis

S-CSCF, SCC AS and even HSS are required to support new functionalities:
· During registration procedure, SCC AS shall transfer both ATCF-Path-URI and new added ATCF management URI to HSS via Sh. 
· HSS is capable to  store  the new added  ATCF management URI data for the subscriber, and send it to SCC AS later
· When AS failure is detected, S-CSCF is capable to re-route the session request message to t another working AS. 
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