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Introduction

This discussion paper is in the continuity of the CR proposal in C4-140565 and pursues the analysis regarding the identification of the SCS to be given over T4 to the SMS-SC for trigger delivery.
Current specifications and potential issues
IN CT4 #68bis, the CR proposal in C4-140565 was not retained for  the reason that the SCS identity content and format should remain flexible and be left open to various possibilities  e.g. to use a number (such as a E164 number) or a FQDN (such as a diameter id), or something else. This assumption of a flexible SCS identity is taken as a basis in this discussion and applies to the SCS identity transferred over Tsp.

S6m aspects
 TS 29.336 describes the SCS-Identity AVP as:
The SCS-Identity AVP is of type OctetString and it shall contain the identity of the SCS which originated the service request towards the MTC-IWF, over the Tsp reference point.
So over the S6m procedure, this is the same identity as over Tsp so with a flexible content, which is OK.
TS 29.336 Table 5.2.1.1/2 in addition specifies that, regarding the SIR command, “For Device Triggering via SMS-MT, the Service Parameters AVP may contain: Priority-Indication, SM-RP-SMEA…”.
SM-RP-SMEA AVP is defined in TS 29.338 5.3.3 as:
The SM-RP-SMEA AVP is of type OctetString and shall contain the RP-Originating SME-address of the Short Message Entity that has originated the SM. It shall be formatted according to the formatting rules of the address fields described in 3GPP TS 23.040 [3].
In the context of MTC device triggering, it identifies the SCS which is at the origination of the device triggering, but here according to the formatting rules of the address fields described in 3GPP TS 23.040. this implies a number format (e.g. a E164 number). This has an impact for the MTC-IWF which has to derive this address from the SCS identity received over Tsp, e.g. with a mapping table or with a specific algorithm.
Currently, it  is not well specified which is the use of this SM-RP-SMEA address in the HSS, as in the same SIR command,  the HSS obtains the Tsp SCS identity contained in  the SCS-Identity AVP.
T4 aspects 
TS 29.337 in table 5.2.1.1/1 (Device Trigger Request) describes the SM RP OA information element (referring to TS 29.336) contained in the SCS-Identity AVP and specifies that “This Information Element shall contain the identity of the Service Capability Server that is requesting a device trigger to the UE”.
In table 5.2.2.1/1 (Delivery report of Device Trigger) there is the same SM RP OA information element  but with a slightly different description : “This Information Element shall contain the identity of the Service Capability Server that is requesting a device trigger to the UE as received from the MTC-IWF”. It is understood that it is the SM RP OA identity received by the SMS-SC from the MTC-IWF in the previous Device trigger request.
The issue is that the SM RP OA information element is not described in TS 29.336 as well its format.
It is considered that the SM RP OA information element, given its name, is the one defined and used in SMS specifications (TS 23.040, TS 29.338) and contains the SME address of the originator of the short message according to the formatting rules of the address fields described in TS 23.040. In the T4 context, it will identify the SCS and is then identical to the SM RP SMEA information element described in TS 29.336.
Nevertheless, over T4, it is not conveyed in the SM-RP-SMEA AVP but in the SCS-Identity AVP which is technically possible as the SCS-Identity AVP is of Octet string type. This is not the same content and format conveyed in the SCS-Identity AVP over S6m or Tsp.
Possible solutions for T4:
a) the 1st solution is to keep the SM RP OA information element conveyed in the SCS-Identity AVP as currently specified but to add  that “It shall be formatted according to the formatting rules of the address fields described in 3GPP TS 23.040“. This should be specified from Rel-11.
This solution does not impact the list of AVPs in the T4 Device trigger request and in the Delivery report of Device Trigger request, but it specifies the content and the format of the SCS-Identity AVP which is currently not defined but which will not be the same as over S6m or Tsp.
b) the 2nd solution is to introduce the SM-RP-SMEA AVP over T4, conveying the same SME address of the SCS as for S6m and remove the SCS-Identity AVP as it is not identified if there is a use of the SCS flexible identity in the SM-SC.

This introduction is made from rel-11.
This solution replaces a mandatory AVP by another new mandatory AVP in the T4 commands.

This solution has some more impact than the solution a) as replacing AVPs in the ABNF command. This allows using the SCS-Identity AVP only to convey the Tsp format of the SCS identity (flexible format) and the SM-RP-SMEA AVP to convey the SME format of the SCS according to TS 23.040 address rules. The use and content of SCS-Identity AVP and SM-RP-SMEA AVP are more consistent over Tsp, S6m and T4.
c) a 3rd solution is to only keep the SCS-identity AVP over T4 but conveying the flexible SCS identity as received over Tsp and to replace the name of the SM RP OA information element by the SCS Identity one. Then it is to the SMS-SC to do the translation of the flexible SCS identity (e.g. mapping table or a specific algorithm) into the originating SME address identifying the SCS to be sent to the UE.
This should be specified from Rel-11.
This solution has a significant impact on the SCM-SC(s) which has to do the translation to the SME address of the SCS.

d) an additional complement is to avoid the SCS address translation in the MTC-IWF or SMS-SC by using HSS. This may avoid the provisioning of SCS addresses mapping tables in the MTC-IWF or SMS-SC. As HSS has to check if the SCS is authorized for this user, the HSS already stores the SCS identity (flexible format); it can also store the corresponding SME address format of the SCS and returns it back to the MTC-IWF in the SM-RP-SMEA AVP within the T4-Data grouped AVP. The MTC-IWF will then send this SME address over T4 according to sol a) or b). This complement removes the sol c) possibility.
This d) complement is an evolution of the feature to obtain the SME address of the SCS from the SCS identity received from Tsp when the MTC-IWF cannot do it by its own,. This d) complement impacts TS 29.336 but not TS 29.337.
Proposal

CT4 should decide the solution among the 3 described solutions 
Alcatel-Lucent has a preference for the solution b) and has submitted a CR to TS 29.337.

Alcatel-Lucent is in favour to include the d) additional complement to TS 29.226 and will propose a CR if CT4 is in favour of this feature evolution.
