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1. Introduction
This P-CR gives complements on the coding of P-CSCF restoration parameters between the ePDG and the UE with IKEv2.
2. Reason for Change
P-CSCF restoration requires the transfer of parameters between the ePDG and the UE in the Configuration Payload of IKEv2 messages. This P-CR proposes the creation of a generic IKEv2 Configuration Attribute which will be a container able to convey 3GPP information elements as part of any exchange between the UE and the ePDG over the untrusted non-3GPP access and especially PCO parameters. This will avoid the need to specify new IETF RFCs whenever new 3GPP parameters to be conveyed in IKEv2 messages are specified. It is also stated that 3GPP parameters already conveyed via existing IETF extensions (e.g. P-CSCF addresses) will not be redefined using this generic container.
The P-CR gives an example of the format of this container.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.826 v0.2.0.
* * * First Change * * * *
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* * * Next Change * * * *

6.3.2.1.4
Coding between the ePDG and the UE

As indicated in step 9 of subclause 6.3.2.1.2, and in subclause 6.3.2.1.3, between the ePDG and the UE, IKEv2 messages are used with a configuration payload containing P-CSCF restoration information ( i.e. the UE capability indicating the support of P-CSCF restoration extension for untrusted WLAN and list(s) of P-CSCF addresses).

The encoding of P-CSCF restoration information within the Configuration Payload  in IKEv2 (see IETF RFC 5996 [8]) needs to be specified.

The IETF Draft draft-gundavelli-ipsecme-3gpp-ims-options-04 [9] specifies Configuration Attributes defining lists of P-CSCF addresses to be used for P-CSCF discovery. It is relevant to use the same Configuration Attributes for lists of P-CSCF addresses used for P-CSCF restoration and to convey them in IKEv2 informational exchange procedures (see IETF RFC 5996 [8]). Nevertheless the IETF Draft draft-gundavelli-ipsecme-3gpp-ims-options-03 [9] does not specify the Configuration attributes for the other PCO parameters used for P-CSCF restoration (i.e. UE capability for P-CSCF restoration extension for untrusted WLAN).

More generally, 3GPP parameters for other features used over untrusted WLANs may need to be conveyed in IKEv2 Configuration Payload, so it is proposed that IETF defines a generic IKEv2 Configuration Attribute which will be a container able to convey 3GPP information elements as part of any exchange between the UE and the ePDG over the untrusted non-3GPP access initiated from either side and especially PCO parameters. This will avoid the need to specify new IETF RFCs whenever new 3GPP parameters to be conveyed in IKEv2 messages are specified. 3GPP parameters already conveyed via existing IETF extensions (e.g. P-CSCF addresses) will not be redefined using this generic container.
NOTE:
the need to transfer new 3GPP parameters over IKEv2 is already anticipated for several Rel-13 features: P-CSCF restoration, NB-IFOM and Support of Emergency sessions over WLAN.
Example of the definition of a generic 3GPP-IE Configuration Attribute:
    0                   1                   2                   3

    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |R|        Attribute Type       |            Length             |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   ~                                                               ~

   |                 3GPP Information Elements                     |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
Information Elements: 

-
Reserved (1 bit):
- Refer to the IKEv2 specification (IETF RFC 5996 [8]);
-
Attribute Type (15 bits):
- IANA allocation;
-
Length (2 octets):
- Length of the 3GPP Information Elements field in octets;
-
3GPP Information Elements:
- The 3GPP Information Elements field is defined in a 3GPP specification.
* * * End of Changes * * * *

