Error! No text of specified style in document.
1
Error! No text of specified style in document.

3GPP TSG CT4 Meeting #68bis
C4-150453
Bratislava, Slovakia; 13th – 17th April 2015

Source:
Nokia Networks
Title:
Pseudo-CR on Requirements on HSS-load conveyance
Spec:
3GPP TR 29.810 version 0.2.0
Agenda item:
6.1.4
Document for:
Decision

1. Introduction

<Introduction part (optional)>

2. Reason for Change

HSS-load may be used for dynamic load balancing by nodes (MME/DA/proxy DA) that select the HSS. As the selecting nodes may or may not be immediate peers to the HSS, HSS-load must be conveyed end-to-end.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.810 version 0.2.0.

* * * First Change * * * *

5.2.2.2.3
Selection of the HSS host

Regarding the user identity to HSS resolution mechanism, 3GPP specifications describe the possible use of a Redirect or a Proxy DA without excluding other possibilities. They are here recapitulated, as they may have impacts on how load control can be handled:

-
When a redirect server is used, a client or a DA which has to send a request to a HSS of which it does not know the identity, will only provide the Diameter realm and send its request to the Redirect DA, that will return one or several HSS host identities. If several host identities are returned, the client or the DA may select the host by taking into account the host load information and achieve load balancing between the HSS hosts. This requires host load information from potential HSSs to be available at the client or DA. 
-
When a proxy DA is used, the client which does not know the identity of the HSS, only provides the Diameter realm and sends the request that will reach the proxy DA which will determine the HSS host identity, If several HSS host identities are possible, this proxy DA may select the host by taking into account their load information and achieve load balancing. This requires host load information from potential HSSs to be available at the proxy DA.
In both cases the potential HSSs (may or) may not be immediate peers to the client/DA/proxy DA selecting the HSS. It is therefore required that HSS load information can be sent end to end from HSS to the MME/DA/proxy DA that selects the HSS.

For a given user, the origin host which is returned in the Diameter answers, may be stored by the client and reused as host destination for next requests regarding this user, In these cases where the destination host is determined, no load balancing between hosts is applied.

Editor’s Note: AAA server and PCRF cases to be addressed.

* * * End of Changes * * * *
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