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* * * Next Change * * * *
6.4.4
SCS-Identity

The SCS-Identity AVP is of type OctetString and it shall contain the identity of the SCS which originated the service request towards the MTC-IWF, over the Tsp reference point. The SCS identity shall be an international number as described in ITU-T Recommendation E.164 [xx] and shall be encoded as a TBCD-string. See 3GPP TS 29.002 [yy] for encoding of TBCD-strings. This AVP shall not include leading indicators for the nature of address and the numbering plan; it shall contain only the TBCD-encoded digits of the address.
* * * End of Changes * * * *

