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1. Introduction
This PCR describes an extended mechanism solution for P-CSCF restoration with an untrusted WLAN. 
2. Reason for Change
The PCR addresses the technical report subclause 6.3.2 to describe an extended mechanism solution for P-CSCF restoration over an untrusted WLAN.

It allows avoiding the release of the IMS PDN connection for a TWAN with multi-connection mode.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.826.
* * * First Change * * * *
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* * * Next Change * * * *

6.3.2
Solutions with an untrusted WLAN

6.3.2.1
Solution U1 –P-CSCF restoration extension for untrusted WLAN

6.3.2.1.1
Overview and principles

The basic mechanism for P-CSCF restoration over WLAN is optionally extended over untrusted WLAN in order to avoid the need to deactivate and reactivate the IMS PDN connection.

This P-CSCF restoration extension for an untrusted WLAN is based on the possibility for the P-GW to know whether or not the UE and ePDG support this P-CSCF restoration extension for an untrusted WLAN, which is described in subclause 6.3.2.1.3.
When the P-GW receives a P-CSCF restoration indication and if the P-CSCF restoration extension for an untrusted WLAN is supported by the UE and the ePDG, the P-GW sends the updated list of the addresses of available P-CSCFs towards the UE via the ePDG; this will trigger the UE to initiate a new IMS registration towards an available P-CSCF.

6.3.2.1.2
Description
The P-CSCF restoration extension for an untrusted WLAN procedure is described in figure 6.3.2.1.2-1 If the UE or the ePDG does not support this extension, the P-GW initiates the release of the IMS PDN disconnection and proceed with the basic P-CSCF restoration mechanism applied to WLAN.
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Figure 6.3.2.1.2-1: UE supporting the P-CSCF restoration extension over untrusted WLAN - GTP based S2b 

For the HSS based solution, steps from 1 to 7 are the same as those explained in subclause  6.2.1.2 for the P-CSCF restoration  basic mechanism for WLAN with the HSS based solution. In step 7, the AAA Server, when receiving a P-CSCF restoration indication from the HSS, transfers this indication to the P-GW.

For the PCRF based solution, steps from 1 to 7 are the same as those explained in 3GPP TS 23.380 [xx] subclause 5.3.2 for the P-CSCF restoration basic mechanism. In step 7, the PCRF transfers the P-CSCF restoration indication to the P-GW.
Hereafter steps 8 to 11 are common to the HSS based solution and to the PCRF based solution.

8
If the PGW has previously received the indication that the UE and ePDG support the P-CSCF Restoration extension for untrusted WLAN, the P-GW sends an Update Bearer Request to the ePDG. This message includes a list of available P-CSCF addresses, as per existing P-CSCF Restoration procedures. The procedure continues with step 9.


If the UE or the ePDG does not support the P-CSCF Restoration extension for untrusted WLAN, the P-GW releases the IMS PDN connection by sending a Delete Bearer Request to the ePDG (not described in the figure) and proceeds with the P-CSCF restoration basic mechanism applied to WLAN.

9
The ePDG initiates an IKEv2 informational exchange procedure towards the UE to forward the list of available P-CSCF addresses received in the PCO IE from the P-GW.

This IKEv2 procedure is specified in IETF RFC 5996 [yy]. This procedure is an extension to the existing PDN GW Initiated Bearer Modification procedure specified in 3GPP TS 23.402 [zz] subclause 7.11..1 (SA2 will need to be informed).

In addition, there is the need to define the coding of the list of available P-CSCFs addresses (Configuration attributes) which is addressed in 6.3.2.1.4 subclause. 

10
The UE answers to the ePDG which then answers to the P-GW.

11
As per existing P-CSCF Restoration procedures described in 3GPP TS 24.229 [vv], the UE selects one available P-CSCF from the received list and proceeds with an IMS registration.

To apply the step 9, the support of the IKEv2 informational exchange procedure with a Configuration Payload is not sufficient as the ePDG has to also do the mapping between this payload and the PCO payload over S2b containing P-CSCF restoration information, so the support of this capability by the ePDG is to be indicated to the PGW at the IMS PDN connection. This is addressed in subclause 6.3.2.1.3.

The same call flow can apply to PMIP-based S2b, whereby, in step 8, the P-GW initiates an LMA Initiated Update Notification procedure to provide the ePDG with the available P-CSCF addresses.
6.3.2.1.3
Method to indicate the UE support of the P-CSCF restoration to P-GW
The P-CSCF restoration extension over untrusted WLAN described in 6.3.2.1.3 is based on the possibility for the P-GW to identify whether or not the UE supports the PCO based P-CSCF Restoration procedures over untrusted WLAN.
The proposed method is that the UE indicates this UE capability in the configuration payload of the IKEv2 message to the ePDG establishing the IMS PDN connection. Then ePDG forwards this capability in a new PCO parameter to the P-GW over S2b.  

Receipt by the PGW of the UE capability indicating the support of P-CSCF restoration in the APCO IE at PDN connection is also an indication that the ePDG and the UE support the IKEv2 procedures with the corresponding mapping of P-CSCF restoration information (i.e. UE capability and list(s) of available P-CSCF addresses). i.e. there is no need to introduce a new additional indication for ePDG support of this procedure. 

The capability to support the P-CSCF restoration extension for untrusted WLAN is a different capability from the capability to support the P-CSCF restoration extension over 3GPP access. It is also necessary to differentiate the capability to support P-CSCF restoration extension for TWAN vs. for untrusted  WLAN (as they imply different UE protocol impacts). The UE shall provide the P-GW with its capability, if supported, regarding the current access it uses.

Editor’s Note: It is FFS to investigate if the UE can/need also advertise, on a given access, its P-CSCF restoration capabilities for other accesses.

The same method can apply to PMIP-based S2b at IMS PDN connection..
6.3.2.1.4
Coding between the ePDG and the UE

As indicated in step 9 of subclause 6.3.2.1.2, and in subclause 6.3.2.1.3, between the ePDG and the UE, IKEv2 messages are used with a configuration payload containing P-CSF restoration information ( i.e. the UE capability indicating the support of P-CSCF restoration extension for untrusted WLAN and list(s) of P-CSCF addresses).

The encoding of P-CSCF restoration information within the Configuration Payload  in IKEv2 needs to be specified. 

The IETF Draft draft-gundavelli-ipsecme-3gpp-ims-options-03 [uu] specifies Configuration attributes defining lists of P-CSCF addresses to be used for P-CSCF discovery. It is relevant to use the same Configuration attributes for lists of P-CSCF addresses used for P-CSCF restoration. Nevertheless the IETF Draft draft-gundavelli-ipsecme-3gpp-ims-options-03 [uu] does not specify the Configuration attributes for the other PCO parameters used for P-CSCF restoration (i.e. UE capability for P-CSCF restoration extension for untrusted WLAN).

More generally, PCO parameters for other features may need to be conveyed in IKEv2 Configuration payload, so it should be investigated whether to define more generic IKEv2 Configuration attributes able to contain 3GPP information and especially PCO parameters, so as to avoid the need to specify new IETF RFCs whenever new 3GPP parameters to be conveyed in IKEv2 messages are specified. 

6.3.2.1.5
Roaming cases 
The solution can be used in the VPLMN for roaming users with Local Breakout without any further impact to the P-CSCF restoration basic mechanism applied to WLAN for both HSS based and PCRF based solutions.

* * * End of Changes * * * *
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