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1. Introduction
This PCR describes the HSS based basic mechanism for P-CSF restoration applied to WLAN access (trusted or untrusted).
2. Reason for Change
The PCR addresses the technical report subclause 6.2.1 to describe a basic mechanism for P-CSCF restoration for HSS based solution applied to WLAN access.

The P-CR relies on TR 29.806 Annex A describing a HSS based solution for non 3GPP access for the basic mechanism (IMS PDN disconnection). It refers to the HSS based basic mechanism for 3GPP access described in 3GPP TS 23.380 as reusing the same principles. A difference with TR 29.806 Annex A is that the AAA server will send a P-CSCF restoration indication rather than request the IMS PDN release to the P-GW, because it is then left to the P-GW to do the release of the IMS PDN connection  or to apply the extension to avoid the IMS PDN disconnection  (addressed  in another P-CR).
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.826
* * * First Change * * * *

2
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3GPP TS 23.380: "IMS Restoration Procedures".

* * * Next Change * * * *

6.2.1
Basic mechanism for HSS based solution 

6.2.1.1
Overview and principles 
This solution extends the HSS based enhanced P-CSCF restoration mechanism specified for 3GPP accesses (see 3GPP TS 23.380 [xx] subclause 5.4.2), to trusted and/or untrusted WLAN accesses and is based on the same principles.

If  the UE is registered to a WLAN access and has an IMS APN subscription permitting non-3GGP accesses, the HSS forwards a P-CSCF restoration indication to the 3GPP AAA Server which transfers it to the P-GW. The P-GW initiates the release of the IMS PDN connection towards the UE via the WLAN access.

Following the release of the IMS PDN connection, the UE will re-establish a new IMS PDN connection and perform a new P-CSCF discovery (according to existing procedures), and then register again to IMS.
6.2.1.2
Description


This solution is described in figure 6.2.1.2-1. 
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Figure 6.2.1.2-1: HSS Based P-CSCF restoration with non-3GPP access
For a WLAN access, the basic mechanism to request the UE to do a new IMS registration is to request a release of the IMS PDN connection over the interface (S2a or S2b) through which the UE is connected. The solution avoids disconnecting other PDN connections than the IMS PDN one. 

NOTE:
the UE may establish multiple PDN connections via untrusted WLAN and trusted WLAN in multi-connection mode; while there is a single SWm Diameter session per PDN connection, there is a unique STa Diameter session per UE.
Steps 1 to 5 are common with the steps 1 to 4 of 3GPP TS 23.380 [xx] subclause 5.4.2.1.

6.
If the user has a non-3GPP access subscription with an IMS APN configuration and if the user has a non-3GPP access registration in the HSS for the WLAN access, the HSS forwards a P-CSCF restoration  indication to the 3GPP AAA Server over SWx.


An existing command pair should be reused to convey this indication over SWx. Push-Profile-Request/Answer (PPR/PPA) is proposed with a new flag in the PPR-Flags AVP.


If the user has also an IMS APN configuration subscription for a 3GPP access and is registered to a 3GPP access, the procedure described in 3GPP TS 23.380 [xx] subclause 5.4.2.1 from step 5 onwards applies in addition. As the HSS is not informed of the access the UE is actually using for its IMS PDN connection, this may result in a procedure to the 3GPP AAA server without a P-CSCF restoration procedure being triggered via the WLAN access if the IMS PDN connection is using a 3GPP access.
Steps 7a, 8a and 9a describe the variant "a" where the PGW is triggered via S6b:

7a.
If the AAA Server has the information that an IMS PDN connection is established via a WLAN access for the user, the AAA Server sends a P-CSCF restoration indication to the P-GW over S6b, via a AAA Proxy over SWd if a VPLMN is involved, to proceed to the restoration of this IMS PDN connection.

An existing command pair should be reused to convey this indication over S6b and SWd; the Re-authorization Request/Answer (RAR/RAA) is proposed with a new AVP or a new flag.
Editor's note: RAR/RAA cannot be used as a standalone pair of commands so far, i.e. a subsequent AAR/AAA exchange takes place as an outcome. It is FFS whether to encode the new AVP or new flag in the RAR (without any subsequent AAR/AAA exchange) or in the AAA message. 
8a.
To proceed with the release of the IMS PDN connection:

-
For a TWAN, the P-GW, over S2a, initiates a Delete Bearer Request procedure (GTP) or a Proxy Mobile IPv6 LMA Initiated PDN Connection Deletion procedure (PMIP) to the TWAN which then initiates:

-

a WLCP PDN Disconnection to the UE  in multi connection mode;

-
a TWAN specific resource release procedure, in single connection mode or transparent single connection mode; 
-
For an untrusted WLAN, over S2b, the P-GW initiates a Delete Bearer Request procedure (GTP) or aProxy Mobile IPv6 LMA Initiated PDN Connection Deletion procedure (PMIP) to the ePDG which then initiates the release of the associated IKEv2 tunnel.

This procedure does not explicitly request the UE to re-establish the IMS PDN connection and do a new IMS registration. It is assumed that an IMS compliant UE shall re-attempt to obtain IMS service soon after detached from the IMS service. A cause "reactivation requested" (as supported over 3GPP accesses) could possibly be added over GTP-C based S2a and WLCP.
9a.
The PGW indicates the termination of the associated session to the AAA server by sending a Session Termination Request.
Steps 7b and 8b describe the variant "b" where the ePDG or the TWAN is triggered over SWm or STa:

7b.
If the AAA Server has the information that an IMS PDN connection is established for the user, the AAA Server sends an indication to the ePDG over SWm or to the TWAN over STa, via a AAA Proxy Server over SWd if a VPLMN is involved, to proceed to the release of the IMS PDN connection. 

An existing command pair should be reused to convey this indication over SWm or STa:

-
Re-Auth-Request/Answer (RAR/RAA) with a new AVP or a flag  is proposed to be used over STa  to instruct the TWAN to initiate the release of the IMS PDN connection. An Abort Session Request/Answer (ASR/AAA) cannot be used for that purpose over STa as this would lead to tear down all the PDN connections of the UE established via the TWAN;
-
for SWm,, an Abort Session Request/Answer (ASR/ASA) is proposed. 

8b.
The ePDG over S2b or the TWAN over S2a initiates the IMS PDN disconnection towards the UE and the PGW, using existing procedures.

Step10 is common to variants "a" and "b":

10.
As a result of the release of the IMS PDN connection, the UE re-establishes the IMS PDN connection, and also performs a new P-CSCF discovery (as the IMS PDN connection was lost). After discovering a new P-CSCF, the UE will perform a new initial IMS registration towards IMS.

Variant "a" has the following advantages and drawbacks:

-
pros:
-
variant "a" has a common part (step 8a) with the PCRF based solution for WLAN for S2a and S2b as described in 3GPP TS 23.380 [xx] subclause  5.5.2;

-
variant "a" allows to support the P-CSCF restoration extension for WLAN over S2a and S2b, described in subclause 6.3,  avoiding to release the IMS PDN connection;
-
variant "a" uses the same procedure between the 3GPP AAA Server and the P-GW over S6b for trusted and untrusted WLAN;
-
cons:

-
if the PGW does not support the new S6b enhancements (i.e. new P-CSCF restoration indication), the IMS PDN connection will not be torn down and the UE will not perform a new IMS registration. This means that signalling will have been triggered uselessly from the S-CSCF to the HSS, 3GPP AAA Server (and possibly Proxy) and the PGW, and may be repeated again by the S-CSCF e.g. at a subsequent SIP INVITE targeting the user;
Variant "b" has the following advantages and drawbacks:
-
pros:
-
the variant "b", by addressing network elements of the non-3GPP access, has homogeneity with the HSS based solution for 3GPP access using the MME/SGSN to release the IMS PDN connection;
-
cons:

-
in the case of STa, if the TWAN does not support the new STa enhancements (i.e. new indication to release the IMS PDN connection), the IMS PDN connection will not be torn down and the UE will not perform a new IMS registration. This means that signalling will have been triggered uselessly from the S-CSCF to the HSS, 3GPP AAA Server (and possibly Proxy) and the non-3GPP access network, and may be repeated again by the S-CSCF e.g. at a subsequent SIP INVITE targeting the user;
-
in the case of STa, the TWAN may be not under the responsibility of the HPLMN operator or of the VPLMN operator, which would need additional agreements.
From these observations, it is preferred to rely on the variant "a".
* * * End of Changes * * * *
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