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1. Introduction
This PCR analyses the existing requirements in IETF RFC 7068 regarding load control to identify those which are relevant to 3GPP networks.
2. Reason for Change
The PCR addresses the technical report subclause 5.3 to analyze the IETF RFC 7068 requirements applicable to load control

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.810.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
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IETF RFC 7068: "Diameter Overload Control Requirements".
* * * Next Change * * * *

5.3
Existing IETF requirement analysis 
This clause will analyse the existing requirements in IETF regarding load control, in particular in the RFC 7068 to identify those which apply to 3GPP networks.
5.3.1
General
The IETF RFC 7068 [xx] provides a set of requirements for an overload control solution over Diameter. Some of these requirements are related to load control and are listed in the hereafter table 5.3-1,   
The aim of this subclause is to review this set of requirements related to load control from a 3GPP point of view, considering that 3GPP will be a major consumer of this foreseen load control mechanism.

The list of requirements is ordered as currently defined in the IETF RFC 7068 [xx]. For each requirement, a status (Y/N) is given to indicate whether the requirement is relevant from a 3GPP point of view. Further clarifications are provided in the "Comments" column.
Table 5.3-1: IETF RFC 7068 Requirements Review

	#
	Existing Requirement
	Y/N
	Comments

	REQ1
	The solution MUST provide a communication method for Diameter nodes to exchange load and overload information
	Y
	

	REQ2
	The solution MUST allow Diameter nodes to support overload control regardless of which Diameter applications they support.  Diameter clients and agents must be able to use the received load and overload information to support graceful behavior during an overload condition.  Graceful behavior under overload conditions is best described by REQ 3.


	Y
	In an overload condition, load information may be used to select alternative destinations (cf REQ 23),

Load information may be used at the end of the overload condition when coming back to normal conditions. 

	REQ23
	The solution MUST provide sufficient information to enable a load-balancing node to divert messages that are rejected or otherwise throttled by an overloaded upstream node to other upstream nodes that are the most likely to have sufficient capacity to process them.
	Y
	Ok with the principle but it is important to note that load balancing for session-related requests may not be possible.

	REQ24
	The solution MUST provide a mechanism for indicating load levels, even when not in an overload condition, to assist nodes in making decisions to prevent overload conditions from occurring.
	Y
	

	REQ29
	It MUST be possible for a supporting node to make authorization decisions about what information will be sent to peer nodes based on the identity of those nodes. This allows a domain administrator who considers the load of their nodes to be sensitive information to restrict access to that information. Of course, in such cases, there is no expectation that the solution itself will help prevent overload from that peer node.
	Y
	

	REQ34
	The solution SHOULD provide a method for exchanging overload and load information between elements that are connected by intermediaries that do not support the solution.
	Y
	


Editor’s Note: The listed requirements are those explicitly referring to load. It may be investigated if some other requirements done for overload control also apply to load control. 
* * * End of Changes * * * *

