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1 Introduction

HSS Reset mechanism is supported in CS/PS/EPS in case the HSS restarts or fails which results in loss of user data. A similar mechanism might be needed for IMS as well.
2 Discussion

In the TR 23.820, the scenario of IMS HSS service interruption and its impact on user services due to loss of temporary data such as user registration state, S-CSC name and subscriptions to notification of transparent data update from the SIP-AS are described. Some solutions to address the issue of update of S-CSCF name in the HSS after loss of data are provided as well, i.e. Restart Indication, S-CSCF Name Check by the HSS and Diameter failover. It was concluded in the TR 23.820 that the HSS should be implemented in a way that critical information can be assumed to be always available, in order to avoid the impact on user services due to HSS service interruption.
While similar as in CS/PS/EPS, the IMS HSS may lose its temporary data if it restarts or fails, e.g. S-CSCF name, in which case the terminating registration services cannot be provided to the user before the UE initiates an IMS re-registration. In order to provide best services, e.g. VoLTE, to the user in IMS, at least not worse than in CS, it should be considered to have the same functionalities as defined in CS/PS/EPS for HSS restoration supported in IMS.
The three solutions as described in the TR 23.820 for HSS restoration are as follows, some analysis to each solution is provided as well.
· Restart Indication
· Principle: The HSS sends a message to all configured S-CSCFs, and the S-CSCFs will mark all users from that HSS as “Not Confirmed in HSS”. For all users marked as “Not Confirmed in the HSS”, the S-CSCF will update the S-CSCF name in the HSS upon any activity for that user. 
· Analysis: This mechanism is similar as the HSS/HLR RESET mechanism defined in CS/PS/EPS. One potential problem is that if a terminating request for the user served by an S-CSCF arrives before any other user activities, then the S-CSCF name has not been updated in the HSS, a wrong S-CSCF may be selected. But if IMS Restoration is supported, this would not be an issue. 
Regarding the message to be used for sending such a Restart Indication, there are two possible ways: reuse of Cx PPR with introduction of an indication for HSS Reset, or introduce a new command pair over Cx interface for HSS Reset. 
· S-CSCF Name Check by the HSS
· Principle: The HSS set a flag for all users after the restart, and the flag will be cleared when the S-CSCF name is set for the user or after a period of time that is a bit larger than the re-registration timer in the S-CSCF. For all users with the S-CSCF Name Check Required flag, the HSS will send a request to all S-CSCFs where the user could be located before answering a UAR/LIR request from the I-CSCF. If one of the S-CSCFs was serving that identity or any other identity of the same IMS subscription, the concerned S-CSCF will respond indicating this. The HSS will then send a response to the I-CSCF with the name of the S-CSCF. If none of the S-CSCFs was serving that identity or any other identity of the user or any user of the same IMS subscription, the HSS will also receive an indication and it will send the capabilities to the I-CSCF so that a new S-CSCF is selected.
· Analysis: This mechanism itself would bring much signalling over Cx interface. While it can be taken as a supplementary solution to Restart Indication, i.e. only for those users which are not restored by the Reset mechanism before receiving any terminating request.
· Diameter failover

· Principle: The I-CSCF and S-CSCF nodes need to support Diameter failover mechanism, as described in the IETF RFC 3588. The I/S-CSCF will have to be configured to allow for primary/backup HSS’s for each user handled by the I/S-CSCF/AS.
· Analysis: This requires the network to deploy primary/backup HSS for each user, and the I-CSCF and S-CSCF nodes need to support Diameter failover mechanism.
From the above analysis, it can be seen that Restart Indication, compared with S-CSCF Name Check by the HSS, has less impact on the IMS Cx signalling, and compared with Diameter failover, has less restriction to the deployment of IMS network. The Similar mechanism works well in CS/PS/EPS. Thus it is a better choice for HSS restoration in IMS. Regarding the way how the Restart Indication can be transported from the HSS to the S-CSCF, it is proposed to reuse the existing Cx commands, e.g. PPR/PPA, since introducing a new command pairs would need to create a new Diameter application for Cx interface.
For IMS Sh interface, if HSS fails or restarts, subscriptions to notification of subscriber data update especially the transparent data update from the SIP-AS may be lost in the HSS. The HSS is unable to notify the updated data to the SIP-AS. Both Restart Indication and Diameter Failover mechanism could work for HSS restoration over Sh interface, while same as the above, it is proposed to apply Restart Indication to IMS Sh interface as well for HSS restoration, with reuse of existing Sh command pairs, e.g. PUR/PUA.
3 Proposal

It is proposed to create a new WID to introduce HSS Reset mechanism over IMS Cx/Sh interface for HSS restoration in IMS networks.
