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1. Introduction
This PCR describes the objectives of the P-CSCF restoration for WLAN.  
2. Reason for Change
The objectives of TR 29.826 need to be described in subclause . 
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.826
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[xx]
3GPP TS 23.380: "IMS Restoration Procedures".

* * * Next Change * * * *

5
Objectives 

This subclause will indicate objectives,   which for many of them are the same as in TR 29.806 for 3GPP accesses.
The present document is expected to agree on a mechanism to enhance P-CSCF restoration procedure for trusted and untrusted WLAN accesses,
Hereafter objectives are common with the enhanced P-CSCF restoration for 3GPP access described in 3GPP TR 29.806:
-
Avoid massive signalling over the core and radio networks.

This is of special importance when a P-CSCF handles a large number of UEs, since it may cause network overload.

-
Improve reliability.

Avoid false positive or false negative detection scenarios, triggering P-CSCF restoration mechanism only when it is required.

-
Do not impact existing GSMA compliant UE.
This objective assumes that such UEs support IMS service though trusted or untrusted WLAN accesses  in compliance with GSMA recommendations.  It is possible that some options of the enhanced  P-CSCF restoration  for WLAN have additional UEs impacts, which should be minimized.
-
Improve service availability.

Improve the perceived service availability for UEs.

· Avoid losing new sessions establishments (e.g. voice, multimedia originating or terminating calls).

NOTE:
There is some more flexibility for other services like SMS (it is acceptable that the SMS may be delivered later) or for telepresence as an IMS service it is acceptable to have some losses. In the same way, interruption of IMS established sessions is accepted (according to 3GPP TR 23.820 clause 4.3).
Other objectives are related to the existence of the enhanced P-CSCF restoration mechanisms for 3GPP accesses described in 3GPP TS 23.380 [xx] with the HSS based and PCRF based solutions and are hereafter listed:
-
the HSS based solution and the PCRF based solution can, each, be used for 3GPP accesses and WLAN accesses, with, inside each solution, the maximum of common parts. In particular the addition of the support of P-CSCF restoration for WLAN access should not impact the IMS part of the existing HSS based and PCRF based solutions.
- 
the part specific to the WLAN access should be common to the HSS based and the PCRF based solutions, especially towards the UE that has no to behave differently with the HSS or the PCRF based solution for WLAN.
 -
 the part specific to the WLAN access, as for 3GPP accesses,  should have a basic mechanism having  no impact on the WLAN involved interfaces  and on the UE. Optional improvements to the basic mechanism should minimize the protocol impacts on the involved interfaces and on the UE and reuse the maximum of existing procedures over these interfaces.
* * * End of Changes * * * *
