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***** Next change *****
5.6
ProSe Proximity Request

5.6.1
General
The ProSe Proximity Request Procedure shall be used by a ProSe Function in charge of the requesting UE to request the ProSe Function in charge of another UE to indicate when two UEs will enter into proximity within a requested time window.

This procedure is mapped to the commands ProSe-Proximity-Request/Answer (PRR/PRA) in the Diameter application specified in clause 6. 

Table 5.6.1-1 specifies the involved information elements for the request.

Table 5.6.1-2 specifies the involved information elements for the answer.

Table 5.6.1-1: ProSe Proximity Request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Requesting EPUID

(See 6.3.23)
	Requesting-EPUID
	M
	This Information Element shall contain the EPC ProSe User ID (EPUID) of the UE triggering the Proximity Request.

	Targeted EPUID

(See 6.3.26)
	Targeted-EPUID
	M
	This Information Element shall contain the EPC ProSe User ID (EPUID) of the UE targeted by the Proximity Request.

	Time Window

(See 6.3.27)
	Time-Window
	M
	This Information Element shall contain the time period during which the Proximity request is valid

	Requesting UE Location

(See 6.3.10)
	Location-Estimate
	M
	This Information Element shall contain the current location of the requesting UE expressed in GAD shapes defined in TS 23.032 [6]

	Location Update Periodicity

(See 6.3.A)
	Location-Update-Periodicity
	O
	If present, this Information Element shall contain the requesting periodicity of the location updates performed by the ProSe Function.

	Location Update Trigger

(See 6.3.10)
	Location-Estimate
	O
	If present, this Information Element shall contain the trigger that will cause the location updates performed by the ProSe Function. This trigger is specified as a geofencing area expressed in GAD shapes defined in TS 23.032 [6]. The UE should report a trigger as soon as it detects that it is inside this area.


	Number of Location Reports
(See 6.3.B)
	Number-Location-Reports
	O
	If present, this Information Element shall contain the maximum number of location reports that will be returned

	Supported Features

(See 6.3.24)
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	PRR Flags

(See 6.3.21)
	PRR-Flags
	M
	This Information Element contains a bit mask. See 6.3.21 for the meaning of the bits.



Table 5.e.1/2: ProSe Proximity Answer
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Supported Features

(See 6.3.24)
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Result

(See 6.4)
	Result-Code / Experimental-Result
	M
	This IE shall contain the result of the operation.

The Result-Code AVP shall be used to indicate success / errors as defined in the Diameter Base Protocol.

The Experimental-Result AVP shall be used for PC6/PC7 errors. This is a grouped AVP which shall contain the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

The following errors are applicable:

- EPUID unknown

- Proximity request rejected

- Proximity unauthorized 

	Targeted UE Location

(See 6.3.10)
	Location-estimate
	C
	This Information Element shall contain the current location of the targeted UE expressed in GAD shapes defined in TS 23.032 [6]. This information shall be present when the Result Code is "DIAMETER_SUCCESS" and the location of the targeted UE is known.

	WLAN Link Layer ID

(See 6.3.32)
	WLAN-Link-Layer-Id
	C
	This Information shall contain the permanent link layer identity used by the targeted UE for WLAN direct discovery and/or WLAN direct communication. It shall be present if the requesting UE has requested EPC support for WLAN direct discovery and if the targeted UE has a permanent WLAN Link Layer ID for communication (e.g. permanent MAC address).


5.6.2
Detailed behaviour of the ProSe Function of the requesting UE
The ProSe Function of the UE triggering the Proximity request shall make use of this procedure to propagate the Proximity request to the ProSe Function of the targeted UE. The ProSe Function shall include in the request the EPC ProSe User Identities of the requesting and targeted UEs, the location of the requesting UE, the validity period of the Proximity request, and the SUPL Config parameters which include the location update periodicity,  the location update trigger and the number of location reports to be received. If the requesting UE has requested EPC support for WLAN direct discovery and communication with the targeted UE, the PRR-Flag "WLAN Indication" shall be set. The SUPL Config parameters enable the ProSe Function of the targeted UE to configure SUPL reporting in targeted UE using the ""Inside" trigger with Repeated Reporting" mechanism as defined in OMA AD SUPL [XX].
When receiving a ProSe Proximity response from the ProSe Function of the targeted UE, the ProSe Function of the requesting UE shall check the result code. If it indicates SUCCESS, the ProSe Function shall create and manage a context associated with the Proximity request, including the EPUIDs of the UEs, the validity period of this Proximity request and the WLAN indication received in the Proximity request until the execution of the Proximity Alert procedure, the Proximity Request Cancellation procedure or until the expiry of the time window during which the request is valid.
Based on the last reported location of the requesting UE or the targeted UE, the ProSe Function of the requesting UE may send a new Proximity request message to the ProSe Function of the targeted UE with updated Location Update Periodicity, Location Update Trigger and Number of Location Reports information elements.
5.6.3
Detailed behaviour of the ProSe Function of the targeted UE
When receiving a ProSe Proximity request, the ProSe Function of the targeted UE, shall, in the following order:

1.
Check whether the EPC ProSe User Identity of the targeted UE exists. If not, a Result Code of DIAMETER_ERROR_USER_UNKNOWN shall be returned.

2.
Check whether the proximity request is authorized by the user. If not, the Proximity request is not authorized by the user, a Result Code of DIAMETER_ERROR_PROXIMITY_UNAUTHORIZED shall be returned.

3.
Check the location of the requesting UE, the SUPL config parameters and the time window received in the request and determine whether UEs are likely to enter into proximity based on the last known location of the targeted UE. If it is unlikely that UEs enter into proximity for the received time window, a Result Code of DIAMETER_ERROR_PROXIMITY_REJECTED shall be returned in the response.

If there is an error in any of the above steps then the ProSe Function shall stop processing the request and shall return the error code specified in the respective step. 

If the ProSe Function cannot fulfil the received request for reasons not stated in the above steps, e.g. due to a database error or any of the required actions cannot be performed, it shall stop processing the request and set the Result Code to "DIAMETER_UNABLE_TO_COMPLY".

Otherwise, the ProSe Function shall acknowledge the reception of the Proximity Request and set the Result Code to "DIAMETER_SUCCESS" in the response. The message may include the last known location of the targeted UE, if available. The message may also include the permanent WLAN Link Layer ID (e.g. MAC address) of the targeted UE if available and if the PRR-Flag "WLAN Indication" was set in the request. The ProSe Function shall create and manage a context associated with the Proximity request, including the identity of ProSe Function triggering the Proximity request, the EPUIDs of the UEs, the validity period of this Proximity request, the WLAN indication, use the SUPL Config parameters to configure SUPL reporting in the UE using the ""Inside" trigger with Repeated Reporting" mechanism as defined in OMA AD SUPL [XX] until the execution of the Proximity Alert procedure, the Proximity Request Cancellation procedure, the maximum number of location update reports has been returned or until the expiry of the time window during which the request is valid.

***** Next change *****
6.3.A
Location-Update-Periodicity
The Location-Update-Periodicity AVP is of type Unsigned32 and it shall contain the number of seconds that specify the minimum time interval between repeated location update reports.
***** Next change *****
6.3.B
Number-Location-Reports
The Number-Location-Reports AVP is of type Unsigned32 and it shall contain the maximum number of location reports that will be returned after which the location update session will stop.
***** End of change *****
