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* * * First Change * * * *

5.4.2.1
General
The call flow for the HSS-based P-CSCF restoration mechanism is described in figure 5.4.2.1-1. The nodes included in this call flow shall execute following procedures if they support the HSS-based P-CSCF restoration mechanism.
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Figure 5.4.2.1-1: HSS-based P-CSCF restoration
1.
The terminating S-CSCF receives a SIP message for a destination UE.

2.
The S-CSCF forwards the SIP message to this called UE’s terminating P-CSCF.

3.
The S-CSCF shall identify whether the called UE’s terminating P-CSCF is not working, based on received error codes or no response, as described in subclause 5.4.2.2. In this case, if the terminating UE uses a 3GPP access technology, the following steps shall apply to execute the HSS-based P-CSCF restoration.
4.
The S-CSCF shall check the registration status of the Public User Identity associated to the called UE. If the registration state of the Public User Identity is Registered, the S-CSCF shall check if the Public User Identity is currently registered with one or more Private User Identities. 

-
If the Public User Identity is currently registered with only one Private User Identity, the S-CSCF shall unregister this Public User Identity sending a Cx SAR to HSS, including a P-CSCF Restoration indication.
-
If the Public User Identity is currently registered with more than one Private User Identity, the S-CSCF shall send a deregistration to HSS for the corresponding Public User Identity and Private User Identity pair via Cx SAR, including a P-CSCF Restoration indication. 
5.
The HSS shall identify whether the MME/SGSN supports HSS-based P-CSCF restoration based on feature support information provided by the MME/SGSN as described in subclause 5.4.2.3, then when the HSS receives a Cx SAR with a P-CSCF Restoration indication, it shall check whether the serving node(s) for corresponding user support this feature: 
-
if at least one of the serving nodes support the feature:

-
the HSS shall send a P-CSCF restoration indication to the supporting serving node(s) where the IMSI associated to the received Private Identity is registered, i.e. SGSN and/or MME, using S6a/S6d IDR/IDA or Gr ISD request/answer; and
-
the HSS shall perform either the unregistration or deregistration requested and it shall send a successful response to the S-CSCF via Cx SAA. The S-CSCF shall set respectively this Public User Identity as Unregistered or this UE as not registered.
-
otherwise, the HSS shall provide an error response back in Cx SAA to the S-CSCF. 
NOTE:
In case there is not homogeneous support of this feature in corresponding user serving nodes, the P-CSCF Restoration procedure may be triggered as long as one serving node supports this feature, but if the UE is registered in the non-supporting serving node, the restoration procedure is not successful, this means that this UE is unreachable for terminating requests until it performs an originating request or its IMS registration timer expires. 
6.
The S-CSCF shall send a SIP response back to the originating side. This shall be an error response if only one Private User Identity is registered, otherwise the S-CSCF shall select the best possible response following normal forking procedures.

NOTE: 
Steps 4 and 6 above are not required to be in this order, reverse order is also possible.




7.
Upon reception of the P-CSCF Restoration indication from the HSS, the MME/SGSN from the received IMSI, identifies the UE and finds the corresponding IMS APN. 
Editor’s Note: 
It is FFS the analysis on ISR implications.

Editor’s Note:
In case of multiple IMS-related APN(s), it is for FFS to identify whether this mechanism shall be limited to VolTE or whether it is possible to identify the specific IMS-related APN that shall be released.
The MME/SGSN shall execute the optional PCO-based optional extension to this mechanism as described in subclause 5.4.3, if this optional extension is supported by the MME/SGSN and by the serving SGW/PGW; otherwise it shall proceed with the steps below.
NOTE X:
The support of this feature by the serving SGW/PGW is determined based on the local configuration at the MME/SGSN.

The MME/SGSN shall release the identified PDN connection towards the UE by executing PDN disconnection/detach procedure with NAS cause code "reactivation requested". Additionally, the MME/SGSN shall also release the same PDN connection towards the SGW/PGW by sending Delete Session message (not shown in the figure).

8.
As a result of the release of the IMS PDN connection, the UE shall activate the IMS PDN connection, select an available P-CSCF and perform a new initial IMS registration, as per 3GPP TS 29.061 [9].5.4.2.2
P-CSCF restart/failure detection by S-CSCF
* * * End of Changes * * * *
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