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* * * First Change * * * *
6.2.1.1
General
This procedure shall be used between the serving MME or SGSN or IP-SM-GW and the SMS-IWMSC to forward mobile originated short messages from a mobile user to a Service Centre.
This procedure is used according to the call flows described in 3GPP TS 23.040 [3] clause 10.

Table 6.2.1.1/1 specifies the involved information elements for the request.

Table 6.2.1.1/2 specifies the involved information elements for the answer.

This procedure is mapped to the commands MO-Forward-Short-Message-Request/Answer (OFR/OFA) in the Diameter application specified in subclause 6.3.2. 
Table 6.2.1.1/1: MO Forward Short Message Request
	Information element name
	Mapping to Diameter AVP
	Cat.
	 Description

	SM RP DA


	SC-Address
	M
	This information element shall contain the Service Centre address received from the mobile station.  

	SM RP OA


	User-Identifier
	M
	This information element shall contain:

- the IMSI if it is available;

- the MSISDN of the user when it exists.

- a dummy MSISDN value in the context of MSISDN-less SMS delivery in IMS (see 3GPP TS 23.204 [17]),if  IMSI is not available. In this case the originating user is identified by  the Originating SIP-URI (see SMSMI-Correlation ID).

	SM RP UI
	SM-RP-UI
	M
	This information element shall contain the short message transfer protocol data unit

	SMSMI-Correlation ID
	SMSMI-Correlation-ID
	C
	This information element indicates by its presence that the request is sent in the context of MSISDN-less SMS delivery in IMS (see 3GPP TS 23.204 [17]).
When present, this information element shall contain an HSS-ID identifying the destination user's HSS, a Destination SIP-URI identifying the MSISDN-less destination user, and an Originating SIP-URI identifying the MSISDN-less originating user.

	OFR Flags
	OFR-Flags
	C
	This information element shall contain a bit mask. See 6.3.3.12 for the meaning of the bits.

	SM Delivery Outcome
	SM-Delivery-Outcome
	C
	This information element shall be present if the SMSMI Correlation ID is present and shall contain the IP-SM-GW SM Delivery Outcome with the causes for setting the message waiting data in the HSS.

	Supported Features
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


NOTE:
In the context of MSISDN-less SMS delivery in IMS (see 3GPP TS 23.204 [17]), the IP-SM-GW gets the HSS-ID and the SM Delivery Outcome from the SIP message coming from the IMS network of the destination user and indicating a temporary SMS delivery failure. 

Table 6.2.1.1/2: MO-Forward Short Message Answer
	Information element name
	Mapping to Diameter AVP
	Cat.
	 Description

	Result


	Result-Code / Experimental-Result
	M
	This information element shall contain the result of the operation.

The Result-Code AVP shall be used to indicate success / errors as defined in the Diameter Base Protocol.
The Experimental-Result AVP shall be used for SGd/Gdd errors. This is a grouped AVP which shall contain the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP. The following errors are applicable:

· Facility Not Supported;

· SM Delivery Failure.

	
	
	
	

	SM Delivery Failure Cause 
	SM-Delivery- Failure-Cause
	C
	If the Experimental-Result-Code is set to DIAMETER_ERROR_SM_DELIVERY_FAILURE, this information element shall be present and indicate one of the following: 
· unknown Service Centre address;

· Service Centre congestion;

· invalid Short Message Entity address;

· user not Service Centre user.

It may be completed with a Diagnostic information element.

	SM RP UI
	SM-RP-UI
	O
	If present, this information element shall contain a short message transfer protocol data unit in the message delivery acknowledgement from the SMS-IWMSC to the MME or SGSN

	Supported Features
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


* * * Next Change * * * *

6.3.3.1
General

The following table specifies the Diameter AVPs defined for the SGd/Gdd interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
For all AVPs which contain bit masks and are of the type Unsigned32, e.g., TFR-Flags, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used.
Table 6.3.3.1/1: SGd/Gdd specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	SC-Address
	3300
	6.3.3.2
	OctetString
	M, V
	
	
	
	No

	SM-RP-UI
	3301
	6.3.3.3
	OctetString
	M, V
	
	
	
	No

	TFR-Flags
	3302
	6.3.3.4
	Unsigned32
	M, V
	
	
	
	No

	SM-Delivery- Failure-Cause
	3303
	6.3.3.5
	Grouped
	M, V
	
	
	
	No

	SM-Enumerated-Delivery-Failure-Cause
	3304
	6.3.3.6
	Enumerated
	M, V
	
	
	
	No

	SM-Diagnostic-Info
	3305
	6.3.3.7
	OctetString
	M, V
	
	
	
	No

	SM-Delivery-Timer
	3306
	6.3.3.10
	Unsigned32
	M, V
	
	
	
	No

	SM-Delivery-Start-Time
	3307
	6.3.3.11
	Time
	M, V
	
	
	
	No

	SMSMI-Correlation-ID
	3308
	6.3.3.13
	Grouped
	V
	
	
	M
	No

	HSS-ID
	3309
	6.3.3.14
	OctetString
	V
	
	
	M
	No

	Originating-SIP-URI
	3310
	6.3.3.15
	UTF8String
	V
	
	
	M
	No

	Destination-SIP-URI
	3311
	6.3.3.16
	UTF8String
	V
	
	
	M
	No

	OFR-Flags
	xxxx
	6.3.3.12
	Unsigned32
	V
	
	
	M
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V" indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [4].
NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table specifies the Diameter AVPs re-used from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within this interface.

Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.3.3.1/2, but they may be re-used for this interface.
Table 6.3.3.1/2: SGd/Gdd re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	User-Name
	IETF RFC 3588 [7]
	
	Must

	User-Identifier
	3GPP TS 29.336 [15]
	
	

	MME-Number-for-MT-SMS
	3GPP TS 29.272 [4]
	
	

	SGSN-Number
	3GPP TS 29.272 [4]
	
	Must not

	Absent-User-Diagnostic-SM
	3GPP TS 29.338
	It is defined for the S6c interface, see subclause 5.3.3.20
	

	Supported-Features
	3GPP TS 29.229 [5]
	
	

	Feature-List-ID
	3GPP TS 29.229 [5]
	See subclause 6.3.3.8
	

	Feature-List
	3GPP TS 29.229 [5]
	See subclause 6.3.3.9
	

	NOTE 1: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies.

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


* * * End of Changes * * * *
