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***** 1st change *****
H.1
General

Diameter overload control mechanism is an optional feature.
IETF draft-ietf-dime-ovli-02 [24] specifies a Diameter overload control mechanism which includes the definition and the transfer of related AVPs between Diameter nodes.
It is recommended to make use of IETF draft-ietf-dime-ovli-02 [24] on the Cx interface where, when applied, the I/S-CSCF shall behave as reacting nodes and the HSS as a reporting node.

Depending on regional/national requirements and network operator policy, priority traffic (e.g. MPS) shall be exempted from throttling due to Diameter overload control up to the point where requested traffic reduction cannot be achieved without throttling the priority traffic.
***** 2nd change *****
H.2
HSS behaviour

The HSS requests traffic reduction from the I/S-CSCF when the HSS is in an overload situation, including OC-OLR AVP in answer commands as described in IETF draft-ietf-dime-ovli-02 [24]. 

The HSS identifies that it is in an overload situation by implementation specific means. For example, the HSS may take into account the traffic over the Cx interfaces or other interfaces, the level of usage of internal resources (CPU, memory), the access to external resources, the level of priority traffic, etc. 
The HSS determines the specific contents of OC-OLR AVP in overload reports and the HSS decides when to send OC-OLR AVPs by implementation specific means.

***** 3rd change *****
H.3
I/S-CSCF behaviour

The I/S-CSCF applies required traffic reduction received in answer commands to subsequent applicable requests, as per IETF draft-ietf-dime-ovli-02 [24].

The I/S-CSCF achieves requested traffic reduction by implementation specific means. For example, the I/S-CSCF may implement message throttling with prioritization or a message retaining mechanism for operations that can be postponed.
Diameter requests related to priority traffic (e.g., MPS) and emergency have the highest priority. Depending on regional/national requirements and network operator policy, these Diameter requests shall be the last to be throttled, when the I/S-CSCF has to apply traffic reduction.

***** 4th change *****
I.1
Message prioritization 

This clause describes possible behaviours of the I/S-CSCF regarding message prioritisation in an informative purpose.

The I/S-CSCF may take the following into account when making throttling decisions:

· Identification of the procedures that can be deferred (e.g. Deregistration Request), so to avoid to drop non deferrable procedures; 

· Prioritisation of certain types of request (e.g. between MAR and SAR for S-CSCF, and between LIR and UAR for I-CSCF) according to the context of their use, in particular:

-
Higher prioritisation of SAR commands for S-CSCF that are related to a registered user for a service, so to avoid the interruption of the registered service for the user;
-
Higher prioritisation of LIR commands for I-CSCF that are related to a requested service different from registration or deregistration, so to get more originating or terminating services provided to the user;

-
Skipping of optional authentication.
-
Priority level of a priority user (e.g., MPS user).
***** End of changes *****
