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1. Introduction
We'd like to try to provide an overview status concerning the standardization status of the eIMS-ALG / eIMS-AGW as H.248 WebRTC gateway, at the point in time in transition from Rel-12 to Rel-13.
Such an overview isn't that simple due to the bunch of pieces of the overall technology framework.
2. Top level view

At a first glance, WebRTC as multimedia communication service might be divided in its individual media components, resulting in roughly following situation (from an H.248 control perspective):

	WebRTC media component
	3GPP

	
	Rel-12
	Rel-13

	1
	Audio
	Yes
	Yes

	2
	Video
	Yes
	Yes

	3
	Data
	No
	Yes


The rationale behind is the fact that the WebRTC data service is characterized by a multiplexing scheme of data channels, based on tunneled transport (given by SCTP/DTLS) and needs the consideration of an in-band (IB) or/and out-of-band (OoB) data channel control protocol. All that pieces are still work in progress, not yet ready in due time for Rel-12 stage 3.
3. View versus 23.228 Annex U
We may also cross-check requirements status from 23.228 side.
3GPP TS 23.228 V13.0.0 (2014-09), Annex U (Normative): WebRTC access to IMS - network-based architecture

…
U.1.3.3
eP-CSCF (P-CSCF enhanced for WebRTC)

The P-CSCF enhanced for WebRTC (eP-CSCF) is a P-CSCF including the IMS-ALG functionality and with the following additional functions:

-
The eP-CSCF shall support at least one WebRTC IMS client-to-network signalling protocol, e.g. SIP over WebSocket, REST/HTTP based interface, XMPP over WebSocket, etc.
[Iq: 23.334 / 29.334]
not relevant
NOTE 1:
Other application protocols, alternative message body formats such as JSON and alternatives to WebSocket transport are also not precluded.

-
The eP-CSCF provides interworking between W2 and Mw. 
[Iq: 23.334 / 29.334]
not relevant
-
The eP-CSCF verifies that the UE is executing a WIC from an authorized WWSF. 
[Iq: 23.334 / 29.334]
not relevant
-
In case of WIC registration of individual Public User Identity using IMS Authentication, the eP-CSCF shall relay the IMS authentication and registration information between W2 and Mw. 
[Iq: 23.334 / 29.334]
not relevant
-
Otherwise, i.e. for users authorized by the WWSF or WAF:

-
The eP-CSCF shall verify any UE authorization information received from the WIC; 
[Iq: 23.334 / 29.334]
not relevant
-
The eP-CSCF shall verify that the WWSF is authorized to allocate IMS identities; 
[Iq: 23.334 / 29.334]
not relevant
NOTE 2:
For this purpose the eP-CSCF can identify an existing trust relationship between the eP-CSCF and the WWSF or WAF.

-
The eP-CSCF shall perform Trusted Node Authentication (TNA) in IMS, as defined in TS 33.203 [19]. 
[Iq: 23.334 / 29.334]
not relevant
-
The eP-CSCF shall control the media plane interworking functions provided by the eIMS-AGW, including those additional media plane functions specific to WebRTC. 
[Iq: 23.334 / 29.334]
applicable, supported, but too high level from status information perspective
-
The eP-CSCF shall ensure via signalling that RTP streams are not multiplexed ("bundled") onto the same port.
[Iq: 23.334 / 29.334]
applicable, supported
The eP-CSCF shall ensure via signalling that RTP and RTCP flows of an RTP stream are not multiplexed onto the same port if entities anchoring the session media path in the IMS domain do not support that capability. 
[Iq: 23.334 / 29.334]
applicable, supported
-
The eP-CSCF is located in the domain of the operator that provides the WWSF or with which the WWSF has a service level agreement. 
[Iq: 23.334 / 29.334]
not relevant
U.1.3.4
eIMS-AGW (IMS Access GateWay enhanced for WebRTC)

The IMS-AGW enhanced for WebRTC (eIMS-AGW) is a standard IMS-AGW with the following additional mandatory characteristics and functions:

-
The eIMS-AGW shall support the media plane interworking extensions as needed for WICs. 
[Iq: 23.334 / 29.334]
supported, but too high level from status information perspective
-
The eIMS-AGW shall reside in the same network as the eP-CSCF. 
[Iq: 23.334 / 29.334]
supported, but too high level from status information perspective
-
The eIMS-AGW shall support media security of type "e2ae" (as specified in TS 33.328) for media protocols specific to WebRTC, including media consent, and DTLS-SRTP as key exchange mechanism for media components using SRTP. 
[Iq: 23.334 / 29.334]
 supported, discrimination between the two SRTP key management schems SDES and DTLS-SRTP requires additional H.248 support (H.248.77 (rev) 
-
The eIMS-AGW shall provide NAT traversal support including ICE
[Iq: 23.334 / 29.334]
supported, but needs to be further detailed when considering STUN consent freshness and ICE TCP (H.248.50 rev)
-
The eIMS-AGW may be used to perform any transcoding needed for audio and video codecs supported by the browser. 
[Iq: 23.334 / 29.334]
audio transcoding supported, but needs to be further detailed concerning codec parameters for OPUS and possible codec parameter alignment between AMR(-WB) and OPUS;
video transcoding not supported (because supposed to be not required for eIMS-AGW)
-
When GTT service is required, the eIMS-AGW shall perform transport level interworking between T.140 [87] over DataChannels and other T.140 transport options supported by IMS. 
[Iq: 23.334 / 29.334]
not yet supported because WebRTC data channel related)
-
When MSRP is transported over the data channel, the eIMS-AGW shall act as an MSRP B2BUA between MSRP over DataChannels and the other MSRP transport options supported by IMS. 
[Iq: 23.334 / 29.334]
not yet supported because WebRTC data channel related)
NOTE:
If CEMA extensions for transport-level interworking for MSRP are supported in IMS, the eIMS-AGW will also support this option. 
[Iq: 23.334 / 29.334]
supported, the B-ALG part (H.248.78 (rev))
-
When BFCP service is required for conference floor control, the eIMS-AGW shall perform transport level interworking between BFCP over DataChannels and other BFCP transport options supported by IMS. 
[Iq: 23.334 / 29.334]
not yet supported because WebRTC data channel related)
4. More detailed view

There are primarily two technology areas from standardization point of view: H.248 signalling elements and SDP signalling elements as used in H.248 descriptors. Hence there are dependencies on ITU-T SG16 (H.248) and IETF (SDP).
4.1
Status ITU-T SG16 (H.248) 

We are using an arbitrary structure concerning the dividing in functional pieces related to the H.248 WebRTC gateway, see table rows in below table. The structure as such is of course debatable, but probably minor from perspective of 3GPP release planning.
The following table indicates the main H.248.x work items involved.
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1

Communication topology

1.1

Point-to-point

Yes

1.2

Group communication (conferencing)

No

2

WebRTC traffic transport: User plane protocol stack 

2.1

UDP-based (SRTP/UDP & SCTP/DTLS/UDP)

Yes

required

Yes

required

2.2

TCP-based (

...

)

ffs

ffs

3

End-to-end IP connectivity (NAT traversal support)

3.1

ICE/STUN for UDP

Yes

Yes

Yes

3.2

ICE/STUN for TCP

No

ffs

ffs

3.3

B-ALG for MSRP

Yes

Yes

4

WebRTC traffic transport: multiplexing modes

4.1

RTP transport multiplexing (RTP / RTCP)

No

not required

4.2

RTP media multiplexing (multiple SSRCs)

No

not required

not required

4.3

Data channel multiplexing (multiple SCTP 

streams)

Yes

required

required

4.4

TCP multiplexing (via RFC 4571 Shim layer)

ffs

5

WebRTC gateway interworking functions (IWF)

Transport level IWFs:

5.1

SCTP/DTLS/UDP to TCP (for MSRP, BFCP)

ffs

Yes

Yes

required

required

5.2

SCTP/DTLS/UDP to TLS/TCP (for MSRP, 

BFCP)

ffs

Yes

Yes

required

required

5.3

SCTP/DTLS/UDP to RTP/UDP (for T.140)

ffs

Yes

Yes

required

required

5.4

SCTP/DTLS/UDP to SRTP/UDP (for T.140)

No

Yes

Yes

required

required

5.5

RTP/Shim/TCP to RTP/UDP ( for audio & 

video)

ffs

5.6

SCTP/DTLS*/Shim/TCP to TCP (for MSRP, 

BFCP)

ffs

ffs

required

required

5.7

SCTP/DTLS*/Shim/TCP to TLS/TCP (for 

MSRP, BFCP)

ffs

ffs

required

required

5.8

SCTP/DTLS*/Shim/TCP to RTP/UDP (for 

T.140)

ffs

ffs

required

required

5.9

SCTP/DTLS*/Shim/TCP to SRTP/UDP (for 

T.140)

ffs

ffs

required

required

Application level framing IWFs (here RTP-to-

RTP):

5.10

SRTP (DTLS-SRTP) to SRTP (SDES SRTP)

Yes

5.11

RTP topology "B2BRE"

Yes

Yes

5.12

RTP topology "RTP media translator"

ffs

ffs

5.13

RTP topology "RTP transport translator"

ffs

ffs

Application level IWFs (here media format 

processing):

5.14

Audio transcoding

Yes

5.15

Video transcoding

No

6

Security: user plane traffic encryption

6.1

SRTP with SDES key mgmt scheme

Yes

Yes

6.2

SRTP with DTLS-SDES key mgmt scheme

Yes

required

6.3

(RTP/)DTLS*/Shim/TCP

Yes

ffs

6.4

DTLS/UDP

Yes

Yes

6.5

(SCTP/)DTLS*/Shim/TCP

ffs

7

QoS support by H.248 WebRTC gateway

7.1

DiffServ for Real-time communication

No

8

Performance monitoring by H.248 WebRTC gateway

8.1

Transport level performance metrics for 

WebRTC traffic

No

not req.

not req.

not req.

8.2

Application level performance metrics for 

WebRTC traffic

No

not req.

not req.

not req.

WebRTC H.248 gateway function


4.2
Status IETF (SDP) 

 [NOTE – There would be similar table, using columns for IETF RFCs and drafts. Table unfortunately not ready at submission deadline. However, the table would actually indicate a subset of SDP element as so far outlined by Tables 1 to 3 in the SDP section of draft ITU-T H.248.WebRTC (2014-11), http://wftp3.itu.int/av-arch/avc-site/2013-2016/1411_Seo/TD-10.zip ]

5. Conclusions

Rel-12 could provide a basic WebRTC gateway support, without H.248 control of WebRTC data channels.
Rel-13 should be used for adding missing pieces.

