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Background:
The eIMS-AGW needs to support two SRTP key management schemes with the introduction of WebRTC:
1. SDES-based (already supported by H.248 "29.334" profile) and
2. DTLS-SRTP based (new)

Discussion:
The existing SDES SRTP support in H.248 "29.334" profile is not using the H.248 srtp package according to ITU-T Recommendation H.248.77 simply due to the fact that the package was developed in parallel to the 3GPP profile and the publication process in ITU-T was lasting much longer than the profile adoption in 3GPP.
This was an unfortunate situation from protocol specification perspective, but product implementations could live with that situation because only one SRTP key management scheme was in place.

The eIMS-AGW is required to support two SRTP key management schemes in parallel, which implies an unambiguous discrimination method from MGC towards MG for SRTP-enabled H.248 stream endpoints.
The SRTP key management scheme is a H.248 TerminationState level characteristic, above the level of Local and Remote descriptors.

The simplest and most straightforward stage 3 solution is the usage of the H.248.77 srtp/km property ("which should be anyhow supported for SDES"):
· codepoint "srtp/km = SDES" (for existing IMS MTSI SRTP services) and
· codepoint "srtp/km = DTLS-SRTP" (for WebRTC).

Summary:
The proposed proceeding would imply:
1. the formal introduction of the H.248 srtp package to 29.334 and
2. the H.248 srtp package extension for (at least) an additional codepoint related to DTLS-SRTP. 
Furthermore, an H.248 profile needs to
3. define the set of relevant encryption transforms, i.e., there would be then srtp/km codepoint specific lists of supported encryption transforms (see property srtp/set).

Proposal
Not (yet) any action for 23.334.

