
3GPP TSG-CT WG4 Meeting #66
C4-141237
Cape Town, South Africa; 14th to 18th July 2014.

Source:
Chairman, TSG-CT WG4

Title:
Proposed Allocation of Documents to Agenda Items for CT4 #66: Status on Eve of Meeting
Agenda item:
2
Document for:
INFORMATION 

Saved 11/07/2014 09:19 CET

Document available, not yet treated
Document available late, not yet treated
Document not available
Document treated

Document available later
NOTE 1: Hyperlinks assume that this document is extracted and stored in a directory and all documents are in a subdirectory "docs" of this directory. 

NOTE 2: Late arrived Contributions will be handled only, if time allows and any company has the right to ask for postponing the document to the next meeting. The detailed agenda and time plan on eve of meeting, and the proposed allocation of documents to agenda items, are treated as being received on time even though they are available only at the start of the meeting (the chairman does have some privileges)

NOTE 3: If a document which was received late (after the deadline) is a revision of a document which was received before the deadline, it is treated as being received on time.
	Agenda
	Agenda Title
	Tdoc C4-14#
	Tdoc Title
	Source
	Result
	Notes

	1
	Opening of the Meeting and Approval of the Agenda 
	
	
	
	
	

	
	
	1233
	Agenda    Agenda
	CT4 Chairman
	
	 

	
	
	1234
	Agenda    Detailed agenda & time plan: status at document deadline
	CT4 Chairman
	
	 

	
	
	1235
	Agenda    Detailed agenda & time plan: status on eve of meeting
	CT4 Chairman
	
	 

	
	
	
	
	
	
	

	2
	Allocation of Documents to Agenda Items
	
	
	
	
	

	
	
	1236
	DAD    Proposed allocation of documents to agenda items: status at document deadline
	CT4 Chairman
	This Document
	 

	
	
	1237
	DAD    Proposed allocation of documents to agenda items: status on eve of meeting
	CT4 Chairman
	
	 

	
	
	
	
	
	
	

	3
	Meeting Reports
	
	
	
	
	

	
	
	1239
	Report    CT4 previous meeting report for approval
	MCC
	
	 

	
	
	1436
	Report  Chairman's Report from CT and SA Plenary #64
	CT4 Chairman
	
	

	
	
	
	
	
	
	

	4
	Input Liaison Statements
	
	
	
	
	

	
	
	1240
	LS in    LS on ProSe Functions reachability
	TSG CT WG1
	Postponed to 6.20.4
	 To: SA2

Cc: SA3, CT4

Contact: Ericsson

Figure 4.4.1-1 of TS 23.303 indicates that the UE communicates with the DPF in the HPLMN ProSe Function, the VPLMN ProSe Function and the local PLMN ProSe Function using PC3 interface for authorisation and provisioning purposes.

Subclause 4.5.1.1.1 of TS 23.303 indicates that authorisation and provisioning over PC3 interface is performed using OMA DM.

OMA DM is an IP based protocol.

CT1 identified some issues in the following scenarios:

Scenario 1:

When:

-the UE roams;

-
the VPLMN, the HPLMN and the local PLMN are connected using IP Packet eXchange (IPX) as defined by GSMA IR.34 [1];

-
the UE uses one PDN connection with P-GW in the HPLMN to reach all ProSe Functions (i.e. the HPLMN ProSe Function, the VPLMN ProSe Function and the local PLMN ProSe Function); and

-
the PDN connection does not also provide access to Internet;

then the UE is unable to send IP packets carrying ProSe signalling to the VPLMN ProSe Function and to the local PLMN ProSe Function using the PDN connection.

Scenario 2:

When:

-the UE roams;

-
the VPLMN, the HPLMN and the local PLMN are connected using IP Packet eXchange (IPX) as defined by GSMA IR.34 [1];

-
the UE uses one PDN connection with P-GW in the HPLMN to reach all ProSe Functions (i.e .the HPLMN ProSe Function, the VPLMN ProSe Function and the local PLMN ProSe Function);

-the PDN connection also provides access to Internet; and 

-all those ProSe Functions are reachable via Internet; 

then the UE is able to send IP packets carrying ProSe signalling to all those ProSe Functions using the same PDN connection but IP packets carrying ProSe signalling to the VPLMN ProSe Function and to the local PLMN ProSe Functions will pass via Internet.

The reason for the above is that GSMA PRD IR.34 [1], section 4.6.6 prohibits UE IP datagrams to traverse IPX without being encapsulated in tunnels established by network entities.

The same issue applies whenever UE attempts to communicate using an IP based protocol with a network entity located in PLMN other than the PLMN of the P-GW of the PDN connection used to transport IP packets of the IP based protocol.

[1]
GSMA PRD IR.34, http://www.gsma.com/newsroom/official-document-ir-34-guidelines-for-ipx-provider-networks-previously-inter-service-provider-ip-backbone-guidelines-2/

Proposed handling: CT4 can take note.



	
	
	1241
	LS in    LS RESPONSE on a UE Capability indicating the support of P-CSCF restoration
	TSG CT WG1
	Withdrawn
	 Handled at CT4#65

	
	
	1242
	LS in    LS on Allocation of Diameter Protocol Numbers for MB2-C Protocol for GCSE
	TSG CT WG3
	Postponed to 6.20.9
	 To: CT4

Cc: CT

Contact: NSN

CT3 has decided to use Diameter as protocol for the MB2-C reference point documented in new TS 29.abc. The TS number for TS 29.abc will be assigned by MCC after the expected approval of the related WID by CT plenary.

CT3 requires protocol numbers for the new Diameter application. According to the agreed work split for Diameter work in 3GPP, CT4 is in charge of initiating IANA interactions to request Diameter protocol numbers and document them in 3GPP TS 29.230.

CT3 decided to use a new Diameter application and the following vendor specific new Diameter commands:

Command-Name

Abbreviation

GCS-Action-Request

GAR

GCS-Action-Answer

GAA

GCS-Notification-Request

GNR

GCS-Notification-Answer

GNA

CT3 also identified the need to introduce new AVPs. However, a need for new experimental result codes has not been identified so far.

Proposed Treatment: CT4 to generate a 29.230 CR. 29.468 is the TS assigned at CT Plenary.



	
	
	1243
	LS in    Reply to LS on Maintenance of I-WLAN Solution (SP-140089 /C6-140255)
	TSG CT6
	
	 To: SA

CC: CT, SA1, SA2, SA3, SA5, CT1, CT4

Contact: Oberthur Technologies

CT WG6 would like to inform SA that the current CT WG6 specifications include the I-WLAN access configuration parameters stored in the USIM. 

From the USIM perspective it can be noted that even though the I-WLAN functional modifications of I-WLAN shall be stopped from Rel-12 onwards, for the correct operation when a UICC hosting a Rel-12 USIM is inserted in the ME of an earlier release, the Rel-12 USIM still needs to comply with the configuration of the I-WLAN access parameters. 

Therefore CT6 understands the current SA decision is limited to the enhancement of I-WLAN solutions and doesn’t preclude the maintenance with essential correction of I-WLAN to earlier USIM releases as well as post Rel-12 USIM.

Proposed Treatment: Seen in CT Plenary and merged into response of CT to SA in C4-141245. CT4 can Note.

	
	
	1244
	LS in    Reply LS on Reply LS on ProSe Lawful Interception 
	TSG CT6
	Postponed to 6.20.4
	 To: SA3, SA5

Cc: SA2, CT, SA1, CT1, CT4

Contact: Morpho

TSG CT WG6 has been informed in the LS from SA5 as a response back to SA3LI in document S5-143384 about the approach of how SA5 wants to address the questions on charging from SA3LI.

Based on the answer provided:

During the preliminary study, SA5 is considering the following for the one-to-many ProSe Direct Communication charging support:

The ProSe Function needs to provide configuration information to a ProSe-enabled Public Safety UE regarding the ProSe one-to-many Direct Communication usage information reporting, e.g. address of a server, reporting period, etc. 

The ProSe-enabled Public Safety UE is required to report the usage information to the server according to the configuration when possible

There was a question raised in CT6 how the collected information about the usage needs to be stored inside the UE. CT6 understands that there is a need to store this information in a secure manner inside the UE (e.g. secure storage in the ME or inside the USIM) until it is sent to the server.

There are possibly other aspects that may need to be considered, for example the consequences of a removal or replacement of the UICC while out of coverage.

Proposed Treatment: CT4 CCed so can Note.



	
	
	1245
	LS in    Reply LS on Maintenance of I-WLAN Solution
	TSG CT
	
	 To: SA

Cc: SA2, CT1, CT4, CT6, SA3, SA5

Contact: Broadcom

CT#64 has discussed the topic and agrees with CT1 and SA2 in their decision to stop the maintenance of I-WLAN functionality in Rel-12 and onwards. This decision needs to be clearly stated in specifications.

However, CT kindly ask SA to note that CT6 has studied (LS to SA in C6-140294) that for the correct operation when a UICC is hosting a Rel-12 USIM is inserted in the ME of an earlier release, the Rel-12 USIM still needs to comply with the configuration of the I-WLAN access parameters and therefore CT6 understand that the current decision does not preclude the maintenance with essential correction of I-WLAN to earlier USIM releases as well as post Rel-12 USIM.

Proposed Treatment: Taken into account in SA Plenary's discussion. See C4-141260 for SA's recommendation. CT4 can Note.

	
	
	1246
	LS in    LS to 3GPP CT4 on need for DIAMETER supported-features negotiation clarifications
	GSMA Packet
	Postponed to 6.20.15.
	 To: CT4

Contact: Orange

3GPP TS 29.272 (S6a) provides the same “Supported Feature” framework as 3GPP TS 29.229 (Cx).

7.1.9

Use of the Supported-Features AVP

The usage of the Supported-Features AVP on the S6a/S6d interfaces is consistent with the procedures for the dynamic discovery of supported features as defined in clause 7.2 of 3GPP TS 29.229 [9].

3GPP TS 29.229 (Cx) states:

7.2.1
Dynamic discovery of supported features

If it does not support all the features indicated in the Supported-Features AVPs with the ‘M’ bit set, it shall return the answer application message with the Experimental-Result-Code AVP set to DIAMETER_ERROR_FEATURE_UNSUPPORTED and it shall include also Supported-Features AVPs containing lists of all features that it supports. 

It is also stated in 3GPP TS 29.229 that

The Supported-Features AVP within a request application message shall always have the ‘M’ bit set and within an answer application message the AVP shall never have the ‘M’ bit set. An exception to this is where the origin host does not use any supported feature to construct the request application message but is prepared to accept an answer application message which is constructed by making use of supported features. For this exception it is optional for the origin host to set the ‘M’ bit of the Supported-Features AVP within the request application message.

In Cx, supporting features is sometimes required to understand all request AVPs or some specific AVPs must be explicitly included in the answer), whereas it seems not to be the case in S6a. 

Because of the previously highlighted sentence, some HSSs reject some MME requests when not supporting all of the proposed supported features. As a consequence, the exact same request is sent again by the MME, only modifying the list of supported-features, which is finally accepted by the HSS. No additional AVP are added or removed between these 2 requests and no extra AVPs are expected in the answer.

As a consequence, two ULR messages are required to setup LTE connectivity, which looks quite useless and a waste of resources and time.

Some vendors’ HSSs, on the opposite, accept directly the initial request, which works as well, but without following what 3GPP TS 29.229 is stating in relation to M bit handling in Supported-Features AVP

Action

3GPP CT4 is kindly asked to provide clarification on this topic and especially clarify in which situations the M bit must be set and eventually to update the S6a specification to avoid such useless behaviour.

Proposed Treatment: Seems like 

Is this inefficient? Does CT4 agree with this GSMA request from operators? Do we want to allow the behaviour to accept the initial request presently not allowed in the spec.?

Proposed Treatment: There is one extra message to determine the correct feature support for each Diameter session to an HSS.

C4-141032 29.272 CR 0561 from Ericsson was seen at the last meeting.

A question was left open for study on whether to do the change in 29.272 or a make it a more general change by adding an extra column so if this feature is supported indicate whether the "M bit" is set or not. 

Response LS is required.



	
	
	1247
	LS in    LS on MME control for consistence of S1-U and S1-MME address type
	TSG SA WG2
	
	 To: RAN3

Cc: CT4

Contact: CTBRI

SA2 understands that RAN3 CRs (R3-140382, R3-140383) approved at Meeting #82&83 clarify that  the Transport Layer Address (TLA) IE signalled in S1-AP messages contains either a 32-bit IPv4 address or 128-bit IPv6 address, but not both at the same time. To that effect, SA2 discussed the attached contribution (S2-141579) which proposed that the MME selects in the TLA IE the Serving GW address, whose IP version is the same as the IP version used on the S1-MME interface. SA2 did not reach a conclusion on it as current SA2 specification scope do not include handling TLA and related IP version interworking which is deemed to be stage 3 issue.

It is SA2's understanding that at the time of EPS bearer setup for a given UE a Serving GW could send to the MME, in F-TEID IE on S11 (TS 29.274), either

An IPv4 address to be used for the transport layer OR

An IPv6 address to be used for the transport layer OR

Both an IPv4 and IPv6 address to be used for the transport layer

Consequently, the RAN3 approved CRs (R3-140382, R3-140383) place an implicit requirement on the MME for case /3/ to perform a selection between the two IP addresses provided by the Serving GW. SA2 discussed this issue, and following questions were raised:

Whether the MME or the eNB/HeNB/HeNB-GW is the right network element responsible for performing the selection of actual transport layer IP address to be used?

If the answer to /a/ is MME, then 

Based on which reliable criteria is the MME expected, especially in case /3/, to populate TLA IE with?

The selection criteria should ensure that different permutations of eNB, HeNB, HeNB with HeNB-GW etc result in a deterministic system behaviour. Some examples scenarios  discussed (non-exhaustive)  were:

Mixed eNBs/HeNBs deployments where some eNBs/HeNBs, at the S1-U transport layer, support IPv4 only whereas others support IPv6 only, and connecting to the same MME. 

Mixed HeNBs deployments via a HeNB-GW, where some HeNBs, at the S1-U transport layer, support IPv4 only whereas other HeNBs support IPv6 only, and connecting to the same MME. Here, all permutations of HeNB-GW transport layer support are assumed (IPv4 only, IPv6 only, both).

                                Note; IPv4 and IPv6 mixed scenario  exists, for example, when an operator wants to migrate from IPv4 transport  to IPv6 transport gradually.

If the answer to /a/ is the eNB/HeNB/HeNB-GW, then it is SA2's expectation that RAN3 would kindly consider revising specifications under its remit to clarify how to support such scenarios .

SA2 requests RAN3 to kindly discuss the above mentioned issues, provide SA2 guidance on the above mentioned questions (including selection criteria for scenarios identified in this LS, and any other scenarios which RAN3 thinks to be appropriate), and if required, consider enhancing specifications under RAN3’s remit.

Proposed Treatment: CT4 to take Note and await RAN3's reply as an implicit requirement could be generated on the MME.

	
	
	1248
	LS in    LS on location reporting in emergency 1xSRVCC
	TSG SA WG2
	
	 To: CT4

Contact: Samsung

SA2 has discussed the issue on location reporting in 1xSRVCC for emergency sessions and decided that in case of emergency 1xSRVCC the Reference Cell ID is reported to GMLC instead of the 1xRTT MSCID. The agreed SA2 CRs are as attached. As per this decision, it is clear that MME shall be able to provide the 1xRTT Reference Cell ID to the GMLC upon completing the 1xSRVCC procedure for the emergency sessions. 

Therefore, SA2 would like to ask CT4 to take the above information into account and to consider revising the stage 3 specification(s) if needed.

Proposed Treatment: Is a CR required to cover this new Stage 2 requirement?

Reply LS required.

	
	
	1249
	LS in    Reply LS on Core Network assisted eNodeB parameters tuning
	TSG SA WG2
	Postponed to 6.16
	 To: RAN2,RAN3

Cc: CT1,CT4

Contact: ALU

SA2 would like to thank RAN2 for their LS R2-141014 on Core Network assisted eNodeB parameters tuning. SA2 have considered the points made by RAN2 in the LS and have agreed to the attached CR in S2-142262 which addresses the following points:

Regarding the RAN assistance information: this has been removed from TS 23.401 specification as per recommendation by RAN2.

Regarding the activity information sent to the eNB: these are averages of Connected and idle mode time the MME sends to the eNB (based on locally derived statistics/information or subscription data if available), when the MME considers it useful, as described in the attached CR S2-142262.

Regarding Mobility information:  it is not part of subscription data as recommended by RAN2 in their LS, and is sent by the MME only if there are reliable statistics as described in the attached CR S2-142262.

Proposed Treatment: CT4 can Note.



	
	
	1250
	LS in    LS on TR 26.924 Study on improved end-to-end QoS handling
	TSG SA WG4
	
	To: SA2, CT1, CT3, CT4

Contact: Ericsson

SA4 has progressed the study on improved end-to-end QoS handling and have updated TR 26.924, which currently contains:

· a description of the current QoS reservation mechanisms during session setup; and:

· a number of use cases to be used in the further work.

SA4 would request SA2, CT1, CT3 and CT4 to review these sections and provide feedback where needed.

Proposed Treatment: Received at our last meeting but postponed pending study of the implications of the new SA4 TR. Response LS required.



	
	
	1251
	LS in    LS on introducing the EVS codec in MTSI
	TSG SA WG4
	
	To: CT1, CT3, CT4, SA2, RAN1, RAN2
Cc: RAN4
Contact: Panasonic

TSG SA WG4 (SA4) is currently finalizing its Rel-12 WI on the EVS codec. The codec will have the following key characteristics:
· Improved user experience and system efficiency as a result of:

· Enhanced quality and coding efficiency for narrowband (NB) and wideband (WB) speech services;

· Enhanced quality by the introduction of super-wideband (SWB) and optionally full-band (FB) speech;

· Enhanced quality for mixed content and music in conversational applications (for example, in-call music).

· Robustness to packet loss and delay jitter, leading to optimized behaviour in IP application environments.

· Backward interoperability to the 3GPP AMR-WB codec by having the AMR-WB interoperable operation mode, which is bitstream interoperable with the AMR-WB codec
.
By the end of the Release 12 stage 3 timeline, Technical Specifications describing the codec, including source code, and the Technical Report of performance characterization of the codec, will be provided. The set of EVS codec specifications is listed in enclosed draft 3GPP TS 26.441: EVS Codec General Overview.

In addition to the new codec specifications, another affected SA4 specification is 3GPP TS 26.114, which specifies IMS multimedia telephony media handling and interaction. The impact to TS 26.114 is summarized in permanent document EVS-12 (enclosed) that specifies changes required to enable basic EVS support in the Rel-12 time frame and the support of advanced features in Rel-13. SA4 is preparing a corresponding series of CRs to TS 26.114. In addition, SA4 will define an RTP payload format for the EVS codec, including SDP parameters. 

SA4 would like to make sure that VoLTE speech service using the EVS codec will be enabled by all relevant 3GPP specifications in the Rel-12 time frame. Therefore SA4 requests other TSG WGs to consider how the specifications under their respective responsibility might be affected and make necessary updates where needed.

Currently, SA4 finds the following aspects might affect the specifications of other TSG WGs, such as TS 24.229, TS 24.173, TS 24.237, TS 29.165, TS 23.237, and possibly others:

1. Support of a wide range of constant bitrates (up to 128 kbit/s), and one source-controlled variable bitrate (SC-VBR) mode at 5.9 kbp/s on average (Table 1 and Table 2)
2. Transcoding may be required between the EVS codec and other codecs, even though transcoding should be avoided as much as possible, as written in the TR 22.813.
3. Network entities may have to be “EVS aware” to take advantage of the AMR-WB interoperable modes of EVS, e.g., in case of SRVCC handover with ATCF enhancement.
4. Proper EVS support in interworking, policy and charging control, and end-to-end QoS mechanisms.

SA4 believes that some network nodes such as SCC AS, ATCF/ATGW, MGCF/MGB, BGCF etc. may need to be updated to support the EVS codec.
Actions to CT1, CT3, CT4 and SA2:

SA4 would like to ask CT1, CT3, CT4 and SA2 to identify and perform required updates to their respective specifications to make sure that VoLTE speech service using the EVS codec will be enabled by all relevant 3GPP specifications in the Rel-12 time frame. 
SA4 would like to ask CT1, CT3, CT4 and SA2 if there are other possible impacts than those listed in this LS.

Proposed Treatment: CT4 to investigate if there are any implications to our specs due to the introduction of this new Codec. Any CRs required? Response LS required.

NSN has provided a reply. See agenda item 5.



	
	
	1260
	LS in    Reply LS on Maintenance of I-WLAN Solution
	TSG SA
	
	 To: SA1, SA2, SA3, SA5, CT1, CT4, CT6

Cc: CT

Contact: Broadcom

TSG SA thanks all groups who have looked at and given comments on maintenance of I-WLAN specifications. TSG SA has agreed that WLAN Network Selection and WLAN/3GPP Radio Interworking features supersede I-WLAN feature for UE WLAN selection from Rel-12 onwards, and tasks the responsible WGs to add such requirements as are required in the appropriate architecture and protocol specifications.

It is the intention to stop maintaining the I-WLAN feature from Rel-12 onwards, but TSG SA agrees that this intent at feature level does not automatically phase out any I-WLAN specifications, which includes some generic procedures that are re-used. It is left for each WG to evaluate which parts of the I-WLAN specifications to continue to maintain, either for backwards compatibility or to allow re-use of generic procedures that are still useful. 

If any I-WLAN specifications, or parts thereof, are left unused, then such (parts of) specifications should be clearly marked as not actively maintained. It is up to each WG to determine how to document this in their specifications.

Proposed Treatment: Action for CT4 to evaluate impacted specs and generate CRs to action SA's request.

Consider response LS on impacts to CT4 specs.

	
	
	1261
	LS in    LS on Evolution of Recommendation E.212
	ITU-T SG2
	
	 To: 3GPP, 3GPP2, GSMA, CDMA Development Group

Contact: Sweden PTS, Telecom Italia

ITU-T Study Group 2 has started a study on Evolution of Recommendation E.212 in order to take into account new services and providers. 

Attached is a first draft revision of Recommendation E.212 (TD 0405-GEN), on which ITU-T Study Group 2 would appreciate your comments, specifically as regards the possible impacts that the proposed revisions could have on technical infrastructures and operational processes, and would welcome any additional information that you may wish to provide.

Proposed Treatment: Coordinated Response required from 3GPP. Generated in June2014. Deadline for comments 31Jan2015. CT4 to coordinate CT WG's reply as we are owners of 23.003?

Response LS required to CT who can coordinate 3GPP response from SA..



	
	
	1440
	LS to 3GPP CT4 on DIAMETER MME Origin-Host Name
	GSMA IREG Packet June2014
	Postponed to 6.20.15
	To: CT4
Contact: Telenor

During Roaming LTE trials and deployments, it has been observed that, in some situation where the HSS does not store the MME name unless it is encoded in the format of as specified in subclause 19.4.2.4 of 3GPP TS 23.003.

i.e.  The MME node FQDN shall be constructed as  mmec<MMEC>.mmegi<MMEGI>.mme.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org

GSMA IREG PACKET have analysed 3GPP TS 29.272 whereby it states:-

"The HSS obtains the Destination-Host AVP to use in requests towards an MME or SGSN, from the Origin-Host AVP received in previous requests from the MME or SGSN. Consequently, the Destination-Host AVP is declared as mandatory in the ABNF for all requests initiated by the HSS. The Origin-Host AVP received in requests from the MME may contain a Diameter identity of the MME encoded as specified in subclause 19.4.2.4 of 3GPP TS 23.003 [3]. The Origin-Host AVP received in requests from the SGSN may contain a Diameter identity of the SGSN encoded as specified in subclause 19.4.2.6 of 3GPP TS 23.003 [3]."

It is GSMA IREG PACKET's understanding that the paragraph above means that it is not mandatory to utilise the Diameter Identity of the MME (as encoded in 23.003) within the ULR, and that any FQDN could be utilised according to IETF RFC 3588.

One example where GSMA see this issue being raised in deployments is where topology hiding is utilised as recommended in GSMA IREG PRD IR.88:-

"It is strongly recommended to deploy Diameter proxies for each Diameter application supported by the PMN, through IPX Diameter Agent. They can be implemented inside the PMN inner domain, inside the DEA or outsourced to the IPX provider. This is to provide functionalities such as admission/access control, policy control, add special information elements (AVP) handling. The DEA or the IPX Diameter Agent also provide topology hiding to protect the network elements and addresses from being exposed to foreign networks. The implementation of the topology hiding should not impair others features related to path validation."

In this roaming deployment scenario, the MME name encoded as per 3GPP TS 23.003 will not be presented to the HSS in the Origin-Host AVP of the ULR, but instead the ULR will contain the Origin-Host of the DEA within the visited network which can be any FQDN based on the VPMN Realm.
GSMA IREG PACKET kindly requests 3GPP CT4 to clarify/confirm:-

1. Whether the encoding of the Origin-Host AVP in the ULR may be encoded as any FQDN according to IETF RFC 3588, which enables topology hiding, and that it is not mandatory to encode the MME name in the Origin-Host according to 
3GPP TS 23.003?

2. Which use cases are required to utilise the encoding of the MME name as specified in 3GPP TS 23.003?

3. Are there some recommendations that CT4 may provide regarding the FQDN to use in DIAMETER?
Proposed Treatment: CT4 to provide a response to GSMA's questions.
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	1311
	WID    Revised WID on CT aspects of WLAN/3GPP Radio Interworking
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	CT1 led, for endorsement in CT4.

	
	
	1350
	WID    New WID on CT aspects of User Plane Congestion Management (UPCON) for Building Block I
	China Telecom, Huawei, Allot Communications, ZTE
	
	CT3 led, for endorsement in CT4.

	
	
	1359
	WID    WID CT aspects for Dual connectivity for LTE
	Huawei, China Telecom, NEC
	
	CT4 led, just CT4 affected.

	
	
	1360
	WID    CT aspects of Small Data and Device Triggering Enhancements
	Huawei
	
	CT4 led, CT3 to endorse.

	
	
	1389
	WID    Revised WID on IMS-based Telepresence (Stage 3)
	Huawei
	
	CT1 led, needs endorsing in CT4 and CT3.

	
	
	1416
	WID    New WID on CT aspects of voice over E-UTRAN Paging Policy Differentiation
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	CT4 led, needs endorsing in CT1 and CT3.

	
	
	1417
	WI    P-CSCF_RES update
	Ericsson
	
	 CT4 led, needs endorsing in CT1 and CT3.

	
	
	1441
	Revision of WID GTP-C Overload Control Mechanisms
	Cisco
	
	CT4 led, just CT4 affected.

	
	
	1399
	Discussion    EVS Impacts
	NSN
	
	 

	
	
	1400
	WID    CT Impacts of Codec for Enhanced Voice Services
	NSN
	
	Proposes CT4 takes the lead. CT1 and CT3 affected.

	
	
	1401
	LS out    Reply LS on introducing the EVS codec in MTSI
	NSN
	
	 

	
	
	1402
	Other    Exception Sheet for introducing the EVS codec in MTSI
	NSN
	
	 

	
	
	1426
	WID    New WID on CT aspects of EVS codec for MTSI
	Qualcomm Incorporated
	
	 Proposes CT3 takes the lead. CT1 and CT3 affected but misses H.248 aspect.

	
	
	1427
	Discussion    Specification impacts of introducing the EVS codec in MTSI
	Qualcomm Incorporated
	
	 

	
	
	
	
	
	
	

	6
	Release 12
	
	
	
	
	

	6.1
	IM-SSF Application Server Service Data Descriptions
	
	
	
	
	IMS_SSFDD

	
	
	
	
	
	
	

	6.2
	Diameter based interface between SGSN-GMLC
	
	
	
	
	Dia_SGSN_GMLC

	
	
	
	
	
	
	

	6.3
	Diameter based interface between SGSN and SMS central functions
	
	
	
	
	Dia_SGSN_SMS

	
	
	
	
	
	
	

	6.4
	CT aspects of Extended IMS media plane security
	
	
	
	
	eMEDIASEC-CT

	
	
	1312
	INFO    Progress of the eMediasec work item
	Alcatel-Lucent
	
	 

	
	
	1313
	P-CR    Removal of editor's notes
	Alcatel-Lucent
	
	 

	
	
	1314
	P-CR    Update to IETF draft-ietf-mmusic-udptl-dtls
	Alcatel-Lucent
	
	 

	
	
	1353
	P-CR    Reference update: draft-ietf-mmusic-udptl-dtls
	Ericsson
	
	 

	
	
	1354
	P-CR    e2e media security: Mp requirements for TCP-based media using TLS (MSRP, BFCP)
	Ericsson
	
	 

	
	
	1355
	P-CR    e2e media security: Mp procedures for TCP-based media using TLS (MSRP, BFCP)
	Ericsson
	
	 

	
	
	1405
	P-CR    MSRP Handling
	NSN
	
	 

	
	
	1252
	CR Rel-12 29.334 0057r1 IMS media security for TCP-based media using TLS and UDP-based media using DTLS
	Alcatel-Lucent
	
	B 

	
	
	1315
	CR Rel-12 23.334 0058 Procedures for TCP bearer connection control
	Alcatel-Lucent
	
	B 

	
	
	1356
	CR Rel-12 23.334 0059 Reference update: draft-ietf-mmusic-udptl-dtls
	Ericsson
	
	F 

	
	
	1403
	CR Rel-12 29.334 0061 Bandwidth adjustment due to e2ae media security
	NSN
	
	F 

Actual CR is to 23.334 CR number incorrect. Revision required.

	
	
	1357
	CR Rel-12 23.333 0070 Mp requirements for e2e media security
	Ericsson
	
	B 

	
	
	1358
	CR Rel-12 23.333 0071 Mp procedures for e2e media security
	Ericsson
	Withdrawn
	B 

	
	
	1404
	CR Rel-12 29.334 0062 MSRP Handling
	NSN
	
	B 

Actual CR is to 23.334 CR number incorrect.

Revision required.

	
	
	1253
	CR Rel-12 29.334 0058r1 Bearer-level application level gateway (B-ALG) for TCP-based media
	Alcatel-Lucent
	
	B 

	
	
	
	3GPP TR 29.828 v1.4.0
	Bruno (ALU)
	
	Draft available Weds COB Europe, Final version available Monday COB Europe.

To go for Approval to CT Plenary?

	
	
	
	
	
	
	

	6.5
	Study on Diameter Overload Control Mechanisms
	
	
	
	
	FS_DOCME

	
	
	
	3GPP TR 29.809 v1.3.0
	Lionel (Orange)
	
	Draft available Wednesday next week COB Europe. Final version available Monday COB Europe. To go to CT Plenary for Approval?

	
	
	
	
	
	
	

	6.6
	Reporting Enhancements in Warning Message Delivery
	
	
	
	
	REP_WMD

	
	
	
	
	
	
	

	6.7
	eMBMS Restoration Procedures
	
	
	
	
	eMBMS_Rest

	
	
	
	
	
	
	

	6.8
	LCore Network Aspects of SIPTO at the Local Network
	
	
	
	
	LIMONET-SIPTO

	
	
	
	
	
	
	

	6.9
	CT Aspects of  Coordination of Video Orientation
	
	
	
	
	CVO-CT

	
	
	
	
	
	
	

	6.10
	CT Aspects of  Coordination of Signalling of Image Size
	
	
	
	
	SIS-CT

	
	
	
	
	
	
	

	6.11
	GTP-C Overload Control Mechanisms
	
	
	
	
	GOCMe

	
	
	1258
	CR Rel-12 29.274 1496 Inclusion of MME/S4-SGSN Identifier in the Create/Update/Delete Bearer Response message
	Ericsson 
	
	B 

	
	
	1309
	CR Rel-12 29.274 1498 Addition of missing changes and editorial correction
	Cisco
	
	B 

	
	
	1310
	INFO    Information on the Progress of the GTP-C Overload Control Mechanism workitem
	Cisco
	
	 

	
	
	1319
	CR Rel-12 29.303 0077 SGW/PGW selection with GTP-C node level load control
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	B 

	
	
	1361
	CR Rel-12 29.303 0078 PGW selection with GTP-C APN level Load Control
	Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon
	
	B 

	
	
	1442
	CR Rel-12 23.008 0423 Storage of Load/Overload Control information at MME/SGSN/PGW
	Cisco
	
	B

	
	
	
	
	
	
	

	6.12
	CT Aspects of LTE HRPD Inter-RAT SON (S104 Interface)
	
	
	
	
	LTE_HRPD_SON-CT

	
	
	
	
	
	
	

	6.13
	P-CSCF Restoration Enhancements
	
	
	
	
	P-CSCF_RES

	
	
	1298
	P-CR    Solution D optional extension comparison and selection
	Ericsson, Alcatel Lucent, Verizon, AT&T, Alcatel-L
	
	 

	
	
	1299
	P-CR    Conclusions
	Ericsson, Alcatel Lucent, Verizon, AT&T, Telecom I
	
	 

	
	
	1300
	P-CR    Solution B and D coexistence
	Ericsson, Alcatel Lucent, Verizon, AT&T, Alcatel-L
	
	 

	
	
	1301
	CR Rel-12 23.380 0054 HSS-based P-CSCF Restoration
	Ericsson, Alcatel Lucent, Verizon, AT&T, Telecom I
	
	B 

	
	
	1302
	CR Rel-12 29.228 0624 P-CSCF Restoration indication
	Ericsson, Alcatel Lucent, AT&T, Alcatel-Lucent Sha
	
	B 

	
	
	1303
	CR Rel-12 29.229 0266 P-CSCF Restoration indication
	Ericsson, Alcatel Lucent, AT&T, Alcatel-Lucent Sha
	
	B 

	
	
	1317
	CR Rel-12 29.274 1499 P-CSCF Restoration Indication
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Ericsson, AT&T
	
	B 

Needs presence of GTP experts.

	
	
	1318
	CR Rel-12 29.060 0987 P-CSCF Restoration Indication
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Ericsson, AT&T
	
	B 

Needs presence of GTP experts.

	
	
	1338
	P-CR    Solutions commonalities
	Alcatel-Lucent, Ericsson, AT&T, Verizon, Alcatel-L
	
	 

	
	
	1339
	CR Rel-12 23.380 0055 P-CSCF restoration in roaming scenarios
	Alcatel-Lucent, Ericsson, AT&T, Verizon, Alcatel-L
	
	B 

	
	
	1346
	P-CR    Pseudo-CR on roaming scenarios
	NEC
	
	 

	
	
	1391
	CR Rel-12 29.229 0267 Features of Feature-List-ID updating in Cx interface for HSS-based P-CSCF restoration
	China Mobile
	
	F 

	
	
	1406
	CR Rel-12 23.380 0056 PCRF based P-CSCF restoration
	NTT DOCOMO, NTC
	
	B 

CT3 interest.

	
	
	1407
	CR Rel-12 23.380 0057 P-CSCF restoration in roaming scenarios for PCRF based solution
	NTT DOCOMO, NTC
	
	B 

	
	
	1408
	CR Rel-12 29.272 0567 P-CSCF Restoration Indication
	Ericsson, Alcatel-Lucent,
AT&T, Verizon Wireless,
Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	1409
	CR Rel-12 29.002 1181 P-CSCF Restoration Indication
	Ericsson, Alcatel-Lucent,
AT&T, Verizon Wireless,
Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	1410
	CR Rel-12 29.305 0058 P-CSCF Restoration Indication
	Ericsson, Alcatel-Lucent,
AT&T, Verizon Wireless,
Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	1411
	CR Rel-12 29.230 0406 P-CSCF Restoration Indication
	Ericsson
	
	B 

	
	
	1430
	P-CR    Pseudo-CR on Solution B roaming considerations
	NTT DOCOMO, NTC
	
	 

	
	
	
	3GPP TR 29.806 v1.4.0
	Maria-Cruz (Ericsson)
	
	Draft available Wednesday next week COB Europe. Final version available Friday COB Europe.
To go to CT Plenary for Approval?

	
	
	
	
	
	
	

	6.14
	Support of RTP Transport Multiplexing (signalling) in IMS
	
	
	
	
	RTP-MUX

	
	
	
	
	
	
	

	6.15
	Study on Shared Data Update for Multiple Subscribers
	
	
	
	
	FS_SHARED_SubData_UPD

	
	
	1267
	P-CR    Comparison and Recommendation
	NSN
	
	 

	
	
	1362
	P-CR    Comparison and Conclusion for Shared Data Update
	Huawei
	
	 

	
	
	1418
	P-CR    Removal of Editor’s Notes
	Huawei
	
	 

	
	
	
	3GPP TR 29.854 v1.0.0
	Susan (Huawei)
	
	Draft available Thursday next week COB China. Final version available Friday COB China.

To be sent to CT Plenary For Approval?

	
	
	
	
	
	
	

	6.16
	BB1: Small Data and Device Triggering Enhancements (SDDTE) CT
	
	
	
	
	MTCe-SDDTE-CT

	
	
	1249
	LS in    Reply LS on Core Network assisted eNodeB parameters tuning
	TSG SA WG2
	
	To: RAN2,RAN3

Cc: CT1,CT4

Contact: ALU

SA2 would like to thank RAN2 for their LS R2-141014 on Core Network assisted eNodeB parameters tuning. SA2 have considered the points made by RAN2 in the LS and have agreed to the attached CR in S2-142262 which addresses the following points:

Regarding the RAN assistance information: this has been removed from TS 23.401 specification as per recommendation by RAN2.

Regarding the activity information sent to the eNB: these are averages of Connected and idle mode time the MME sends to the eNB (based on locally derived statistics/information or subscription data if available), when the MME considers it useful, as described in the attached CR S2-142262.

Regarding Mobility information:  it is not part of subscription data as recommended by RAN2 in their LS, and is sent by the MME only if there are reliable statistics as described in the attached CR S2-142262.

Proposed Treatment: CT4 can Note.

Postponed to 6.16

	
	
	1363
	CR Rel-12 23.008 0420 RAN assistant information storage in MME
	Huawei
	
	B 

	
	
	
	
	
	
	

	6.17
	ICE Impacts on IMS H.248 Profiles
	
	
	
	
	ICEH248

	
	
	
	
	
	
	

	6.18
	Support of ALTC Attribute (IPv4/IPv6 interworking)
	
	
	
	
	ALTC

	
	
	
	
	
	
	

	6.19
	Diameter Overload Control
	
	
	
	
	DOCME

	
	
	1364
	CR Rel-12 29.328 0498 Diameter Overload Control Over Sh
	Huawei
	
	B 

	
	
	1365
	CR Rel-12 29.329 0220 Diameter Overload Control Over Sh
	Huawei
	
	B 

	
	
	
	
	
	
	

	6.20
	AoB
	
	
	
	
	TEI12

	6.20.1
	Enhanced S2a Mobility Over trusted WLAN access to EPC
	
	
	
	
	eSaMOG_St3

	
	
	1296
	CR Rel-12 29.273 0378 Support of Load and Overload Control in TSCM and SCM
	ZTE
	
	B 

Overlap with 1320

	
	
	1297
	CR Rel-12 29.230 0405 New AVPs for Trusted WLAN access
	ZTE
	
	B 

	
	
	1320
	CR Rel-12 29.273 0379 Session Management back-off timer for UE in Single-Connection mode
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

Overlap with 1296

	
	
	
	
	
	
	

	6.20.2
	Network-Provided Location information for IMS TWAN Case
	
	
	
	
	NETLOC_TWAN_CT

	
	
	1351
	CR Rel-12 29.273 0380 Add Logical Access ID for AAA interface
	Orange
	
	B 

	
	
	1412
	CR Rel-12 29.273 0383 Circuit ID in NetLoc-TWLAN
	Ericsson
	
	B 

	
	
	1419
	CR Rel-12 29.328 0499 Add Logical Access ID for Sh
	Orange
	
	B 

	
	
	1420
	CR Rel-12 29.329 0221 Add Logical Access ID for Sh over Diameter
	Orange
	Withdrawn
	B 

	
	
	
	
	
	
	

	6.20.3
	Core Network Overload ULI Reporting Improvements
	
	
	
	
	CNO_ULI-CT

	
	
	1259
	CR Rel-12 29.274 1497 Inclusion PRA information in the Create/Update Bearer Response message
	Ericsson, Alcatel-Lucent, Alcatel-Lucent Shanghai 
	
	B 

	
	
	1321
	CR Rel-12 29.274 1500 Reporting changes of UE presence in a Presence Reporting Area
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	1322
	CR Rel-12 29.274 1501 ULI change reporting when E-RAB/RAB/PFC is established
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	Revised to C4-141443
	B 

	
	
	1443
	CR Rel-12 29.274 1501 ULI change reporting when E-RAB/RAB/PFC is established
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, Ericsson
	
	B

More co-signers added

	
	
	1323
	CR Rel-12 29.060 0988 ULI change reporting when RAB/PFC is established
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	Revised to C4-141444
	B 

	
	
	1444
	CR Rel-12 29.060 0988 ULI change reporting when RAB/PFC is established
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, Ericsson
	
	B

More co-signers added

	
	
	1431
	LS out    LS on ULI change reporting when PFC is established
	Alcatel-Lucent
	
	 

	
	
	
	
	
	
	

	6.20.4
	Proximity Services
	
	
	
	
	ProSe-CT

	
	
	1240
	LS in    LS on ProSe Functions reachability
	TSG CT WG1
	
	 To: SA2

Cc: SA3, CT4

Contact: Ericsson

Figure 4.4.1-1 of TS 23.303 indicates that the UE communicates with the DPF in the HPLMN ProSe Function, the VPLMN ProSe Function and the local PLMN ProSe Function using PC3 interface for authorisation and provisioning purposes.

Subclause 4.5.1.1.1 of TS 23.303 indicates that authorisation and provisioning over PC3 interface is performed using OMA DM.

OMA DM is an IP based protocol.

CT1 identified some issues in the following scenarios:

Scenario 1:

When:

-the UE roams;

-
the VPLMN, the HPLMN and the local PLMN are connected using IP Packet eXchange (IPX) as defined by GSMA IR.34 [1];

-
the UE uses one PDN connection with P-GW in the HPLMN to reach all ProSe Functions (i.e. the HPLMN ProSe Function, the VPLMN ProSe Function and the local PLMN ProSe Function); and

-
the PDN connection does not also provide access to Internet;

then the UE is unable to send IP packets carrying ProSe signalling to the VPLMN ProSe Function and to the local PLMN ProSe Function using the PDN connection.

Scenario 2:

When:

-the UE roams;

-
the VPLMN, the HPLMN and the local PLMN are connected using IP Packet eXchange (IPX) as defined by GSMA IR.34 [1];

-
the UE uses one PDN connection with P-GW in the HPLMN to reach all ProSe Functions (i.e .the HPLMN ProSe Function, the VPLMN ProSe Function and the local PLMN ProSe Function);

-the PDN connection also provides access to Internet; and 

-all those ProSe Functions are reachable via Internet; 

then the UE is able to send IP packets carrying ProSe signalling to all those ProSe Functions using the same PDN connection but IP packets carrying ProSe signalling to the VPLMN ProSe Function and to the local PLMN ProSe Functions will pass via Internet.

The reason for the above is that GSMA PRD IR.34 [1], section 4.6.6 prohibits UE IP datagrams to traverse IPX without being encapsulated in tunnels established by network entities.

The same issue applies whenever UE attempts to communicate using an IP based protocol with a network entity located in PLMN other than the PLMN of the P-GW of the PDN connection used to transport IP packets of the IP based protocol.

[1]
GSMA PRD IR.34, http://www.gsma.com/newsroom/official-document-ir-34-guidelines-for-ipx-provider-networks-previously-inter-service-provider-ip-backbone-guidelines-2/

Proposed handling: CT4 can take note.

Postponed to 6.20.4

	
	
	1244
	LS in    Reply LS on Reply LS on ProSe Lawful Interception 
	TSG CT6
	
	 To: SA3, SA5

Cc: SA2, CT, SA1, CT1, CT4

Contact: Morpho

TSG CT WG6 has been informed in the LS from SA5 as a response back to SA3LI in document S5-143384 about the approach of how SA5 wants to address the questions on charging from SA3LI.

Based on the answer provided:

During the preliminary study, SA5 is considering the following for the one-to-many ProSe Direct Communication charging support:

The ProSe Function needs to provide configuration information to a ProSe-enabled Public Safety UE regarding the ProSe one-to-many Direct Communication usage information reporting, e.g. address of a server, reporting period, etc. 

The ProSe-enabled Public Safety UE is required to report the usage information to the server according to the configuration when possible

There was a question raised in CT6 how the collected information about the usage needs to be stored inside the UE. CT6 understands that there is a need to store this information in a secure manner inside the UE (e.g. secure storage in the ME or inside the USIM) until it is sent to the server.

There are possibly other aspects that may need to be considered, for example the consequences of a removal or replacement of the UICC while out of coverage.

Proposed Treatment: CT4 CCed so can Note.

Postponed to 6.20.4

	
	
	1262
	P-CR    ProSe Subscriber Data Handling on the PC4a interface
	Deutsche Telekom
	Revised to C4-141437
	Late comments

	
	
	1437
	P-CR    ProSe Subscriber Data Handling on the PC4a interface
	Deutsche Telekom
	
	

	
	
	1263
	P-CR    RESET Procedure
	Deutsche Telekom
	Revised to C4-141438
	Late comments

	
	
	1438
	P-CR    RESET Procedure
	Deutsche Telekom
	
	

	
	
	1264
	P-CR    PURGE UE for ProSe 
	Deutsche Telekom
	Revised to C4-141439
	Late comments

	
	
	1439
	P-CR    PURGE UE for ProSe 
	Deutsche Telekom
	
	

	
	
	1265
	P-CR    Editorial corrections to 29.344
	Deutsche Telekom
	
	 

	
	
	1266
	P-CR    Editorial corrections to 29.345
	Deutsche Telekom
	
	 

	
	
	1342
	Discussion    Handling of wildcards in PLMN ID part of ProSe Application Code
	Qualcomm Incorporated
	
	 

	
	
	1343
	CR Rel-12 23.003 0393 Update of ProSe Application Code format
	Qualcomm Incorporated
	
	B 

	
	
	1344
	INFO    Proximity-based Services (ProSe) CT4 impacts
	Qualcomm Incorporated
	
	 

	
	
	1375
	P-CR    Notification Procedure for ProSe
	Huawei
	
	 

	
	
	1376
	CR Rel-12 29.272 0564 Clarification on ProSe Subscription Data
	Huawei
	
	B 

	
	
	1377
	CR Rel-12 23.007 0302 Restoration for HSS Reset
	Huawei
	
	B 

	
	
	1393
	P-CR    P-CR on Initial Location Check Procedure
	LG Electronics, Intel
	
	 

	
	
	1421
	P-CR    Correction of the Discovery-Filter AVP
	Orange
	
	 

	
	
	1422
	P-CR    Removal of the cancellation-Type AVP
	Orange
	
	 

	
	
	1423
	P-CR    Domain Name used for ProSe related Diameter Applications
	Orange
	
	 

	
	
	1424
	P-CR    Description of the Match Report Info procedure
	Orange
	
	 

	
	
	1429
	P-CR    Correction of the User-Identifier AVP
	Orange
	
	 

	
	
	
	3GPP TS 29.344 v0.3.0
	Susan (Huawei)
	
	Draft available Thursday next week COB China. Final version available Friday COB China.

	
	
	
	3GPP TS 29.345 v0.3.0
	Lionel (Orange)
	
	Draft available Wednesday next week COB Europe. Final version available Monday COB Europe.

	
	
	
	
	
	
	

	6.20.5
	IMS Web RTC
	
	
	
	
	IMS_WebRTC

	
	
	
	
	
	
	

	6.20.6
	IMS Signalling Activated Trace
	
	
	
	
	ISAT

	
	
	
	
	
	
	

	6.20.7
	IMS-based Telepresence (Stage 3)
	
	
	
	
	IMS_TELEP

	
	
	
	
	
	
	

	6.20.8
	BB1: Policy and Charging Control
	
	
	
	
	P4C-F-CT3

	
	
	
	
	
	
	

	6.20.9
	Group Communication System Enablers for LTE
	
	
	
	
	GCSE_LTE-CT

	
	
	1242
	LS in    LS on Allocation of Diameter Protocol Numbers for MB2-C Protocol for GCSE
	TSG CT WG3
	
	 To: CT4

Cc: CT

Contact: NSN

CT3 has decided to use Diameter as protocol for the MB2-C reference point documented in new TS 29.abc. The TS number for TS 29.abc will be assigned by MCC after the expected approval of the related WID by CT plenary.

CT3 requires protocol numbers for the new Diameter application. According to the agreed work split for Diameter work in 3GPP, CT4 is in charge of initiating IANA interactions to request Diameter protocol numbers and document them in 3GPP TS 29.230.

CT3 decided to use a new Diameter application and the following vendor specific new Diameter commands:

Command-Name

Abbreviation

GCS-Action-Request

GAR

GCS-Action-Answer

GAA

GCS-Notification-Request

GNR

GCS-Notification-Answer

GNA

CT3 also identified the need to introduce new AVPs. However, a need for new experimental result codes has not been identified so far.

Proposed Treatment: CT4 to generate a 29.230 CR. 29.468 is the TS assigned at CT Plenary.

Postponed to 6.20.9

	
	
	1337
	CR Rel-12 23.007 0299 Restoration procedures for Group Communication
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	Withdrawn
	B 

	
	
	1428
	CR Rel-12 23.008 0422 Adding data related to the MB2 Interface for GCSE
	NSN
	
	B 

	
	
	1287
	CR Rel-12 29.230 0404 MB2-C codes
	NSN
	
	F 

	
	
	
	
	
	
	

	6.20.10
	WLAN Network Selection for 3GPP Terminals
	
	
	
	
	WLAN_NS-CT

	
	
	1396
	CR Rel-12 23.003 0394 IMSI based Decorated NAI
	NSN
	
	F 

	
	
	
	
	
	
	

	6.20.11
	Machine-Type Communications UEs
	
	
	
	
	MTCe-UEPCOP-CT

	
	
	1378
	Discussion    Invalid service restoration for UEs in PSM
	Huawei
	
	 

	
	
	1379
	CR Rel-12 23.007 0303 Service restoration for UEs in PSM
	Huawei
	
	F 

	
	
	
	
	
	
	

	6.20.12
	GTP and PMIP
	
	
	
	
	TEI12

	
	
	1254
	CR Rel-12 29.274 1492 Handovers between non-3GPP and 3GPP access
	NSN
	
	F 

	
	
	1255
	CR Rel-12 29.274 1493 Setting Handover Indication flag
	NSN
	
	F 

	
	
	1333
	CR Rel-12 29.274 1507 Reporting the RAN/NAS cause during bearer creation/modification failure scenarios
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, AT&T
	
	B 

	
	
	1336
	CR Rel-12 29.060 0993 Dual Address Bearer Flag
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	1347
	CR Rel-12 23.007 0300 Correct procedure name for PDN connection deactivation
	NEC
	
	F 

	
	
	1348
	CR Rel-12 29.274 1510 Correct procedure name for PDN connection deactivation
	NEC
	
	F 

	
	
	1349
	CR Rel-12 29.060 0994 Correct procedure name for PDN connection deactivation
	NEC
	
	F 

	
	
	1352
	CR Rel-12 29.275 0312 Indicate that 802.11n may also be an Access Technology Type
	Orange 
	Withdrawn
	F 

	
	
	1380
	CR Rel-12 29.281 0065 Correct the ambiguous GTP-U PDU
	Huawei
	
	F 

	
	
	1381
	CR Rel-12 29.274 1512 Repeated procedure description
	Huawei
	
	D 

	
	
	1394
	CR Rel-12 29.274 1514 Create Session Request received for an existing PDN connection 
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, AT&T
	
	F 

	
	
	1395
	CR Rel-12 29.274 1515 Deferred SN/CSG/Time zone change reporting in GERAN
	Ericsson 
	Revised in 1433
	F 

	
	
	1433
	CR Rel-12 29.274 1515r1 Deferred SN/CSG/Time zone change reporting in GERAN
	Ericsson 
	
	F 

	
	
	1415
	Discussion    Network Location & RAN/NAS Cause Codes
	AT&T
	
	 

	
	
	
	
	
	
	

	6.20.13
	Subscriber Data Handling (23.003, 23.008)
	
	
	
	
	TEI12

	
	
	1340
	CR Rel-12 29.338 0010 Identification of the HSS
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell,
	
	F 

SMSMI-CT

	
	
	1341
	CR Rel-12 23.003 0392 Identification of the HSS
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell,
	
	F 

SMSMI-CT

	
	
	1382
	CR Rel-12 23.008 0421 WLAN offloadability
	Huawei
	
	B 

Relates to the new WI in C4-141311.

	
	
	1383
	CR Rel-12 29.272 0565 WLAN offloadability defined in HSS
	Huawei
	
	B 
Relates to the new WI in C4-141311.

	
	
	
	
	
	
	

	6.20.14
	IMS
	
	
	
	
	TEI12

	
	
	1270
	Discussion    T-GRUU restoration
	NSN
	
	 

	
	
	1271
	CR Rel-12 23.380 0053 T-GRUU restoration
	NSN
	
	F 

	
	
	1272
	CR Rel-12 29.229 0265 T-GRUU restoration
	NSN
	
	F 

	
	
	1273
	CR Rel-12 29.230 0403 T-GRUU restoration
	NSN
	
	F 

	
	
	1274
	CR Rel-12 29.328 0495 Unsuccessful multiple repository data update
	NSN
	
	F 

	
	
	1288
	CR Rel-12 29.329 0219 Session-Priority reference
	NSN
	
	D 

	
	
	1345
	CR Rel-12 29.228 0625 User Existence Check
	NSN
	
	C 

	
	
	1371
	CR Rel-12 29.228 0626 Clarification on REGISTRATION_AND_CAPABILITIES for De-registration
	Huawei
	
	F 

	
	
	1372
	CR Rel-12 29.228 0627 Clarification on Unregistered User
	Huawei
	
	F 

	
	
	1374
	Discussion    DISCUSSION on Retrieval of Subscriber State in IMS
	Huawei
	
	 

	
	
	1425
	Discussion    Migration from RFC 3588 to RFC 6733
	Orange
	
	 

	
	
	
	
	
	
	

	6.20.15
	MME and SGSN related interfaces based on Diameter 
	
	
	
	
	TEI12

	
	
	1246
	LS in    LS to 3GPP CT4 on need for DIAMETER supported-features negotiation clarifications
	GSMA Packet
	
	 To: CT4

Contact: Orange

3GPP TS 29.272 (S6a) provides the same “Supported Feature” framework as 3GPP TS 29.229 (Cx).

7.1.9

Use of the Supported-Features AVP

The usage of the Supported-Features AVP on the S6a/S6d interfaces is consistent with the procedures for the dynamic discovery of supported features as defined in clause 7.2 of 3GPP TS 29.229 [9].

3GPP TS 29.229 (Cx) states:

7.2.1
Dynamic discovery of supported features

If it does not support all the features indicated in the Supported-Features AVPs with the ‘M’ bit set, it shall return the answer application message with the Experimental-Result-Code AVP set to DIAMETER_ERROR_FEATURE_UNSUPPORTED and it shall include also Supported-Features AVPs containing lists of all features that it supports. 

It is also stated in 3GPP TS 29.229 that

The Supported-Features AVP within a request application message shall always have the ‘M’ bit set and within an answer application message the AVP shall never have the ‘M’ bit set. An exception to this is where the origin host does not use any supported feature to construct the request application message but is prepared to accept an answer application message which is constructed by making use of supported features. For this exception it is optional for the origin host to set the ‘M’ bit of the Supported-Features AVP within the request application message.

In Cx, supporting features is sometimes required to understand all request AVPs or some specific AVPs must be explicitly included in the answer), whereas it seems not to be the case in S6a. 

Because of the previously highlighted sentence, some HSSs reject some MME requests when not supporting all of the proposed supported features. As a consequence, the exact same request is sent again by the MME, only modifying the list of supported-features, which is finally accepted by the HSS. No additional AVP are added or removed between these 2 requests and no extra AVPs are expected in the answer.

As a consequence, two ULR messages are required to setup LTE connectivity, which looks quite useless and a waste of resources and time.

Some vendors’ HSSs, on the opposite, accept directly the initial request, which works as well, but without following what 3GPP TS 29.229 is stating in relation to M bit handling in Supported-Features AVP

Action

3GPP CT4 is kindly asked to provide clarification on this topic and especially clarify in which situations the M bit must be set and eventually to update the S6a specification to avoid such useless behaviour.

Proposed Treatment: Seems like 

Is this inefficient? Does CT4 agree with this GSMA request from operators? Do we want to allow the behaviour to accept the initial request presently not allowed in the spec.?

Proposed Treatment: There is one extra message to determine the correct feature support for each Diameter session to an HSS.

C4-141032 29.272 CR 0561 from Ericsson was seen at the last meeting.

A question was left open for study on whether to do the change in 29.272 or a make it a more general change by adding an extra column so if this feature is supported indicate whether the "M bit" is set or not. 

Response LS is required.

Postponed to 6.20.15.

	
	
	1440
	LS to 3GPP CT4 on DIAMETER MME Origin-Host Name
	GSMA IREG Packet June2014
	
	To: CT4

Contact: Telenor

During Roaming LTE trials and deployments, it has been observed that, in some situation where the HSS does not store the MME name unless it is encoded in the format of as specified in subclause 19.4.2.4 of 3GPP TS 23.003.

i.e.  The MME node FQDN shall be constructed as  mmec<MMEC>.mmegi<MMEGI>.mme.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org

GSMA IREG PACKET have analysed 3GPP TS 29.272 whereby it states:-

"The HSS obtains the Destination-Host AVP to use in requests towards an MME or SGSN, from the Origin-Host AVP received in previous requests from the MME or SGSN. Consequently, the Destination-Host AVP is declared as mandatory in the ABNF for all requests initiated by the HSS. The Origin-Host AVP received in requests from the MME may contain a Diameter identity of the MME encoded as specified in subclause 19.4.2.4 of 3GPP TS 23.003 [3]. The Origin-Host AVP received in requests from the SGSN may contain a Diameter identity of the SGSN encoded as specified in subclause 19.4.2.6 of 3GPP TS 23.003 [3]."

It is GSMA IREG PACKET's understanding that the paragraph above means that it is not mandatory to utilise the Diameter Identity of the MME (as encoded in 23.003) within the ULR, and that any FQDN could be utilised according to IETF RFC 3588.

One example where GSMA see this issue being raised in deployments is where topology hiding is utilised as recommended in GSMA IREG PRD IR.88:-

"It is strongly recommended to deploy Diameter proxies for each Diameter application supported by the PMN, through IPX Diameter Agent. They can be implemented inside the PMN inner domain, inside the DEA or outsourced to the IPX provider. This is to provide functionalities such as admission/access control, policy control, add special information elements (AVP) handling. The DEA or the IPX Diameter Agent also provide topology hiding to protect the network elements and addresses from being exposed to foreign networks. The implementation of the topology hiding should not impair others features related to path validation."

In this roaming deployment scenario, the MME name encoded as per 3GPP TS 23.003 will not be presented to the HSS in the Origin-Host AVP of the ULR, but instead the ULR will contain the Origin-Host of the DEA within the visited network which can be any FQDN based on the VPMN Realm.
GSMA IREG PACKET kindly requests 3GPP CT4 to clarify/confirm:-

1. Whether the encoding of the Origin-Host AVP in the ULR may be encoded as any FQDN according to IETF RFC 3588, which enables topology hiding, and that it is not mandatory to encode the MME name in the Origin-Host according to 
3GPP TS 23.003?

2. Which use cases are required to utilise the encoding of the MME name as specified in 3GPP TS 23.003?

3. Are there some recommendations that CT4 may provide regarding the FQDN to use in DIAMETER?
Proposed Treatment: CT4 to provide a response to GSMA's questions.

Postponed to 6.20.15

	
	
	1268
	CR Rel-12 29.272 0563 Group ID in Reset
	NSN
	
	C 

	
	
	1269
	CR Rel-12 29.230 0402 Group ID 
	NSN
	
	C 

	
	
	1392
	CR Rel-12 29.272 0566 Roaming Subscription Corresponding to Specific RAT
	China Mobile
	
	F 

	
	
	1413
	CR Rel-12 29.272 0568 M-bit setting of Supported-Features AVP
	Ericsson
	
	F 

	
	
	1432
	CR Rel-12 29.337 0012 Reporting of Validity period of the trigger message expired in SMS-SC
	Huawei
	
	F 

	
	
	
	
	
	
	

	6.20.16
	EPS AAA interfaces (29.273)
	
	
	
	
	TEI12

	
	
	1384
	CR Rel-12 29.273 0381 Remove TS 23.234 from TS 29.273
	Huawei
	
	F 

YouYang: For CT4, I see at least the following impact:
1) TS 29.234: I-WLAN specification.
2) TS 29.273. I found only one diameter 3GPP-AAA-Server-Name AVP referred to TS 29.234. 
3) TS 23.003 Numbering, addressing and identification.  Subclause 14 defines numbering, addressing and identification for I-WLAN.
4) TS 23.008 Organization of subscriber data, including some I-WLAN parameters definition. 


	
	
	1385
	CR Rel-12 29.273 0382 Remove TS29.234 from TS 29.273
	Huawei
	
	F 

	
	
	1414
	CR Rel-12 29.273 0384 Leading Digit of User-Name AVP
	Ericsson
	
	F 

	
	
	
	
	
	
	

	6.20.17
	MAP and MAP IWF
	
	
	
	
	TEI12

	
	
	1373
	CR Rel-12 29.002 1180 Indication of Originator of MAP_SRI4SM
	Huawei
	Revised to C4-141435
	F 

Wrong version

	
	
	1435
	CR Rel-12 29.002 1180 Indication of Originator of MAP_SRI4SM
	Huawei
	
	F

	
	
	
	
	
	
	

	6.20.18
	Diameter 29.230 CRs
	
	
	
	
	TEI12

	
	
	
	
	
	
	

	6.20.19
	Restoration Procedures (23.007)
	
	
	
	
	TEI12

	
	
	1386
	CR Rel-12 29.274 1513 PGW ID in the PGW Downlink Triggering Notification
	Huawei
	
	B 

	
	
	1387
	CR Rel-12 29.275 0313 PGW ID in the Update Notification
	Huawei
	
	B 

	
	
	1388
	CR Rel-12 23.007 0304 Remove Editor's note for S5 path failure
	Huawei
	
	F 

	
	
	
	
	
	
	

	6.20.20
	Ix and Mp Interfaces (29.333 and 29.238)
	
	
	
	
	TEI12

	
	
	1316
	CR Rel-12 29.238 0053 Corrections to Transport Protocol table
	Alcatel-Lucent
	
	F 

	
	
	1397
	CR Rel-12 29.333 0072 MRFP Capability Change
	NSN
	
	F 

	
	
	1398
	CR Rel-12 29.238 0054 TrGW Capability Change
	NSN
	
	F 

	
	
	
	
	
	
	

	6.20.21
	Dual Connectivity
	
	
	
	
	LTE_SC_enh_dualC

	
	
	1366
	CR Rel-12 23.007 0301 Handling of GTP Error Indication for Dual connectivity
	Huawei
	
	F 

	
	
	1367
	CR Rel-12 29.274 1511 Introduction of Dual Connectivity Function
	Huawei
	
	B 

	
	
	1368
	CR Rel-12 29.281 0064 Introduction of Dual Connectivity Function
	Huawei
	
	B 

	
	
	1369
	OTHER    Dual Connectivity for LTE
	Huawei
	
	 

	
	
	1370
	LS out    [DRAFT] LS on S1-U tunnel switch for DC
	Huawei
	
	 

	
	
	1390
	CR Rel-12 23.007 0305 GTP error indication for dual connectivity
	Ericsson 
	
	B 

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7
	Release 11
	
	
	
	
	

	7.1
	UDC Data Reference Model 
	
	
	
	
	UDC_DM

	
	
	
	
	
	
	

	7.2
	EPC Nodes Failure
	
	
	
	
	FS_ EPC_NR

	
	
	
	
	
	
	

	7.3
	Enhanced Nodes Restoration for EPC
	
	
	
	
	eEPC_NR

	
	
	
	
	
	
	

	7.4
	Reference Location Information
	
	
	
	
	RLI

	
	
	
	
	
	
	

	7.5
	Anonymous Call Rejection in the CS Domain
	
	
	
	
	ACR_CS-CN

	
	
	
	
	
	
	

	7.6
	CT aspects of VPLMN Autonomous CSG Roaming
	
	
	
	
	VCSG-St3

	
	
	
	
	
	
	

	7.7
	GCSMSC and GCR Redundancy for VGCS/VBS
	
	
	
	
	RT_VGCS-Red

	
	
	
	
	
	
	

	7.8
	BBF Interworking Building Block I
	
	
	
	
	BBAI_BBI-CT

	
	
	
	
	
	
	

	7.9
	BBF Interworking Building Block II
	
	
	
	
	BBAI_BBII-CT

	
	
	
	
	
	
	

	7.10
	BBF Interworking Building Block III
	
	
	
	
	BBAI_BBIII-CT

	
	
	
	
	
	
	

	7.11
	Single Radio Video Call Continuity
	
	
	
	
	vSRVCC-CT

	
	
	
	
	
	
	

	7.12
	Single Radio Voice Call Continuity from 
UTRAN/GERAN to E-UTRAN/HSPA
	
	
	
	
	rSRVCC-CT

	
	
	
	
	
	
	

	7.13
	System Improvements to Machine-Type Communication
	
	
	
	
	SIMTC

	
	
	
	
	
	
	

	7.13.1
	SIMTC CS Aspects
	
	
	
	
	SIMTC-CS

	
	
	
	
	
	
	

	7.13.2
	Reachability Aspects of SIMTC
	
	
	
	
	SIMTC-Reach

	
	
	
	
	
	
	

	7.13.3
	SMS Aspects of SIMTC
	
	
	
	
	SIMTC-PS_Only

	
	
	
	
	
	
	

	7.14
	LOcation-Based Selection of gaTEways foR WLAN
	
	
	
	
	LOBSTER-CT

	
	
	
	
	
	
	

	7.15
	CN aspects of Mobility based On GTP & PMIPv6 for WLAN 
access to EPC
	
	
	
	
	SaMOG_WLAN- CN

	
	
	
	
	
	
	

	7.16
	GBA extension Stage 3
	
	
	
	
	GBA- ext-St3

	
	
	
	
	
	
	

	7.17
	Enhancement of the Protocols for SMS over SGs
	
	
	
	
	PROTOC_ SMS_SGs

	
	
	
	
	
	
	

	7.18
	Enhancements for Multimedia Priority Service (MPS) Gateway 
Control Priority
	
	
	
	
	eMPS_ Gateway

	
	
	
	
	
	
	

	7.19
	Service Identification for RRC Improvements in GERAN
	
	
	
	
	SIRIG

	
	
	
	
	
	
	

	7.20
	Network Provided Location Information
	
	
	
	
	NWK-PL2IMS-CT

	
	
	
	
	
	
	

	7.21
	IMS
	
	
	
	
	TEI11

	
	
	1285
	CR Rel-11 29.328 0496 Repository data retrieval
	NSN, Ericsson
	
	F 

	
	
	1286
	CR Rel-12 29.328 0497 Repository data retrieval
	NSN, Ericsson
	
	A 

	
	
	
	
	
	
	

	7.22
	GTP
	
	
	
	
	TEI11

	
	
	1256
	CR Rel-11 29.274 1494 MDT PLMN List configuration parameter
	NSN
	
	F 

	
	
	1257
	CR Rel-12 29.274 1495 MDT PLMN List configuration parameter
	NSN
	
	A 

	
	
	1334
	CR Rel-11 29.274 1508 Bearer contexts in Modify Access Bearers Request
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	1335
	CR Rel-12 29.274 1509 Bearer contexts in Modify Access Bearers Request
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	A 

	
	
	
	
	
	
	

	7.23
	P-CSCF Recovery
	
	
	
	
	TEI11

	
	
	
	
	
	
	

	7.24
	PS Additional Number
	
	
	
	
	PSAN

	
	
	
	
	
	
	

	7.25
	Generic IMS User Group Over Sh
	
	
	
	
	GenUG_Sh

	
	
	
	
	
	
	

	7.26
	Full Support of Multi-Operator Core Network by GERAN => Network Sharing
	
	
	
	
	Full_MOCN-GERAN

	
	
	
	
	
	
	

	7.27
	IMS Operator Determined Call Barring (Stage 3)
	
	
	
	
	IODB

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.28
	Enhanced T.38 FAX Support (Stage 3)
	
	
	
	
	MMTel_T.38_FAX

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.29
	AoB
	
	
	
	
	TEI11

	7.29.1
	MME and SGSN related interfaces based on Diameter (29.272)
	
	
	
	
	TEI11

	
	
	
	
	
	
	

	7.29.2
	EPS AAA interfaces (29.273)
	
	
	
	
	TEI11

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8
	Release 10 and Earlier
	
	
	
	
	

	8.1
	Local Call Local Switch
	
	
	
	
	LCLS-CN

	
	
	
	
	
	
	

	8.2
	Enhanced User Data Convergence
	
	
	
	
	eUDC

	
	
	
	
	
	
	

	8.3
	Selected IP Traffic Offload
	
	
	
	
	SIPTO

	
	
	
	
	
	
	

	8.4
	Local IP Access
	
	
	
	
	LIPA

	
	
	
	
	
	
	

	8.5
	Network Improvements for Machine Type Communications
	
	
	
	
	NIMTC

	
	
	
	
	
	
	

	8.6
	EPC Nodes Failure
	
	
	
	
	

	
	
	
	
	
	
	

	8.6.1
	EPC Nodes Failure ISR not active
	
	
	
	
	EPC_NR

	
	
	
	
	
	
	

	8.6.2
	EPC Nodes Failure ISR active
	
	
	
	
	EPC_NR_wISR

	
	
	
	
	
	
	

	8.7
	Enabling Coder Selection and Rate Adaptation for UTRAN and 
E-UTRAN for Load Adaptive Applications
	
	
	
	
	ECSRA_LAA-CN

	
	
	
	
	
	
	

	8.8
	S2b Mobility based On GTP
	
	
	
	
	SMOG-ST3

	
	
	
	
	
	
	

	8.9
	Multi Access PDN Connectivity
	
	
	
	
	MAPCON-st3

	
	
	
	
	
	
	

	8.10
	Enhanced Multimedia Priority Service
	
	
	
	
	eMPS-CN

	
	
	
	
	
	
	

	8.11
	PCRF Restoration
	
	
	
	
	PCRF-FR

	
	
	
	
	
	
	

	8.12
	eSRVCC
	
	
	
	
	eSRVCC

	
	
	
	
	
	
	

	8.13
	Minimisation of Drive Test (MDT)
	
	
	
	
	OAM-PM-UE

	
	
	
	
	
	
	

	8.14
	Relay Node
	
	
	
	
	LTE_Relay

	
	
	
	
	
	
	

	8.15
	MTRF
	
	
	
	
	MTRF

	
	
	
	
	
	
	

	8.16
	GTP
	
	
	
	
	TEI8, TEI9, TEI10

	
	
	1324
	CR Rel-9 29.274 1502 Target Cell Identification in E-UTRAN to GERAN PS Handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	1325
	CR Rel-10 29.274 1503 Target Cell Identification in E-UTRAN to GERAN PS Handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	1326
	CR Rel-11 29.274 1504 Target Cell Identification in E-UTRAN to GERAN PS Handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	A 

	
	
	1327
	CR Rel-12 29.274 1505 Target Cell Identification in E-UTRAN to GERAN PS Handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	A 

	
	
	1328
	CR Rel-9 29.274 1506 Encoding of BSS Container in E-UTRAN to GERAN PS Handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	1329
	CR Rel-9 29.060 0989 Corrections to E-UTRAN to GERAN PS Handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	1330
	CR Rel-10 29.060 0990 Corrections to E-UTRAN to GERAN PS Handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	A 

	
	
	1331
	CR Rel-11 29.060 0991 Corrections to E-UTRAN to GERAN PS Handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	A 

	
	
	1332
	CR Rel-12 29.060 0992 Corrections to E-UTRAN to GERAN PS Handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	A 

	
	
	
	
	
	
	

	8.17
	PMIP
	
	
	
	
	TEI8

	
	
	
	
	
	
	

	8.18
	IMS
	
	
	
	
	TEI8, TEI9

	
	
	1275
	CR Rel-8 29.228 0612 Alias Identity Group
	NSN
	
	F 

	
	
	1276
	CR Rel-9 29.228 0613 Alias Identity Group
	NSN
	
	A 

	
	
	1277
	CR Rel-10 29.228 0614 Alias Identity Group
	NSN
	
	A 

	
	
	1278
	CR Rel-11 29.228 0615 Alias Identity Group
	NSN
	
	A 

	
	
	1279
	CR Rel-12 29.228 0616 Alias Identity Group
	NSN
	
	A 

	
	
	1280
	CR Rel-8 23.008 0415 Alias Identity Group
	NSN
	
	F 

	
	
	1281
	CR Rel-9 23.008 0416 Alias Identity Group
	NSN
	
	A 

	
	
	1282
	CR Rel-10 23.008 0417 Alias Identity Group
	NSN
	
	A 

	
	
	1283
	CR Rel-11 23.008 0418 Alias Identity Group
	NSN
	
	A 

	
	
	1284
	CR Rel-12 23.008 0419 Alias Identity Group
	NSN
	
	A 

	
	
	1289
	CR Rel-6 29.228 0617 Default Public User Identity must be SIP-URI
	NSN
	
	F 

	
	
	1290
	CR Rel-7 29.228 0618 Default Public User Identity must be SIP-URI
	NSN
	
	A 

	
	
	1291
	CR Rel-8 29.228 0619 Default Public User Identity must be SIP-URI
	NSN
	
	A 

	
	
	1292
	CR Rel-9 29.228 0620 Default Public User Identity must be SIP-URI
	NSN
	
	A 

	
	
	1293
	CR Rel-10 29.228 0621 Default Public User Identity must be SIP-URI
	NSN
	
	A 

	
	
	1294
	CR Rel-11 29.228 0622 Default Public User Identity must be SIP-URI
	NSN
	
	A 

	
	
	1295
	CR Rel-12 29.228 0623 Default Public User Identity must be SIP-URI
	NSN
	
	A 

	
	
	1304
	CR Rel-8 23.003 0387 Updating IMEI URN draft reference to RFC 7254
	BlackBerry UK Ltd
	
	F 

	
	
	1305
	CR Rel-9 23.003 0388 Updating IMEI URN draft reference to RFC 7254
	BlackBerry UK Ltd
	
	A 

	
	
	1306
	CR Rel-10 23.003 0389 Updating IMEI URN draft reference to RFC 7254
	BlackBerry UK Ltd
	
	A 

	
	
	1307
	CR Rel-11 23.003 0390 Updating IMEI URN draft reference to RFC 7254
	BlackBerry UK Ltd
	
	A 

	
	
	1308
	CR Rel-12 23.003 0391 Updating IMEI URN draft reference to RFC 7254
	BlackBerry UK Ltd
	
	A 

	
	
	
	
	
	
	

	8.19
	Any other Business
	
	
	
	
	TEI8, TEI9, TEI10

	8.19.1
	
	
	
	
	
	TEI8

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	9
	Update of the Work Plan
	
	
	
	
	

	
	
	1238
	Discussion    CT4 Aspects of the Workplan
	CT4 Chairman
	
	 

	
	
	
	
	
	
	

	10
	AoB
	
	
	
	
	

	10.1
	Chair Election
	
	
	
	
	

	
	
	1434
	Letter of Support for Nigel to continue as CT4 Chair
	CT4 Chairman
	
	

	11
	Future meetings
	
	
	
	
	

	
	
	
	
	
	
	

	12
	Check of Approved Output Documents
	
	
	
	
	

	
	
	
	List of Output Documents
	CT4 Chairman
	
	

	
	
	
	
	
	
	

	13
	Closing of the Meeting 

(17:00 Friday)
	
	
	
	
	

	
	
	
	
	
	
	


� AMR-WB interoperable modes are a part of EVS codec, i.e. EVS has both new operation modes with bitrates listed in Table 1 and modes that are “AMR-WB interoperable”
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