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* * * First Change * * * *

4A
SGW/PGW selection using GTP-C load control

4A.1
General
The nodes responsible for the SGW or PGW selection (i.e. the MME, S4-SGSN, TWAN or ePDG) shall apply the additions specified in this clause, if GTP-C load control is supported and enabled (see subclause 12.2 of 3GPP TS 29.274 [23]). 

GTP-C load control allows for the advertising of load information at node level (i.e. the SGW or PGW load) or at APN level (for a PGW only) and selecting the target node (i.e. the SGW or PGW) based on this information. 
The nodes responsible for the SGW or PGW selection shall take into account the load control information reported via GTP-C signalling and shall implement a SGW or PGW selection logic according to the principles specified in the following subclauses. 
NOTE:
The exact algorithm used at the node performing the SGW or PGW selection, as per the aforementioned requirements, is implementation specific.
4A.2
Node-level load control
This subclause specifies the extensions to the SGW or PGW selection procedures which shall be supported when GTP-C load control is supported and enabled at nodel level. 
The node level load information consists of the "Load Metric" of the target node, i.e. the SGW or PGW, representing the current utilization of the resources as compared to the overall available resources at the target node.
Using the DNS based procedures specified in this document, the node performing the SGW or PGW selection (i.e. the MME, S4-SGSN, ePDG or TWAN), referred to as "selecting node" hereafter, shall prepare the candidate list of the target nodes satisfying the required criteria to serve the new session request. 
The criteria for ordering the candidate list of target nodes shall be as specified in subclause 4.3.2, i.e. giving priority to collocation when applicable, then to topological matching when applicable, and then to the ordering obtained by the S-NAPTR output. However, the selecting node may select a candidate target node with a lower relative order if all the candidate target nodes with a higher relative order have a Load-Metric=100. 
Then within sets of candidates with the same relative order (e.g. with the same topological order or with the same NAPTR order field), further called the "TNodeList" for the list of candidate target nodes "TNode", the node performing the SGW or PGW selection shall use the "Load Metric" and, if available (i.e. when SRV records are provisioned), the DNS-weight-factor of each candidate target node to perform the node selection as indicated below:
1)
The selecting node shall calculate the effective available load of each candidate target nodes, considering the current available load and the DNS weight-factor of the target node as follows: 

TNode-effective-available-load = (100 – TNode-load-metric)% X TNode-weight-factor

2)
The selecting node shall then calculate the relative available load of each candidate target node, representing the effective-available-load of the target node, as compared to the effective-available-load of all the other candidate target nodes as follows: 

TNode-relative-available-load = (TNode-effective-available-load / sum-of-effective-available-load-of-all-the-nodes-in-TNodeList) X 100%

3)
The selecting node shall then select the SGW or PGW for new session requests according to the TNode-relative-available-load of each target candidate node, e.g. a TNode-relative-available-load value of X% indicates that the corresponding target node should be selected for X% of the new sessions requests. 
The selecting node shall assume the following in the calculations above:

-
The selecting node shall assume the TNode-load-metric=0 for a candidate target node for which no node level load-metric is available (e.g. due to the load control feature being not supported between two PLMNs and that the PGW and the MME are from different PLMNs); 

-
The selecting node shall compute the TNode-weight-factor as (65535-NAPTR preference), as per Annex B.2, for each candidate target node if no SRV weight factor is received from the DNS, i.e. when only NAPTR records with the "a" flag are provisioned.
Annex X.1 provides an example illustrating these principles.
* * * Next Change * * * *

5.1
Procedures for Discovering and Selecting a PGW

5.1.1
Discovering a PGW for a 3GPP Access
5.1.1.1
General
The procedures here give a list of possible PGWs and their interfaces that serve a particular APN. This is very similar to the existing function that resolves the GGSN IP address based on an APN.

NOTE 1: 
The RAI/RNC-ID FQDN is used in addition to the APN FQDN when selecting the GGSN for SIPTO above RAN enabled APN. See subclause 5.6.
However, the Release-8 behaviour includes more functionality than pre-Release-8 systems since the PGW now can support more than one protocol and there is sometimes a desire to have the PGW and SGW collocated or topologically close to each other (with respect to the network topology), if possible. New DNS records are required to distinguish between different protocols and interfaces and assist in the more complicated selections.

The operator shall provision the authoritative DNS server(s) responsible for the APN‑FQDN, including all derivatives used by the operator in the APN‑OI replacement field (as defined in 3GPP TS 23.060 [18] and 3GPP TS 23.401 [11])with NAPTR records for the given APN-FQDN and corresponding PGWs under the APN-FQDN.

See subclause 19.4.2.2 of 3GPP TS 23.003 [4]. 
The above format is used in DNS for use in DNS queries by S4-SGSN and MME to networks with DNS provisioned to Release-8. A Release-8 SGSN only supporting Gn/Gp may also optionally use this procedure.  

The DNS records provisioned at that location are NAPTR records and include all S5/S8 and Gn/Gp interfaces for PGW, GGSN, and collocated PGW/GGSN that are intended to be used for that APN. 

The pre-Release-8 format APN as specified in subclause 9.1 of 3GPP TS 23.003 [4] 
is still used in pre-Release-8 SGSN DNS queries and continues to be used as a fallback in Release-8 SGSN for discovering Gn/Gp interfaces.

The DNS records provisioned at that location are A and/or AAAA records but only for the Gn/Gp interfaces of a standalone GGSN or collocated PGW/GGSN.

The APN-FQDN is derived from the APN where the APN is typically in the legacy format of "<APN‑NI>.mnc<MNC>.mcc<MCC>.gprs" as specified in sub-clause 9.1of 3GPP TS 23.003 [4].

NOTE 2:
The APN-FQDN is used for DNS query purposes in Release-8. It does not imply a change in the use or format of the APN in other protocols, nodes or UE/MS. The APN-FQDN and the APN use independent formats but are related as below for DNS usage by the MME and S4-SGSN.

The APN received by the EPC node discovery function for 3GPP accesses, is always of the form of an APN-NI part and operator part. It is the output from Annex A of 3GPP TS 23.060 [18], which is exactly three labels with last label "gprs".

If the APN is constructed using the default APN-OI or using the APN-OI Replacement field (as defined in 3GPP TS 23.060 [18] and 3GPP TS 23.401 [11]), then the APN-FQDN shall be obtained from the APN as specified in sub-clause 19.4.2.2.1 of 3GPP TS 23.003 [4], otherwise the APN is considered to be invalid and cannot be used.
In Annex A of 3GPP TS 23.060 [18] the SDL diagram refers to a "DNS interrogation" succeeding or failing which is the only DNS interaction. This is clarified as follows:

For the procedures defined in the present document the APN-FQDN shall be used in the S-NAPTR with a NAPTR query (see later subclauses for details). If the S-NAPTR procedure succeeds the "DNS interrogation" succeeds. If the S-NAPTR procedure fails to find a PGW or collocated PGW/GGSN then the "DNS interrogation" fails.
For the legacy procedures defined in Annex A of 3GPP TS 23.060 [18] the unmodified APN shall be used in the DNS A query and  DNS AAAA query. If either query succeeds, the "DNS interrogation" succeeds. If the A and AAAA queries both fail then the "DNS interrogation" fails.
The nodes responsible for the PGW selection (i.e. the MME or S4-SGSN) shall apply the additions specified in clause 4A, if GTP-C load control is supported and enabled. 

* * * Next Change * * * *

5.1.2
Discovering a PGW for a non-3GPP Access with Network Based Mobility Management 

5.1.2.1
Discovering a PGW for a non-3GPP Access – S2a/S2b initial attach for roaming and non-roaming
The MAG functionality or TWAN within the trusted non-3GPP IP access or the e-PDG shall use the S-NAPTR procedure with "Service Parameters" of


"x-3gpp-pgw:x-s2a-pmip", "x-3gpp-pgw:x-s2b-pmip", "x-3gpp-pgw:x-s2a-mipv4","x-3gpp-pgw:x-s2b-gtp", 
"x-3gpp-pgw:x-s2a-gtp" 
and the APN-FQDN as the Application-Unique String.

<APN-NI>.apn.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org 

See subclause 19.4.2.2 of 3GPP TS 23.003 [4].

The S-NAPTR procedure logically outputs a list of host names each with a service, protocol, port and a list of IPv4 and IPv6 addresses. This is a "candidate" list of PGW for that APN (see Annex B for S-NAPTR procedure and see Annex C.2 for an informative description of a candidate list).
There is no requirement for selection for a collocated PGW/SGW in this procedure. In the above procedure the selected PGW node name, port and selected type (PMIPv6, MIPv4 or GTP) shall be stored in the MAG functionality, TWAN or the ePDG so it can be accessed on a PDN basis.
The nodes responsible for the PGW selection (i.e. the TWAN or ePDG) shall apply the additions specified in clause 4A, if GTP-C load control is supported and enabled. 

5.1.2.2
Discovering a PGW for a non-3GPP Access – S2a/S2b initial attach and chained PMIP-based S8-S2a/S2b 

The MAG functionality within the trusted non-3GPP IP access or the e-PDG shall use the S-NAPTR procedure with the "Service Parameters" of

"x-3gpp-pgw:x-s2a-pmip", "x-3gpp-pgw:x-s2b-pmip"

and the APN-FQDN as the Application-Unique String.

<APN-NI>.apn.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org 

See subclause 19.4.2.2 of 3GPP TS 23.003 [4].

The S-NAPTR procedure logically outputs a list of host names each with a service, protocol, port and a list of IPv4 and IPv6 addresses. This is a "candidate" list of PGW for that APN (see Annex B for S-NAPTR procedure and see Annex C.2 for an informative description of a candidate list).
The MAG selects a PGW based on the protocol type (GTP v/s PMIPv6) supported over the S5/ S8 interface based on information received over STa and SWm interfaces.

The PGW and SGW cannot be collocated in this case since the SGW and PGW are in different operator networks.

The DNS records in the order returned are then used to contact the PGW node.

The nodes responsible for the PGW selection (i.e. the TWAN or ePDG) shall apply the additions specified in clause 4A, if GTP-C load control is supported and enabled. 

5.1.3
Discovering a PGW for a non-3GPP Access with DSMIPv6

5.1.3.1
Discovering a PGW for a non-3GPP Access – S2c initial attach 
This section covers the case where the IP address of the Home Agent (HA) functionality of a particular PGW needs to be discovered from the FQDN of the PGW. This query may be sent from a trusted access gateway or from an ePDG. The trusted access gateway or ePDG shall use the S-NAPTR procedure with "Service Parameters" of

"x-3gpp-pgw:x-s2c-dsmip" 
as defined in subclause 19.4.3 of 3GPP TS 23.003 [4], and the Application-Unique String set to the FQDN of the specific PGW. 
The nodes responsible for the PGW selection (i.e. the TWAN or ePDG) shall apply the additions specified in clause 4A, if GTP-C load control is supported and enabled. 

* * * Next Change * * * *

5.2 
Procedures for Discovering and Selecting a SGW
5.2.1
General

These procedures are employed when an SGW needs to be selected by an EPC core node and a PGW has already been selected. In particular for the tracking area update procedure with SGW change.

The SGW is selected based on the target cell where the UE has moved into. The MME has the new target eNodeB cell ID (eCID)/target eNodeB-ID and TAI available . The MME shall construct the TAI FQDN as defined in subclause 19.4.2.3 of 3GPP TS 23.003 [4] and the MME shall construct the eNodeB-ID FQDN as defined in subclause 19.4.2.10 of 3GPP TS 23.003 [4]. 
The selected SGW shall serve the UE's TAI and/or eNodeB-ID. During the attach/TAU/Handover procedure the MME receives the TAI value and eNodeB-ID which is derived from the ECGI or received from the source MME/SGSN. The MME shall contruct the TAI FQDN as defined in subclause 19.4.2.3 of 3GPP TS 23.003 [4] and eNodeB-ID FQDN as defined in subclause 19.4.2.10 of 3GPP TS 23.003 [4].
Operators shall provision, for each TAI/eNodeB-ID value in their network, NAPTR records under the TAI/eNodeB-ID FQDN corresponding to each valid SGW interfaces from the following "Service Parameters" 

"x-3gpp-sgw:x-s8-gtp", "x-3gpp-sgw:x-s8-pmip", "x-3gpp-sgw:x-s5-gtp", "x-3gpp-sgw:x-s5-pmip"
where additional "Service Parameters" may be included optionally. 
For each RAI/RNC-ID value that is served by a S4-SGSN the same records would be provisioned under the RAI FQDN (see sub-clause 5.5.2 for the RAI FQDN) or the RNC-ID FQDN (see sub-clause 19.4.2.7 of 3GPP TS 23.003 [4] for the RNC-ID FQDN).

The S-NAPTR procedure employed by an MME for finding a candidate set of SGW nodes shall use the TAI FQDN/eNodeB-ID FQDN as the Application-Unique String.
For the purposes of this document the NAPTR record-set at that location will be called the TAI/eNodeB-ID NAPTR record-set.

The MME selects the S11 interface of the SGW from the SGW's canonical node record (see subclause 4.3.3) if it is not obtained from the TAI/eNodeB-ID records.

NOTE:
If an operator does not use the "a" and "s" flags in the TAI/eNodeB-ID NAPTR records (i.e. they use the "" flag) and they are using SGW service areas it is strongly recommended that the TAI/eNodeB-ID NAPTR records point directly to NAPTR records representing the SGW service areas. This is to facilitate possible future use in the SGW Load Re-balancing procedure.

For the case of an S4-SGSN making the SGW selection the RAI FQDN (see sub-clause 5.5.2) or the RNC-ID FQDN (see sub-clause 19.4.2.7 of 3GPP TS 23.003 [4] for the RNC-ID FQDN ) is used instead of the TAI FQDN or the eNodeB-ID FQDN to select the SGW but is otherwise the same as the MME handling TAU. The S4-SGSN selects the S4 interface of the SGW from the SGW's canonical node record (see subclause 4.3.3) if it is not obtained from the RAI/RNC-ID records.

S-GW selection when SGW that acts as a local anchor for non-3GPP access in the case of S8-S2a/b chained roaming is outside the scope of this specification.

The nodes responsible for the SGW selection (i.e. the MME or S4-SGSN) shall apply the additions specified in clause 4A, if GTP-C load control is supported and enabled. 

* * * Next Change * * * *

5.3
Procedures for Discovering and Selecting a PGW and SGW
This scenario applies to the UE initial attach and PDP context activation cases, where the MME or S4-SGSN has not yet assigned a PGW or a SGW to the UE. During the attach procedures, the MME shall select the SGW and the PGW as described below. During the UTRAN/GERAN PDP context activation procedure, the S4-SGSN shall select the SGW and the PGW as described below.

NOTE 1:
The procedure specified in this clause is not applied for the LGW selection for LIPA service or for SIPTO at the local network with LGW collocated with (H)(e)NB. The MME/S4 SGSN uses the LGW address proposed by the (H)(e)NB in the S1-AP/RANAP message as specified in 3GPP TS 36.413 [19] and 3GPP TS 25.413 [12] to select the appropriate LGW for LIPA service or for SIPTO at the local network with LGW collocated with (H)(e)NB.

For SIPTO at the local network with stand-alone GW, the SGW shall be selected based on the < LHN name> provided by the (H)(e)NodeB during the attach or SIPTO at local network PDN connection creation. The MME shall construct the Local Home Network-ID FQDN defined in subclause 19.4.2.11 of 3GPP TS 23.003 [4].

The selected SGW shall serve the UE's TAI/eNodeB-ID. During the attach procedure the MME receives the TAI value and eNodeB-ID which is derived from the ECGI. The S-NAPTR procedure to obtain a list of "candidate" SGW shall be used with "Service Parameters" of 

"x-3gpp-sgw:x-s5-gtp", "x-3gpp-sgw:x-s5-pmip" 

as defined in subclause 19.4.3 of 3GPP TS 23.003 [4], and set the Application-Unique String set to the TAI FQDN as defined in subclause 19.4.2.3 of 3GPP TS 23.003 [4] or as an operator specific deployment option the Application-Unique-String may be set to the eNodeB-ID FQDN as defined in subclause 19.4.2.10 of 3GPP TS 23.003 [4]. For SIPTO at the Local Network with stand-alone GW the Local Home Network ID as defined in subclause 19.4.2.11 of 3GPP TS 23.003 [4] shall be used to select the SGW.
The S-NAPTR procedure logically outputs a list of host names each coupled with a service, a protocol, a port, and a list of IPv4 and IPv6 addresses. This is the "candidate" list of SGWs for a specific TAI/eNodeB-ID (see Annex B for S-NAPTR procedure and see Annex C.2 for an informativedescription of the candidate list). 

The list of "candidate" PGW is obtained as follows:

The S-NAPTR procedure to get the list of "candidate" PGW shall use "Service Parameters" of 

"x-3gpp-pgw:x-s5-gtp", "x-3gpp-pgw:x-s5-pmip", "x-3gpp-pgw:x-gn"
as defined in subclause 19.4.3 of 3GPP TS 23.003 [4], and the Application-Unique String set to the APN FQDN as defined in subclause 19.4.2.2 of 3GPP TS 23.003 [4].
The S-NAPTR procedure logically outputs a list of host names each coupled with a service, a protocol, a port, and a list of IPv4 and IPv6 addresses.  This is the "candidate" list of PGWs for a specific APN (see Annex C.2 for a detailed description of a candidate list).

The two candidate lists shall be used in the procedure described in Annex C.4 with the SGW as an "A" node type and the PGW as a "B" node type in the procedure.
The procedure described in Annex C.4 results in a selection of a SGW and a PGW along with the protocol, the IP address and the port. In the case of a failure to contact the SGW or the PGW, the  required gateway reselection procedures are described in  Annex C.4. 
The MME selects the S11 interface of the SGW from the SGW's canonical node record (see subclause 4.3.3) if it is not obtained from the TAI records. 

NOTE 2:
The MME (S4-SGSN) send a GTPv2 Create Session Request to the SGW respectively over S11 or S4 with the IPv4/IPv6 address of the PGW. After the SGW has been successfully contacted over S11 or S4, the SGW can try to contact the PGW over S5/S8.

Once the SGW has successfully been contacted, the selected SGW host name, the used SGW IP address, the port number and the selected protocol type shall be stored in the MME or S4-SGSN per PDN.
Once the PGW has successfully been contacted, the selected PGW host name, the used PGW IP address, the port number and the selected protocol type shall be stored in the MME or S4-SGSN per PDN.

For the case of an S4-SGSN making the selection the RAI FQDN is used, or as an operator deployment option the Application-Unique-String may be set to the RNC-ID FQDN as defined in subclause 19.4.2.7 of 3GPP TS 23.003 [4] instead of the TAI FQDN/eNodeB-ID FQDN to select the SGW but is otherwise the same as an MME doing the selection. The S4-SGSN selects the S4 interface of the SGW from the SGW's canonical node record (see subclause 4.3.3) if it is not obtained from the RAI or RNC-ID records.
The nodes responsible for the SGW and PGW selection (i.e. the MME or S4-SGSN) shall apply the additions specified in clause 4A, if GTP-C load control is supported and enabled. 

* * * Next Change * * * *

Annex X (Informative):
SGW/PGW selection examples using GTP-C load control 
X.1
PGW selection using GTP-C load control at node level
This example illustrates the principles of the SGW or PGW selection specified in subclause 4A.2, with GTP-C load control supported and enabled at node level.
The example assumes that the procedures specified in this document have 3 candidate PGWs with the same relative order, (e.g. with the same topological order) and assume that the following weights are received from the DNS and "Load Metric" reported via GTP-C signalling:

PGW1: DNS-weight-factor = 20, Load-metric = 10%

PGW2: DNS-weight-factor = 20, Load-metric = 20%

PGW3: DNS-weight-factor = 60, Load-metric= 30%

Based on the above, the selecting node calculates the effective available load for each candidate PGW: 

PGW1-effective-available-load = (100 – 10)% X 20 = 18

PGW2-effective-available-load = (100 – 20)% X 20 = 16
PGW3-effective-available-load = (100 – 30)% X 60 = 42

The selecting node then calculates the relative available load of each candidate PGW (rounding-off to nearest integer value):

PGW1-relative-available-load = 18 / (18 + 16 + 42) =~ 24%

PGW2-relative-available-load = 16 / (18 + 16 + 42) =~ 21%

PGW3-relative-available-load = 42 / (18 + 16 + 42) =~ 55%

Out of the total new session requests, the node selects the PGW1, PGW2 and PGW3 for 24%, 21% and 55% respectively, e.g. per 100 new sessions requests, the PGW1 is selected for 24 sessions, PGW2 for 21 sessions and PGW3 for the remaining 55 new sessions.

* * * End of Changes * * * *

