Page 1



3GPP TSG CT4 Meeting #65
C4-141121
Phoenix, US; 19th – 23rd May 2014 













   was C4-141018
	CR-Form-v11

	CHANGE REQUEST

	

	
	29.274
	CR
	1470
	rev
	2
	Current version:
	12.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Overload control solution: General aspects

	
	

	Source to WG:
	Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Ericsson

	Source to TSG:
	CT4

	
	

	Work item code:
	GOCMe
	
	Date:
	2014-05-22

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	General aspects of the Overoad Control solution need to be described.

	
	

	Summary of change:
	Following general aspects of Overload Control solution are described in detail:

· Principles of overload control
· Applicability to 3GPP and non-3GPP access based interfaces
· Node level overload control
· APN level overload control

	
	

	Consequences if not approved:
	Incomplete description of GTP-C Overload Control solution.

	
	

	Clauses affected:
	X.3, X.3.1, X.3.2, X.3.3, X.3.4, X.3.4.1, X.3.4.2, (Annex) Y.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	To MCC: Please use the next available new clause (i.e. clause 12) in 3GPP TS 29.274 for clause X defined in this CR.


* * * First Change * * * *

X.3
Overload control solution

X.3.1
Principles of overload control

The stage 2 requirements on GTP-C overload control are defined in clause 4.3.7.1a.2 of 3GPP TS 23.401 [3] and clause 5.3.6.1a of 3GPP TS 23.060 [35]. The high level principles are summarized below:

a)
Overload control is an optional feature;

b)
a GTP-C entity may signal its overload to its GTP-C peers by including Overload Control Information in GTP-C signalling which provides guidance to the receiving GTP-C entity to decide actions which lead to signalling traffic mitigation towards the sender of the information; 

c)
the Overload Control Information may provide the overload information of a GTP-C entity, e.g. a PGW, or a specific APN(s) associated with the GTP-C entity;

d)
an MME/S4-SGSN may signal an overload to the PGW, via the SGW. An SGW may signal an overload to the MME/S4-SGSN and to the PGW. A PGW may signal an overload to the MME/S4-SGSN, via the SGW. For non-3GPP access based interfaces, a PGW may signal an overload to the ePDG and the TWAN;
NOTE 1:
An MME/S4-SGSN will not signal an overload to the SGW (i.e. the SGW will not perform overload control towards the MME/S4-SGSN), as this is redundant with DDN throttling (see subclause X.3.3).
e)
the overload control feature should continue to allow for preferential treatment of priority users (eMPS) and emergency services;

f)
the Overload Control Information is piggybacked in GTP control plane request or response messages such that the exchange of the Overload Control Information does not trigger extra signalling;
NOTE 2:
The inclusion of Overload Control Information in existing messages means that the frequency increases as the signalling load increases, thus allowing faster feedback and better regulation.
g)
the computation and transfer of the Overload Control Information shall not add significant additional load to the GTP-C entity itself and to its corresponding peer GTP-C entities. The calculation of Overload Control Information should not severely impact the resource utilization of the GTP-C entity, especially considering the overload situation;

h)
clause 4.3.7.1a.2 of 3GPP TS 23.401 [3] and clause 4.5 of 3GPP TS 23.402 [45] provides examples of various potential overload mitigation actions based on the reception of the overload related information exchanged between GTP-C entities, for 3GPP access based interfaces and non-3GPP access based interfaces, respectively. However, the exact internal processing logics of a GTP-C entity will not be standardized;
i)
for the inter-PLMN case, local configuration may restrict the exchange and use of Overload Control Information across PLMNs;

j)
the GTP-C entity may decide to send different values of Overload Control Information on inter-network (roaming) and on intra-network (non-roaming) interfaces based on local configuration, i.e. the values sent on intra-network interfaces may differ from the values sent on inter-network interfaces. However, on intra-network interfaces, the GTP-C entity should send the same values between the 3GPP and non-3GPP access based interfaces;
X.3.2
Applicability to 3GPP and non-3GPP access based interfaces

The Overload Control feature may be supported on the 3GPP & non-3GPP access based interfaces and nodes as summarized by the Table X.3.2-1.

Table X.3.2-1: Applicability of overload control to 3GPP & non-3GPP access based GTP-C interfaces and nodes

	Originator
	Consumer
	Applicable Interfaces

	MME
	PGW
	S11, S5/S8

SGW relays Overload Control Information from S11 to S5/S8 interface.

	S4-SGSN
	PGW
	S4, S5/S8

SGW relays Overload Control Information from S4 to S5/S8 interface.

	SGW
	MME
	S11

	SGW
	S4-SGSN
	S4

	SGW
	PGW
	S5/S8 

(in MME/S4-SGSN originated signalling towards the PGW)

	PGW
	MME
	S5/S8, S11

SGW relays Overload Control Information from S5/S8 to S11 interface.

	PGW
	S4-SGSN
	S5/S8, S4

SGW relays Overload Control Information from S5/S8 to S4 interface.

	PGW
	TWAN
	S2a (Trusted WLAN access)

	PGW
	ePDG
	S2b (Untrusted WLAN access)


NOTE:
Refer to Annex Y.2 for information on the GTP-C interfaces for which Overload Control is not supported.

X.3.3
Node level overload control

Node level overload control refers to advertising of the overload information at node level, i.e. overload information at node level granularity, and applying the mitigation policies towards the target node based on this information. This helps in preventing severe overload and hence potential breakdown of the GTP-C node.
When a GTP-C entity determines that the offered incoming signalling traffic is growing (or is about to grow) beyond its nominal capacity, it may signal an Overload Control Information IE to instruct its GTP-C peers to reduce the offered load accordingly.
Overload Control is performed independently for each direction between two GTP-C entities. Overload Control may run concurrently, but independently, for each direction between the two GTP-C entities.
Overload control of SGW originated traffic towards the MME/S4-SGSN shall rely on Downlink Data Notification throttling, as specified in subclause 4.3.7.4.1a of 3GPP TS 23.401 [3] and 5.3.6.5 of 3GPP TS 23.060 [35], with the addition that the SGWs should be allowed, by configuration, to throttle DDN requests for low priority, as well as normal priority traffic (the SGW shall then throttle by priority DDN requests for low priority traffic).
X.3.4
APN level overload control

X.3.4.1
General

APN level overload control refers to advertising of the overload information at APN level granularity and hence applying the mitigation policies based on this information to the signalling traffic related to this APN only. Only a PGW may advertise APN level overload information, e.g. when it detects overload for certain APNs (e.g. based on shortage of internal or external resources for an APN (IP address pool)).
NOTE:
When all the internal and external resources, applicable to the APNs, are available for all the APNs served by a PGW, the node level overload information is exactly the same as APN level overload information of that PGW, for each of its APNs, and hence, performing node overload control can be sufficient.

X.3.4.2
Elements of APN overload control
For allowing the effective APN overload control, at least the following information (in addition to the other applicable information for overload control as defined in clause X.3.5.1.2) are required to be advertised by the source node, as part of the APN level overload information:

APN: The APN for which the source node wants to advertise the overload information;
APN-Overload-Reduction-Metric: It indicates the requested overload reduction for the signalling traffic corresponding to a particular APN, as a percentage. Its computation is implementation dependent and it has the same characteristics as the "Overload-Reduction-Metric", described in clause X.3.5.1.2.1, when applied at APN level.

* * * Next Change * * * *

Y.2

GTP-C interfaces not supporting Overload Control

Overload Control has been designed as a generic mechanism possibly applicable to any GTP-C based interface and any direction. However for the reasons clarified below, in the current release, Overload Control is not supported for the following GTP-C based interfaces:

-
S3, S10, S16 (see considerations below, to minimize impact to MME and S4-SGSN);
· -
most of the S3 traffic would remain internal to the combo-node with the deployment of combo-MME/S4-SGSN nodes. The traffic over S10/S16 is also reduced with the deployment of MME and SGSN pools. It is therefore not essential to throttle the traffic on these interfaces when an MME or S4-SGSN experiences overload;

· -
throttling signalling on these interfaces resulting from a user's mobility (inter-MME/S4-SGSN TAU, RAU and Handover) would result in bad end user's perception (handover failure, loss of PDN connections) and so needs to be avoided as far as possible;

· -
an MME or S4-SGSN in overload may drop locally incoming RIM messages without causing GTP-C retransmissions (although this may cause the RAN to retransmit the message).
-
S11/S4 (from an MME/S4-SGSN to an SGW, with SGW as consumer; see consideration below);
-
by allowing the SGW to throttle DDN requests for normal priority traffic, the overload control of the messages originated by the SGW towards the MME/S4-SGSN is covered and hence, an SGW performing overload control towards the MME/S4-SGSN using Overload Control Information would be redundant.
-
S5/S8 (from a PGW to an SGW, with the SGW as a consumer; no signalling message, originated by the SGW towards the PGW, that is identified as requiring overload control);

-
Sm, Sn (no overload scenario identified, limited GTP-C traffic, to avoid impact to the MBMS GW);

-
Sv (no overload scenario identified, to avoid impact to the legacy CS products);

-
S101, S121 (no overload scenario identified, to avoid impact to the legacy HRPD products);

-
Gn/Gp (to avoid impact to the legacy Gn-SGSN/GGSN products and GTPv1-C protocol);

-
S2a (from the TWAN to the PGW, with the PGW as a consumer; no overload scenario identified);

-
S2b (from the ePDG to the PGW, with the PGW as a consumer; no overload scenario identified).

* * * End of Changes * * * *

