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* * * Second Change * * * *
12.1.1.0
General

This specification requires the encoding of additional 3GPP-specific Information Elements for PMIPv6 with the 3GPP Mobility Option, as defined by 3GPP TS 29.282 [24]. The 3GPP specific Information Elements defined by this specification are listed in the table 12.1.1.0-1. 
Table 12.1.1.0-1: 3GPP Specific PMIPv6 Information Elements
	3GPP Specific PMIPv6 Information Element
	3GPP Specific PMIPv6 Information Element Description

	Protocol Configuration Options
	3GPP PCO data, in the format from 3GPP TS 24.008 [16] subclause 10.5.6.3, starting with octet 3.

	3GPP Specific PMIPv6 error code
	3GPP Vendor-Specific PMIPv6 error code, as specified in subclause 12.1.1.1

	PDN GW IP address
	PDN GW IP address, as specified in subclause 12.1.1.4

	DHCPv4 Address Allocation Procedure Indication
	DHCPv4 Address Allocation Procedure Indication, as specified in subclause 12.1.1.5.

	Fully Qualified PDN Connection Set Identifier
	FQ-CSID as specified in subclause 12.1.1.2

	PDN Type Indication
	PDN type indication as specified in subclause 12.1.1.3



	Charging ID
	Charging ID as specified in subclause 12.1.1.6

	Selection Mode
	Selection Mode as specified in subclause 12.1.1.7

	Charging Characteristics
	Subclause 12.1.1.8

	Serving Network
	Subclause 12.1.1.9

	Mobile Equipment Identity
	Subclause 12.1.1.10

	MSISDN
	Subclause 12.1.1.11

	APN Restriction
	Subclause 12.1.1.12

	Maximum APN Restriction
	Subclause 12.1.1.13

	Unauthenticated IMSI
	Subclause 12.1.1.14

	PDN Connection ID
	Subclause 12.1.1.15

	PGW Back-Off Time
	Subclause 12.1.1.16

	Signalling Priority Indication  
	Subclause 12.1.1.17

	Static IP Address Allocation Indication
	Subclause 12.1.1.18

	Additional Protocol Configuration Options
	Subclause 12.1.1.19

	MME/SGSN Identifier
	Subclause 12.1.1.20

	End Marker Notification
	Subclause 12.1.1.21

	Trusted WLAN Mode Indication
	Subclause 12.1.1.22

	Logical Access ID
	Subclause 12.1.1.X


Depending on the need for 3GPP-specific information content, there several items of this information element may be added to the PBU, PBA, BRI, BRA, UPN or UPA.

The subtype for a 3GPP specific PMIPv6 Information Element is defined in 3GPP TS 29.282 [24]. The data format of the 3GPP specific PMIPv6 Information Element is defined in this specification. If the data format is defined by another specification, that specification shall be referenced in the table above.
* * * Third Change * * * *
12.1.1.X Logical Access ID

The purpose of the Logical Access ID information element is to convey the Logical Access ID. The Logical Access ID is implemented by providing both the Relay Identity which is either an IP Address or and FQDN along with the allocated Circuit-ID.
The Logical Access ID is depicted on Figure 12.1.1.X-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Relay Identity Type
	

	
	2
	Relay Identity Length
	

	
	3 to k
	Relay Identity
	

	
	(k+1) to (k+2)
	Circuit-ID Length
	

	
	(k+3) to q
	Circuit-ID
	


Figure 12.1.1.X-1: Logical Access ID
The Relay Identity Type is encoded in octet 1. It indicates the type of identify as described in Table 12.1.1.X-1. The Relay Identify Length is encoded in the octet 2. It indicates the length of the relay identity. The octets 3 to K contains the Relay Idenfity. If the Relay Identity type is set to 1 (i.e. an FQDN), it is encoded as described in section 3.1 of IETF RFC 1035 [31] but excluding the trailing zero byte. The Circuit-ID length in the octet (k+1) to (k+2) indicates the length of the Circuit-ID. The Circuit-ID is as defined in IETF RFC 3046 [X], it is encoded in octets (k+3) to q as an Octetstring and provided by the Relay.
Table 12.1.1-X: Relay Identity Type

	Relay Identity Type
	Values (Decimal)

	IPv4 or IPv6 Address
	0

	FQDN
	1


* * * 4th of Change * * * *
13.1.2
TWAN procedures

In PMIPv6 mode, the TWAN shall follow the MAG procedure for the PMIPv6 PDN Connection Creation as outlined in subclause 5.1.2.

If the transparent single-connection mode is used as specified in 3GPP TS 23.402 [3], the TWAN may include Additional Protocol Configuration Options IE in PBU to retrieve additional IP configuration parameters from the PGW (e.g. DNS server). 
The TWAN shall include the Trusted WLAN Mode Indication for single-connection mode or multi-connection mode. It shall not do so for transparent single-connection mode. The PGW shall assume that transparent single-connection mode is used if it receives the PBU from the TWAN without this IE.
If the single-connection mode or multi-connection mode is used as specified in 3GPP TS 23.402 [3], the TWAN shall include Protocol Configuration Options IE in PBU if the TWAN receives the PCO from the UE.
NOTE: 
The Access Network Identifier Option IE defined in this specification contains similar information as the TWAN Identifier IE defined for GTPv2 in 3GPP TS 29.274 [22]. The Access Network Identifier Option information does not relate to the Access Network Identity (ANID) defined in 3GPP TS 24.302 [39].
The TWAN shall include the Access Network Identifier Option IE in the PBU message and set its contents as follows:

-
the Access Network Identifier Option IE shall contain the SSID and should contain at least the BSSID and/or the civic address of the access point to which the UE is attached. It may also contain the identifier of the TWAN operator, i.e. either the TWAN PLMN-ID if the TWAN is operated by a mobile operator, or the TWAN Operator Name otherwise; 
-
the SSID and the BSSID (when present) shall be encoded in the Network-Identifier sub-option as specified in IETF RFC 6757 [37], respectively in the "Network Name" field and the "Access-Point Name" field; 
-
the TWAN PLMN-ID (when present) shall be encoded in the Operator-Identifier sub-option with the "Operator-Identifier (Op-ID) Type" field set to "2" indicating realm of the operator. The TWAN PLMN-ID shall indicate the PLMN-ID of the TWAN operator and shall be encoded as specified in subclause 19.2 of 3GPP TS 23.003 [12];

-
the TWAN Operator Name (when present) shall be encoded in the Operator-Identifier sub-option with the "Operator-Identifier (Op-ID) Type" field set to "2" indicating realm of the operator. The TWAN Operator Name shall indicate the realm name of the TWAN operator and shall be encoded as specified in subclause 19.x of 3GPP TS 23.003 [12]. 
In the case the Logical Access ID is the location information to be sent, it is included as a Logical Access ID IE in the PBU message. It is included along with Acess Network Identifier Option IE.
Editor's Note: it is FFS how to encode the Civic Address Information. This could be encoded e.g. as the country code (2 octets) and civic address elements as per IETF RFC 4776 subclause 3.2 or e.g. as per IETF RFC 5139 / draft-pazhyannur-netext-civic-location-ani-subopt-00.
Editor's Note: It is FFS whether the PGW needs to be able to distinguish the TWAN PLMN-ID vs. the TWAN Operator Name, and if so, how to do so. 
The TWAN shall include the Serving Network IE in PBU and set it to the PLMN identity of the selected PLMN used for 3GPP-based access authentication. The selected PLMN is the PLMN of the 3GPP AAA Proxy in roaming case and the PLMN of the 3GPP AAA Server in non-roaming case.
* * * End of Change * * * *
