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1. Introduction
CT4 is currently studying GTP-C load/overload control mechanisms. This contribution is an input for the related TR.
2. Reason for Change
The TR is concluded, however due to oversight some of the Editor's Notes, which should have been handled during the conclusion phase, are not removed. This P-CR proposes to remove those Editor's Notes.
1/ Clause 5.3.2.2 "Using a subset of the applicable messages" (under Frequency of inclusion of Load Control Information)

- Editor's Note: During the conclusion, the above variant may or may not be selected along with the Alternative 1.
The above aspect was handed during the conclusion and it was decided to allow the sender to select subset of the applicable messages for including the Load Control Information IE. Hence, the above note can be removed.

2/, 3/, 4/ Similar to the above, Editor's Notes are present in 5.3.3.2, 6.3.2.2 and 6.3.3.2. These notes were handled during the conclusion phase and hence should be removed.

5/ The following in clause 6.8 is just a information to the reader and hence can be removed now.
- Editor's Note:  this clause captures the generic behaviour of the GTP-C entities independently from any particular overload control format or solution. 

3. Conclusions

To remove the unnecessary Editor's Notes from the TR.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.807 v1.1.0.
* * * First Change * * * *

5.3.2.2
Using a subset of the applicable messages

In this variant of this alternative, the sender only uses subset of the applicable messages for propagating the Load Control Information. Out of all the applicable messages, which can carry the Load Control Information, the sender defines its own subset of messages and applies the principles described in the clause 5.3.2.1. The intention of using a subset of messages is to avoid sending of the Load Control Information in some of the messages which are sent less frequently.

Since the subset of the messages used by a sender is specific to that sender and not known to the receiver and also since this subset may differ between two different senders, the receiver shall support the handling of the Load Control Information in all the applicable messages, which can carry Load Control Information.


* * * Next Change * * * *

5.3.3.2
Using a subset of the applicable messages

In this variant of this alternative, the sender only uses subset of the applicable messages for propagating the Load Control Information. Out of all the applicable messages, which can carry the Load Control Information, the sender defines its own subset of messages and applies the principles described in the clause 5.3.3.1. The intention of using a subset of messages is to avoid sending of the Load Control Information in some of the messages which are sent less frequently. The receiver shall continue to use the earlier received Load Control Information until new information is received.

Since the subset of the messages used by a sender is specific to that sender and not known to the receiver and also since this subset may differ between two different senders, the receiver shall support the handling of the Load Control Information in all the applicable messages, which can carry Load Control Information.


* * * Next Change * * * *

6.3.2.2

Using a subset of the applicable messages

In this variant of this alternative, the sender only uses subset of the applicable messages for propagating the Overload Control Information. Out of all the applicable messages, which can carry the Overload Control Information, the sender defines its own subset of messages and applies the principles described in the clause 6.3.2.1. The intention of using a subset of messages is to avoid sending of the Overload Control Information in some of the messages which are sent less frequently.

Since the subset of the messages used by a sender is specific to that sender and not known to the receiver and also since this subset may differ between two different senders, the receiver shall support the handling of the Overload Control Information in all the applicable messages, which can carry the Overload Control Information.


* * * Next Change * * * *

6.3.3.2

Using a subset of the applicable messages

In this variant of this alternative, the sender only uses subset of the applicable messages for propagating the Overload Control Information. Out of all the applicable messages, which can carry the Overload Control Information, the sender defines its own subset of messages and applies the principles described in the clause 6.3.3.1. The intention of using a subset of messages is to avoid sending of the Overload Control Information in some of the messages which are sent less frequently. The receiver shall continue to use the earlier received Overload Control Information until the old information is valid (e.g. based on the validity period of the old information) or until the new information is received.

Since the subset of the messages used by a sender is specific to that sender and not known to the receiver and also since this subset may differ between two different senders, the receiver shall support the handling of the Overload Control Information in all the applicable messages, which can carry the Overload Control Information.


* * * Next Change * * * *

6.8
Behaviours of GTP-C entities


6.8.1
Sender of overload information

The mechanism to detect that a node enters overload is implementation specific. The computation can e.g. include any resource that is limited and consumed by GTP-C signalling such as CPU utilization, processor interrupts, I/O throughput, internal message queue depths.

Please refer to clause 6.9.3.1 and 6.9.3.2 for the potential alternatives depicting the detailed behaviour of the sender while providing the overload information. Refer to clause 6.9.4 for the exact behaviour of the sender while providing the overload information.

If a receiving GTP-C entity decides to not process a request, but is still able to answer, it should answer possibly with a new error cause indicating a node or an APN overload in addition to signalling overload information. This avoids the retransmissions of the GTP-C messages; these causes can also be used e.g. for dedicated metrics and to assess the efficiency of the overload mechanism.
6.8.2
Receiver of overload information

Upon receipt of an overload information in a GTP-C message from a GTP-C entity with which the support for the overload control mechanism has been enabled, the receiving GTP-C entity shall update the overload information for this GTP-C entity, with the parameters received in the overload information. The receiver shall overwrite the existing information with the newly received information for the given peer, when the newly provided information is more recent than the earlier provided information from the same peer. Please refer to clause 6.9.3.1 and 6.9.3.2 for the potential alternatives depicting the detailed behaviour of the receiver (based on the corresponding behaviour of the sender while providing the overload information). Refer to clause 6.9.4 for the exact behaviour of the receiver while handling of the overload information.

* * * End of Changes * * * *

