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1. Introduction

Cleanup of the TR.
2. Reason for Change

With Sol-B, the impacts on SIP are clearly stated in the TR as follows:

-
Inclusion of IMSI of the corresponding subscriber in the terminating SIP requests (e.g. SIP INVITE) when the S-CSCF sends the message to the P-CSCF for further routing to the PCRF.
-    Addition of a specific indication for P-CSCF Restoration in the terminating SIP requests.
The Editor’s Note regarding “It is to be investigated what is the impact on SIP.” can be removed, since it cannot be seen what needs to be further investigated in TR stage.
3. Conclusions

None
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.806 v1.2.0.

* * * First Change * * * *

6.3.3.1
Procedures

The following figures illustrate the details of this alternative. Protocol impacts with this alternative are indicated with Red. 
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Figure 6.3.3.1-1: Alternative P-CSCF and PCRF Based Restoration for 3GPP accesses
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Figure 6.3.3.1-2: Alternative P-CSCF and PCRF Based Restoration for S2a access
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Figure 6.3.3.1-3: Alternative P-CSCF and PCRF Based Restoration for S2b access
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Figure 6.3.3.1-4: Alternative P-CSCF and PCRF Based Restoration for S2c access
1. An S-CSCF, IBCF or ATCF or other adjacent node of the failed P-CSCF node receives a SIP INVITE message. At this moment, the adjacent node knows that the associated P-CSCF is down or has restarted. This is known by a local management/supervision protocol within an operator network. 
Since this procedure does not deliver the incoming SIP INVITE message to the UE, the S-CSCF will eventually report the SIP time out to the originating party. 

2. An S-CSCF, IBCF or ATCF or any other adjacent node forwards the SIP INVITE message to an alternative P-CSCF. The alternative P-CSCF is chosen based on the local configuration. If the failed P-CSCF has been recovered, then the failed P-CSCF would most likely be the alternative P-CSCF. If multiple IMS services are provided in the operator network, an alternative P-CSCF is chosen by the adjacent node that is capable to provide the IMS service associated to the received INVITE message.

The S-CSCF populates the IMSI information into the SIP INVITE message. The IMSI can be coded in the "username" header field parameter in the Authorization header field in accordance with 3GPP TS 24.229 [3].
The IBCF or ATCF may also populate the IMSI information into the SIP INVITE message if the SIP INVITE message needs to be sent to the alternative P-CSCF and there is no IMSI yet populated at the S-CSCF. 
The IMSI information may be subtracted by the P-CSCF.

NOTE 1:
The section 6.3.3.1.1 describes a possible standardized way to detect an adjacent node failure.

Then the alternative P-CSCF checks the received SIP INVITE message to determine whether this message is due to a P-CSCF failure. This check could be made by for example: Executing both 1) Checking whether corresponding subscriber data is already installed; and 2) Check the Route header field whether it contains the failed P-CSCF information.
Alternatively, an S-CSCF, IBCF or ATCF or any other adjacent node generates a suitably defined SIP OPTION message that can indicate that the P-CSCF associated with the called UE has been unavailable and that the UE needs IMS re-registration.
Alternatively, an S-CSCF, IBCF or ATCF or any other adjacent node can set an explicit indication in the SIP INVITE message indicating that this SIP INVITE message is sent due to the P-CSCF failure.
Once the alternative P-CSCF confirms that the terminating UE has most likely encountered the P-CSCF failure and not yet re-registered to the IMS, the following procedure takes place as an UE recovery procedure.

NOTE 2:
The section 6.3.3.1.2 describes a possible standardized way to configure an alternative P-CSCF per UE. At least, the PCRF associated with the UE has to be accessible from the chosen alternative P-CSCF.
NOTE 3:
The P-CSCF partial failure occurs, e.g. the SIP on the P-CSCF works but the P-CSCF has no subscriber data, the S-CSCF, IBCF or ATCF or any other adjacent node may not be able to detect such failure, and then just forwards the SIP INVITE message to the partial failure P-CSCF. The partial failure P-CSCF behaves the same as the alternative P-CSCF as described in the following steps.
3. The alternative P-CSCF sends a dedicated AAR command to the original PCRF that has been associated with the UE. This message should contain at least following information in order to find the associated PCRF for the terminating UE.
-
Auth-Session-State AVP: This AVP set to No_State_Maintained indicates that this AAR/AAA command pair is used dedicatedly and transiently for the P-CSCF restoration procedure. Stateless will be given, i.e. no resource reservation or new session association is required. 
-
User IP address: The User IP address is extracted from the Request-Line in the received SIP INVITE message and set to either the Frame-IP-Address AVP or the Framed-IPv6-Prefix AVP if alternative P-CSCF knows that there is no address translation functions in the failed P-CSCF based on the operator configuration. Note that the User IP address is populated to the Request-Line in the SIP INVITE message by the S-CSCF after the called party identity is properly translated.
-
Subscription-id AVP: The IMSI is set to the Subscription-id AVP if available in the alternative P-CSCF. This information may be obtained from the IMSI information in the received SIP INVITE message.

-
IP Domain: The alternative P-CSCF may set the IP-Domain-Id AVP based on the local configuration.
However, if the IMSI is not available in the alternative P-CSCF there is a limitation that alternative P-CSCF has to be configured with only one IP Domain to interwork with if IPv4 is assigned to the end user for the IMS service and multiple IP domains are deployed in the operator network”.
-
PDN ID: The alternative P-CSCF  sets static characters of an APN, for example "IMS APN" or "Emergency APN", or so-called "well known IMS APN" as described in the GSMA IR.92 [7] to the Called-Station-Id AVP based on the local configuration.

Based on the Auth-Session-State AVP, the PCRF understands that this AAR command is specific for the P-CSCF restoration purpose and that no state is maintained. The PCRF sends a dedicated AAA command to the alternative P-CSCF.

4. The PCRF sends a RAR command to the P-GW/GGSN that has been associated with the UE. This message contains an indication for P-CSCF Restoration. 

If the PCRF knows that the UE has accessed the IMS service from non-3GPP access, then the PDN GW initiated bearer deactivation procedure should be instructed. The access type the UE is connected for the IMS service can be known in the P-GW/GGSN by referring to internal information in the PGW/GGSN. For example, RAT Type information. The P-GW/GGSN sends an RAA command to the PCRF.

NOTE 4:
It should be noted that the update bearer request message procedure does not work for UEs based on release 8 and earlier. 
NOTE 5:
It should be noted that using the PDN GW initiated bearer deactivation procedure is a relatively heavy procedure compared to the update bearer request message procedure. Especially, if the UE has a single PDN connection to the IMS, this procedure forces UE to detach from the EPS network. Thereafter the UE attaches to the EPS again and the IMS level registration procedure follows. With this observation, using the PDN GW initiated bearer deactivation procedure causes not only many signalling messages but also a long service disruption.

5. Upon receiving an RAR with an indication for P-CSCF Restoration from the PCRF in the step 4, one of following procedure takes place.

-
The update bearer request message procedure as a subset of the existing Release 9 based P-CSCF restoration procedure if the P-GW/GGSN knows that the UE supports the PCO based P-CSCF restoration, see section 6.3.3.2.x.
-
The PDN GW initiated bearer deactivation procedure with "reactivation requested" if the P-GW/GGSN has no knowledge if the UE supports the PCO based P-CSCF restoration or knows that the UE does not support the PCO based P-CSCF restoration.

-
For the S2a, the PDN GW initiated bearer deactivation procedure to the trusted non 3GPP access domain.
It should be noted that although this procedure does not request UE to re-attach to the IMS explicitly by signalling, it is assumed that IMS compliant UE shall re-attempt to obtain IMS service soon after detached from the IMS service.

-
For the S2b, the PDN GW initiated bearer deactivation procedure to the ePDG.
It should be noted that although this procedure does not request UE to re-attach to the IMS explicitly by signalling, it is assumed that IMS compliant UE shall re-attempt to obtain IMS service soon after detached from the IMS service.

-
For  the S2c, the Network initiated detach procedure as described in the 3GPP TS 24.303 [10]).
It should be noted that although this procedure does not request UE to re-attach to the IMS explicitly by signalling, it is assumed that IMS compliant UE shall re-attempt to obtain IMS service soon after detached from the IMS service.
With this solution alternative, the following impacts on the S-CSCF/P-CSCF/PCRF and Mw/Rx interfaces are expected:

-
The SIP Terminating Requests from the S-CSCF or the adjacent node to the alternative P-CSCF over Mw interface may need to be enhanced to include an indication for P-CSCF Restoration. Or the alternative P-CSCF may check the received SIP INVITE message to determine whether this message is due to a P-CSCF failure.
-
The dedicated AAR command over Rx interface needs to include an indication for P-CSCF Restoration, and the corresponding information required to find the PCRF and perform the session binding (i.e. the corresponding public IP address or private IP address and if available, the IP address domain of the UE, or Subscription-Id and the APN for IMS PDN Connection related to the terminating request.
-
The S-CSCF may hold the SIP terminating request in case the original P-CSCF fails. Once after the UE is registered again, the S-CSCF is able to continue the pending terminating procedure.
-
The P-CSCF needs to identify the indication for P-CSCF Restoration within a SIP Terminating Request from the S-CSCF for a user of which the P-CSCF does not store any information, and sends a dedicated AAR command over Rx with an indication for P-CSCF Restoration, the APN for IMS PDN Connection, the corresponding IP address of the UE, the IP domain ID if received in the SIP terminating request as part of the Contact address and/or Subscription-Id related to the terminating request.
-
The PCRF needs to identify the indication for P-CSCF Restoration, the APN for IMS PDN Connection and the corresponding IP address of the UE and/or Subscription-Id for which the P-CSCF Restoration is to be performed within a dedicated AAR command, and sends an RAR to PGW/SGW over Gx/Gxx in order to update or release the IP-CAN session of the UE identified by the IP address and/or Subscription-Id of the UE, corresponding to the IMS PDN connection. The dedicated AAR will include the Auth-Session-State AVP set to NO_STATE_MAINTAINED to indicate to the PCRF that stateless treatment is expected, i.e. no resource reservation or new session association is required.

* * * End of Changes * * * *

_1459750633.vsd

_1459750717.vsd

_1459750371.vsd

_1459750443.vsd

