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1. Reason for Change
This contribution describes the information Elements/AVP defined for the Diameter Inter Prose Function application.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.345 v0.1.0.
*******
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".






[x1]
IETF RFC 3588: "Diameter Base Protocol".

[x2]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol".

[x3]
IETF RFC 4072: "Diameter Extensible Authentication Protocol (EAP) Application".

[x4]
3GPP TS 29.329: "Sh Interface based on the Diameter protocol".

[x5]
3GPP TS 32.299: "Charging management; Diameter charging applications".

[x6]
3GPP TS 29.344: "Proximity-services (Prose) Function to Home Subscriber Server (HSS) aspects (PC4); Stage 3".
[x7]
3GPP TS 29.273: "Evolved Packet System (EPS); 3GPP EPS AAA interfaces".

[x8]
3GPP TS 29.272: "Evolved Packet System (EPS); Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".
[x9]
Wi-Fi Alliance Technical Committee P2P Task Group, "Wi-Fi Peer-to-Peer (P2P) Technical Specification", Version 1.1.

[x10]
3GPP TS 23.003: "Numbering, addressing and identification".

* * * Next Change * * * *

6.3
Information Elements

6.3.1
General
The following table specifies the Diameter AVPs defined for the PC6/PC7 interfaces, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
For all AVPs which contain bit masks and are of the type Unsigned32 e.g., ALR-Flags, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 shall be used.
Table 6.3.1/1: PC6/PC7 specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	ALA-Flags
	xxxx
	6.3.2
	Unsigned32
	M, V
	
	
	
	No

	ALR-Flags
	xxxx
	6.3.3
	Unsigned32
	M, V
	
	
	
	No

	App-Layer-User-Id
	xxxx
	6.3.4
	UTF8String
	M, V
	
	
	
	No

	Assistance-info
	xxxx
	6.3.5
	Grouped
	M, V
	
	
	
	No

	Assistance-Info-Validity-Timer
	xxxx
	6.3.6
	Unsigned32
	M, V
	
	
	
	No

	Cancellation-Type
	xxxx
	6.3.7
	Unsigned32
	M, V
	
	
	
	No

	Discovery-Type
	xxxx
	6.3.8
	Unsigned32
	M, V
	
	
	
	No

	
	xxxx
	
	
	
	
	
	
	

	Filter-Id
	xxxx
	6.3.12
	OctetString
	M, V
	
	
	
	No

	MAC-Address
	xxxx
	6.3.14
	UTF8String
	M, V
	
	
	
	No

	Match-Report
	xxxx
	6.3.15
	Grouped
	M, V
	
	
	
	No

	Operating-Channel
	xxxx
	6.3.17
	Unsigned32
	M, V
	
	
	
	No

	P2P-Features
	xxxx
	6.3.18
	Unsigned32
	M, V
	
	
	
	No

	PAA-Flags
	xxxx
	6.3.19
	Unsigned32
	M, V
	
	
	
	No

	PAR-Lags
	xxxx
	6.3.20
	Unsigned32
	M, V
	
	
	
	No

	PCA-Flags
	xxxx
	6.3.21
	Unsigned32
	M, V
	
	
	
	No

	PCR-Lags
	xxxx
	6.3.22
	Unsigned32
	M, V
	
	
	
	No

	PDA-Flags
	xxxx
	6.3.23
	Unsigned32
	M, V
	
	
	
	No

	PDR-Flags
	xxxx
	6.3.24
	Unsigned32
	M, V
	
	
	
	No

	PIA-Flags
	xxxx
	6.3.25
	Unsigned32
	M, V
	
	
	
	No

	PIR-Flags
	xxxx
	6.3.26
	Unsigned32
	M, V
	
	
	
	No

	PLA-Flags
	xxxx
	6.3.27
	Unsigned32
	M, V
	
	
	
	No

	PLR-Flags
	xxxx
	6.3.28
	Unsigned32
	M, V
	
	
	
	No

	PMA-Flags
	xxxx
	6.3.29
	Unsigned32
	M, V
	
	
	
	No

	PMR-Flags
	xxxx
	6.3.30
	Unsigned32
	M, V
	
	
	
	No

	PRA-Flags
	xxxx
	6.3.31
	Unsigned32
	M, V
	
	
	
	No

	ProSe-App-Code
	xxxx
	6.3.32
	UTF8String
	M, V
	
	
	
	No

	ProSe-App-Id
	xxxx
	6.3.33
	UTF8String
	M, V
	
	
	
	No

	ProSe-App-Mask
	xxxx
	6.3.34
	UTF8String
	M, V
	
	
	
	No

	ProSe-Discovery-Filter
	xxxx
	6.3.36
	Grouped
	M, V
	
	
	
	No

	PRR-Flags
	xxxx
	6.3.37
	Unsigned32
	M, V
	
	
	
	No

	ProSe-Validity-Timer
	xxxx
	6.3.38
	Unsigned32
	M, V
	
	
	
	No

	Requesting-EPUID
	xxxx
	6.3.39
	UTF8String
	M, V
	
	
	
	No

	
	xxxx
	
	
	
	
	
	
	

	
	xxxx
	
	
	
	
	
	
	

	Targeted-EPUID
	xxxx
	6.3.42
	UTF8String
	M, V
	
	
	
	No

	Time-Window
	xxxx
	6.3.43
	Unsigned32
	M, V
	
	
	
	No

	UE-Id
	xxxx
	6.3.44
	Grouped
	M, V
	
	
	
	No

	WiFi-P2P-Assistance-Info
	xxxx
	6.3.46
	Grouped
	M, V
	
	
	
	No

	WLAN-Assistance-Info
	xxxx
	6.3.47
	Grouped
	M, V
	
	
	
	No

	WLAN-Link-Layer-Id
	xxxx
	6.3.48
	OctetString
	M, V
	
	
	
	No

	WLAN-Link-Layer-Id-List
	xxxx
	6.3.49
	Grouped
	M, V
	
	
	
	No

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V", indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [x1]. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table specifies the Diameter AVPs re-used by the PC6/PC7 interfaces from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within PC6/PC7 interfaces. 
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.3.1/2.
Table 6.3.1/2: PC6/PC7 re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	Supported-Features
	3GPP TS 29.229 [x2]
	
	

	EAP-Master-Session-Key
	IETF RFC 4072 [x3]
	
	

	Feature-List-ID
	3GPP TS 29.229 [x2]
	
	

	Feature-List
	3GPP TS 29.229 [x2]
	See section 7.3.10
	

	MSISDN
	3GPP TS 29.329 [x4]
	
	

	User-Name
	IETF RFC 3588 [x1]
	
	

	Location-Estimate
	3GPP TS 32.299 [x5]
	
	

	ProSe-Permission-List
	3GPP TS 29.344 [x6]
	
	

	SSID
	3GPP TS 29.273 [x7]
	
	

	Visited-PLMN-Id
	3GPP TS 29.272 [x8]
	
	

	NOTE 1: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


6.3.2
ALA-Flags
The ALA-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.2/1:
Table 6.3.2/1: ALA-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.3
ALR-Flags
The ALR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.3/1:
Table 6.3.3/1: ALA-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.4
App-Layer-User-Id
The App-Layer-User-Id AVP is of type UTF8String. This AVP contains an identity identifying a user within the context of a specific application (e.g. alice@social.net).
6.3.5
Assistance-info
The Assistance-Info AVP is of type Grouped. It shall contain the information for direct discovery and communications between UEs.

The AVP format shall conform to:



Assistance-Info ::=
<AVP header: xxx4 10415>

[ WLAN-Assistance-Info ]

*[AVP]

6.3.6
Assistance-Info-Validity-Timer
The Assistance-Info-Validity-Timer AVP is of type Unsigned32 and it shall contain the maximum number of seconds of validity of the provided assistance information.
6.3.7
Cancellation-Type
The Cancellation-Type AVP is of type Unsigned32 and contains a 32-bit address space representing types of Cancellation Request. The following values are defined:

PROXIMITY_REQUEST (0)

This value is used when the Cancellation Request message is sent to indicate that the service authorization for ProSe Direct Discovery and ProSe Direct Communication is revoked for this UE.

SERVICE_AUTHORIZATION (1)

This value is used when the Cancellation Request message is sent for indicating that the Proximity Request sent earlier is cancelled a UE requesting authorization for announcing.

6.3.8
Discovery-Type
The Discovery-Type AVP is of type Unsigned32 and contains an 32-bit address space representing types of Direct Discovery Authorization Request. The following values are defined:

ANNOUNCING_REQUEST (0)

This value is used when the Direct Discovery Authorization Request message is sent for a UE requesting authorization for announcing.

MONITORING_REQUEST (1)

This value is used when the Direct Discovery Authorization Request message is sent for a UE requesting authorization for announcing.
6.3.9
EAP-Master-Session-Key
The EAP-Master-Session-Key AVP is of type OctetString and it shall contains keying material for protecting the communications between UEs. This AVP is defined in the IETF RFC 4072 [x3]
6.3.10
Feature-List-ID AVP

The syntax of this AVP is defined in 3GPP TS 29.229 [x2]. For this release, the Feature-List-ID AVP value shall be set to 1.

6.3.11
Feature-List AVP

The syntax of this AVP is defined in 3GPP TS 29.229 [x2]. A null value indicates that there is no feature used by the application.
NOTE:
There is no feature defined for this release.
6.3.12
Filter-Id
The Filter-Id AVP is of type OctectString. This AVP shall contains the identifier of a Discovery Filter.

6.3.13
Location-Estimate

The Location-Estimate AVP  is of type OctetString and it shall contain an estimate of the location of an MS in universal coordinates and the accuracy of the estimate. This AVP is defined in the 3GPP TS 32.299 [x5].
6.3.14
MAC-Address

The MAC-Address AVP is of type UTF8String and it shall contain a 6-octet MAC address used as link layer identifier for discovery and communication. It shall be encoded in upper-case ASCII characters with the octet values separated by dash characters. It shall contain a string of 17 octets. Example: "00-10-A4-23-19-C0". 

6.3.15
Match-Report
The Match-Report AVP is of type Grouped. It shall contain a ProSe Application Code, the associated ProSe Application ID Name and the time window for which the ProSe Application Code is valid.

The AVP format shall conform to:



Match-Report ::=

<AVP header: xxx4 10415>

{ ProSe-App-Code }

{ ProSe-App-Id }

{ Time-Window }

*[AVP]

6.3.16
MSISDN
The MSISDN AVP is of type OctetString. This AVP contains an MSISDN, in international number format as described in ITU-T Rec E.164 [8]. This AVP is defined in the 3GPP TS 29.329 [x4].
6.3.17
Operating-Channel
The Operating-Channel AVP is of type Unsigned32 and it shall contain the operating channel in MHz on which Wi-Fi P2P discovery and communication should take place.
6.3.18
P2P-Features
The P2P-Features AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.18/1:
Table 6.3.18/1: P2P-Features
	bit
	name
	Description

	0
	Group Owner Indication
	This bit, when set, shall indicate that the UE should implement the Group Owner (GO) functionality specified in the Wi-Fi P2P specification [x9]. When not set, this bit shall indicate the UE should behave as a Wi-Fi P2P client that attempts to discover and associate with a GO.

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.19
PAA-Flags
The PAA-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.19/1:
Table 6.3.19/1: PAA-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.20
PAR-Flags
The PAR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.20/1:
Table 6.3.20/1: PAR-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.21
PCA-Flags
The PCA-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.21/1:
Table 6.3.21/1: PCA-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.22
PCR-Flags
The PCR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.22/1:
Table 6.3.22/1: PCR-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.23
PDA-Flags
The PDA-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.23/1:
Table 6.3.23/1: PDA-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.24
PDR-Flags
The PDR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.24/1:
Table 6.3.24/1: PDR-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.25
PIA-Flags
The PIA-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.25/1:
Table 6.3.25/1: PIA-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.26
PIR-Flags
The PIR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.26/1:
Table 6.3.26/1: PIR-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.27
PLA-Flags
The PLA-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.27/1:
Table 6.3.27/1: PLA-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.28
PLR-Flags
The PLR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.28/1:
Table 6.3.28/1: PLR-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.29
PMA-Flags
The PMA-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.29/1:
Table 6.3.29/1: PMA-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.30
PMR-Flags
The PMR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.30/1:
Table 6.3.30/1: PMR-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.31
PRA-Flags
The PRA-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.31/1:
Table 6.3.31/1: PRA-Flags
	bit
	name
	Description

	
	
	

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.32
ProSe-App-Code
The ProSe-App-Code AVP is of type UTF8String. This AVP contains a ProSe Application Code (see 3GPP TS 23.003 [x10]) is associated with a ProSe Application ID.

6.3.33
ProSe-App-Id
The ProSe-App-Id AVP is of type UTF8String. This AVP contains a ProSe Application ID (see 3GPP TS 23.003 [x10]).
6.3.34
ProSe-App-Mask
The ProSe-App-Mask AVP is of type UTF8String. This AVP contains a ProSe Application Mask (see 3GPP TS 23.003 [x10]).
6.3.35
ProSe-Permission-List
The ProSe- Permission-List AVP is of type Unsigned32 and it shall contain a bit mask that indicates the permissions for ProSe subscribed by the user. This AVP is defined in the 3GPP TS 29.344 [x6].







6.3.36
ProSe-Discovery-Filter
The ProSe-Discovery-Filter AVP is of type Grouped. It shall contain the Filter ID, the ProSe Application ID name, the corresponding ProSe Application Codes and/or ProSe Application Mask, and the associated validity timer.

The AVP format shall conform to:



ProSe-Authorization-Info::=

<AVP header: xxx4 10415>

{ Filter-Id }

{ ProSe-App-Id }

{ ProSe-Validity-Timer }

1*[ ProSe-App-Code ]

[ ProSe-Appl-Mask ]

*[AVP]

6.3.37
PRR-Flags
The PRR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.37/1:
Table 6.3.37/1: PRA-Flags
	bit
	name
	Description

	0
	WLAN Indication
	This bit, when set, shall indicate the UE is requested EPC support for WLAN direct discovery and communication

	NOTE: 
Bits not defined in this table shall be cleared by the sending ProSe Function and discarded by the receiving ProSe Function.


6.3.38
ProSe-Validity-Timer
The ProSe-Validity-Timer AVP is of type Unsigned32 and it shall contain the maximum number of seconds of validity of a ProSe Application Code.
6.3.39
Requesting-EPUID
The Requesting-EPUID AVP is of type UTF8String. This AVP contains an identifier for EPC-level ProSe Discovery and EPC support for WLAN direct communication that uniquely identifies a UE registered for ProSe triggering a Proximity request.
6.3.40
Supported-Features

The Supported-Features AVP is of type Grouped and it informs the destination host about the features that the origin host supports for the application. This AVP is defined in the 3GPP TS 29.229 [x2].
6.3.41
SSID
The SSID AVP is of type UTF8String and it shall contain the Service Set Identifier which identifies a specific 802.11 extended service set (see IEEE Std 802.11-2012 [40]). This AVP is defined in the 3GPP TS 29.273 [x7].
6.3.42
Targeted-EPUID
The Targeted-EPUID AVP is of type UTF8String. This AVP contains an identifier for EPC-level ProSe Discovery and EPC support for WLAN direct communication that uniquely identifies a UE registered for ProSe targeted by a Proximity request.
6.3.43
Time-Window
The Time-Window AVP is of type Unsigned32 and it shall contain the maximum number of seconds of validity of the Proximity request.

6.3.44
UE-Id
The UE-Id AVP is of type Grouped. It shall contain the UE identity used as identifier of a ProSe service subscribed by the user..

The AVP format shall conform to:



UE-Id ::=

<AVP header: xxx4 10415>

[ MSISDN ]

[ User-Name ]

*[AVP]

6.3.45
Visited-PLMN-Id
The Visited-PLMN-Id AVP is of type OctetString. This AVP shall contain the concatenation of MCC and MNC. This AVP is defined in the 3GPP TS 29.272 [x8].
6.3.46
WiFi-P2P-Assistance-Info
The WiFi-P2P-Assistance-Info AVP is of type Grouped. It shall contain information to assist WLAN direct discovery and communication as required by the Wi-Fi P2P technology.

The AVP format shall conform to:



WiFi-P2P-Assistance-Info ::=

<AVP header: xxx4 10415>

[ SSID ]

[ EAP-Master-Session-Key ]

[ P2P-Features ]

[ WLAN-Link-Layer-Id-List ]

[ WLAN-Link-Layer-Id-List ]

[ Operating-Channel ]

[ Assistance-Info-Validity-Timer ]

*[AVP]

6.3.47
WLAN-Assistance-Info
The WLAN-Assistance-Info AVP is of type Grouped. It shall contain information to assist WLAN direct discovery and communication required for WLAN direct discovery and communication between UEs.

The AVP format shall conform to:



WLAN-Assistance-Info ::=

<AVP header: xxx4 10415>

[ WiFi-P2P-Assistance-Iinfo ]

*[AVP]

6.3.48
WLAN-Link-Layer-Id
The WLAN-Link-Layer-Id AVP is of type Grouped. It shall contain a link layer identity used for WLAN direct discovery and/or WLAN direct communication.

The AVP format shall conform to:



WLAN-Link-Layer-Id ::=

<AVP header: xxx4 10415>

[ MAC-Address ]

*AVP

6.3.49
WLAN-Link-Layer-Id-List
The WLAN-Link-Layer-Id-List AVP is of type Grouped. It shall contain a list of WLAN Link Layer IDs provided to a UE implementing the Group Owner functionality in a Wi-Fi P2P group.

The AVP format shall conform to:



WLAN-Link-Layer-Id-List ::=

<AVP header: xxx4 10415>

*[ WLAN-Link-Layer-Id ]

*AVP

* * * End of Changes * * * *

