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1. Introduction
This aim of this contribution is to propose some text for the empty subclauses in the current TR.
2. Reason for Change
The idea is to complete the TR.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.809 v1.0.0.
* * * First Change * * * *

5
Impacts of Diameter Overload in 3GPP Networks

5.1
Introduction

The following subclauses explain the problem of overload over Diameter signalling networks, identify the limitations of the existing standard mechanisms to detect, prevent and overcome overload situations, and describe the causes and impacts of Diameter overload in 3GPP Diameter-based networks.
* * * Next Change * * * *

5.3.2
Overload of the HSS

5.3.2.1
Introduction

The following subclauses describe the possible causes and impacts of overload over Diameter-based interfaces towards the HSS.
5.3.2.2
Causes of Overload

HSS may be overloaded due to registration and mobility management events such as a massive number of Attach and default bearer requests in a short period of time.
This may be triggered, for example, when a large number of UE and M2M devices try to re-Attach as a result of failure of the access network or a core network node. This may be also triggered by a massive number of simultaneous mobile terminated events e.g. large amount of SMS for Happy New Year will cause an excessive signalling load towards the HSS to retrieve user location information.
5.3.2.3
Impacts

5.3.2.3.1
Introduction

The following subsections describe the impacts of Diameter overload over HSS interfaces.
5.3.2.3.2
Overload impacts over S6a
Impacts vary according to the interfaces where overload occurs, hereafter are described some possible impacts of an overload over the S6a interface, in particular towards the UE.

As described in the subclause 5.2.3, when the HSS is overloaded over S6a, the MME can receive for a pending request:

· An Answer with the Result-Code set to"DIAMETER_TOO_BUSY";

· An Answer with the Result-Code set to "DIAMETER_UNABLE_TO_DELIVER" when interconnected to the HSS via Diameter agent(s);

· or no response at all when HSS and MME are peers sharing the same connection..

The table A.1 in the Annex A of 3GPP TS 29.272 [6] describes the mapping between the possible Diameter error codes received by the MME and the appropriate NAS cause codes to forward to the UE that has initiated an Attach, Tracking Area Update or Service Request procedures. 

In this table, the Result-Code "DIAMETER_UNABLE_TO_DELIVER" is mapped to the NAS cause code #15 "No suitable cells in tracking area", which forces the UE to select another RAT and this will contribute to the overload. It would result in new attempts including those through the MAP protocol when Gr SGSNs are involved. 

The mapping corresponding to the Result-Code "DIAMETER_TOO_BUSY" 

is not described in the table A. It means that the default expected behaviour of the MME when receiving such a Result-Code is the one defined in the base Diameter protocol (IETF RFC 6733 [2]) with the limitations detailed in the section 5.2.3 above. 

Moreover, in the table A.2 in the Annex A 3GPP TS 29.272 [6], which described the mapping to NAS cause code for other error conditions, it is not described what should do the MME when no response is received for a pending request. This implies that the normal behaviour described in the base Diameter protocol (IETF RFC 6733 [2]) applies i.e. the retransmission of the pending request.

Editor's Note:
The table A.1 and table A.2 in the Annex A of the 3GPP TS 29.272 may be updated before completion of this study, in order to clarify the behaviour of the MME in such overload error cases. 

As described above, the overload of the HSS triggers even more requests from the UE and consequently additional requests towards the HSS that contribute to worsen the overload state of the HSS. It is therefore critical to avoid as much as possible such overload scenario.

* * * Next Change * * * *

6
Requirements for Diameter Overload Control

6.1
Introduction


This clause provides a set of design considerations and key requirements for Diameter overload control in 3GPP networks. This clause provides also an analysis of the set of requirements defined in IETF for a standard Diameter overload mechanisms, with the aim to fill the gap between 3GPP specific and IETF requirements.
* * * Next Change * * * *

6.2.2
Impacts on Existing Applications used in 3GPP
6.2.2.1
Introduction

The following subclauses highlight impacts to consider when designing and applying a Diameter overload control mechanism in 3GPP networks.
* * * Next Change * * * *

6.2.5.4
Interconnected Networks

Roaming is a key feature of mobile networks. Provided by GSMA, IP exchange or (IPX) provides the required network-to-network interfaces (NNI) for interconnection of signalling and control plane signalling between mobile operators. IPX is then used to transport Diameter-based roaming interfaces between PLMN e.g. S6a interface or S9 interface.
The roaming interfaces have distinct characteristics than internal interfaces regarding transport of load/overload information. Mobile operators may be reluctant to communicate over NNI information only destined to internal use. It must be therefore possible to control, filter or even block load/overload information at the NNI based on operator policies.

Moreover, when load/overload information are conveyed over roaming interfaces, the functional entities in the different networks (e.g. home PLMN, IPX, visited PLMN) may support different level of functionalities and some of them may not support Diameter overload control, or may not support extra functionalities defined for Diameter overload control in future releases. Therefore, the requirements for heterogeneous networks identified in subclause 6.2.5.3 apply for roaming interfaces..
* * * Next Change * * * *

6.2.6
Network Performances

Even if not the only important metric, performance in terms of maximum throughput is one of the key criteria for the design and dimensioning of IP-based signalling/control plane in mobile networks. Overload conditions in a Diameter-based signalling network would have an impact on the overall network performances. Preventing and controlling these overload conditions to avoid impact on the network performances is obviously of prime interest for mobile operators. However, the overload control mechanism itself should not introduce too much delay in the processing of the Diameter messages that would downgrade the traffic throughput and the general network performances. Moreover, this mechanism should ensure that an optimal traffic throughput is ensured in overload conditions, without introducing oscillations in the system.
* * * Next Change * * * *

6.3
Diameter Overload Prevention and Detection

6.3.1
Introduction

The following subclauses describe the features that a Diameter overload control mechanism should provide to prevent and detect overload conditions.
6.3.2
Explicit Overload Indication
6.3.2.1
Introduction

This subclause describes the type of information that can be exchanged between Diameter nodes to indicate overload situation.
* * * End of Changes * * * *

