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1. Introduction

CT4 is currently studying GTP-C load/overload control mechanisms. This contribution is an input for the related TR.
2. Reason for Change

The definition of Overload Control Info and its parameters need to be concluded.
3. Conclusions

The definition of Overload Control Information, as captured in sec. 6.2.2.1, and all of the parameters from 6.2.2.1.2 are concluded for standardization work. The corresponding conclusion is proposed in 6.2.3.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.807 v1.0.0.
* * * First Change * * * *

6.2
Definition

The "Overload Control Information" provides a set of parameters representing the overload condition of the sender. In turn, these parameters provide the assistance to the receiver to apply various mitigation policies to relieve the overload of the sender. Each alternative below provides a complete definition of the "Overload Control Information" with a set of the applicable parameters.

6.2.2
Alternative 1 - New Overload Control Information IE piggybacked in existing GTP-C signalling

6.2.2.1
Description

6.2.2.1.1
General

When a GTP-C entity becomes overloaded, it needs to be able to gracefully reduce its load, e.g. by instructing its clients to reduce sending traffic according to its current capacity to successfully process the traffic.

It is proposed to define a new Overload Control Information (OCI) IE that is piggybacked on existing GTP-C messages and existing signalling, under the principles that:

-
the computation and transfer of the Overload control Information shall not add significant additional load to the node itself and to its corresponding peer nodes;
-
the inclusion of overload information in existing messages means that the frequency increases with the system loading, allowing faster feedback and thus better regulation.

When a GTP-C entity determines that the offered traffic is growing (or is about to grow) beyond its nominal capacity, it shall signal an Overload Control Information IE to instruct its GTP-C peers to reduce the offered load accordingly.

GTP-C overload control is performed independently for each direction between two GTP-C entities. GTP-C overload control may run concurrently – but independently – for each direction between two GTP-C entities.

Within a message, one or multiple instances of the "Overload Control Information" may be included by the same node. When multiple "Overload Control Information" instances are included by the sender, each of them provides the information about the identity of the overloaded node and may provide additional information about the overload condition. Correspondingly, this will allow the receiver to apply mitigation actions which will result in a targeted and efficient alleviation of the overload condition at the sender.

Below is a representative definition of "Overload Control Information". The actual format/encoding may differ from the below representation, however it should ensure all the elements mentioned in the definition below.

Overload Control Information :=
<Sender's-ID>
/* Identifies if the sender is e.g. PGW, SGW, MME, S4-SGSN */











Parameter 1 [Type, Length, Value]











Parameter 2 [Type, Length, Value]











Parameter 3 [Type, Length, Value]











…











Parameter N [Type, Length, Value]

The applicable parameters are further defined below. One or more parameters may be included within the same instance of the "Overload Control Information", as depicted above. When multiple parameters are included within the same instance of the "Overload Control Information", the receiver shall consider all the parameters in conjunction while applying the overload mitigation action, e.g. if parameters P1, P2 and P3 are included within the given "Overload Control Information" then the receiver shall apply the overload control when P1 and P2 and P3, all of them, are valid/applicable. When more than one instances of the "Overload Control Information" are included, the receiver shall consider the parameters included in each instances independently, while applying the overload mitigation action, e.g. if one instance of "Overload Control Information" includes parameter P1 and the other instance includes parameter P2 then the receiver shall apply overload control when P1 is valid/applicable separately, then when P2 is valid/applicable.

Each parameter will be evaluated against the requirements and its usefulness towards achieving an smooth overload control within the network. Finally, a set of parameters will be identified as part of this alternative.
In the first release introducing the support of the Overload Control mechanism, a set of the parameters will be defined as mandatory parameters to support the Overload Control mechanism.

In future releases, when new parameters are defined, they will be categorized as:

· Non-critical optional parameters – the support of these parameters are not critical for the receiver. The receiver can successfully and correctly comprehend the Overload Control Information instance, containing one or more of these parameters, by using the other parameters and ignoring the non-critical optional parameters.

· Critical optional parameters – the support of these parameters are critical for the receiver to correctly comprehend the instance of the Overload Control Information containing one or more of these parameters.

The sender can include one or more non-critical optional parameter(s) within any instance of Overload Control Information without having the knowledge of the receiver's capability to support the same. However, the sender shall only include one or more critical optional parameter(s) in any instance of Overload Control Information towards a receiver if the corresponding receiver is known to support these parameter(s). The sender may be aware of this either via signalling methods or by configuration.
6.2.2.1.2
Parameters


6.2.2.1.2.1
Overload-Reduction-Metric

The Overload-Reduction-Metric is a value in the range of 0 to 100 (inclusive) which indicates the percentage of traffic reduction the sender of the overload control information requests the receiver to apply. An Overload-Reduction-Metric of "0" always indicates that the node is not in overload (that is, no overload abatement procedures need to be applied) for the indicated scope.
The range of Overload-Reduction-Metric, i.e. 0 to 100, does not mandate the sender to collect its own overload information at every increment/decrement and hence to advertise the change of Overload-Reduction-Metric with granularity 1. Based on various implementation specific parameters, such as the architecture, session and signalling capacity, the current load/overload situation and so on, the sender is free to define its own logic and periodicity with which its own overload information is collected.

Besides, considering the processing requirement of the receiver of the Overload-Reduction-Metric Information, e.g. to perform overload control based on the updated Overload-Reduction-metric, the sender should refrain from advertising every small variation, e.g. with the granularity of 1 or 2, in the Overload-Reduction-Metric which does not result in useful improvement for mitigating the overload situation. During the typical operating condition of the sender, a larger variation in the Overload-Reduction-Metric, e.g. 5 or more unit, should be considered as reasonable enough for advertising a new Overload-Reduction-Metric Information and thus justifying the processing requirement (to handle the new information) of the receiver.
The computation of the exact value for this parameter is left as an implementation choice at the sending node.

The Overload-Reduction-Metric is a mandatory parameter to support (when supporting GTP-C overload control) and shall always be present in the Overload Control Information IE.

It is applicable to all nodes / GTP-C interfaces for which GTP-C overload control is defined.

The inclusion of the Overload Control Information IE signals an overload, unless the Overload-Reduction-Metric is set to 0, which signals that the overload condition has ceased. Conversely, the absence of the Overload Control Information IE in a message does not mean that the overload has abated.
6.2.2.1.2.2
Period-Of-Validity

The Period-Of-Validity indicates the length of time, in seconds, during which the overload condition specified by the Overload Control Information IE is to be considered valid (unless overridden by a subsequent Overload Control Information IE for the same scope).

An overload condition is said "valid" from the time the Overload Control Information IE is received until the next "relevant" Overload Control Information IE is received from the same GTP-C entity for the same overload scope, at which point the newly received overload control information data prevails. The timer corresponding to the period of validity is restarted each time a relevant Overload Control Information IE is received. When this timer expires, the last received overload control information data shall be considered outdated and obsolete and the overload values reset (no overload), i.e. any associated overload condition is considered to have ceased. The Period-Of-Validity is a mandatory parameter to support (when supporting GTP-C overload control). The Period-Of-Validity shall be present in the Overload Control Information IE if the Overload-Reduction-Metric is not null.

It is applicable to all nodes / GTP-C interfaces for which GTP-C overload control is defined. The Period-Of-Validity parameter achieves the following:

- 
it avoids the need for the overloaded node to include the Overload Control Information IE in every GTP-C messages it signals to its GTP-C peers when the overload state does not change; thus it minimizes the processing required at the overloaded node and its GTP-C peers upon sending/receiving GTP-C signalling;

-
it allows to reset the overload condition after some time in the GTP-C peers having received an overload indication from the overloaded GTP-C entity, e.g. if no signalling traffic takes place between these nodes for some time due to overload mitigation actions. This also removes the need for the overloaded node to remember the list of GTP-C nodes to which it has sent a non-null overload reduction metric and to which it would subsequently need to signal when the overload condition ceases if the Period-Of-Validity parameter was not defined.

6.2.2.1.2.3
Overload-Sequence-Number

The GTP-C protocol requires retransmitted messages to have the same contents as the original message (see clause 7.6 of 3GPP TS 29.274 [6]). Due to GTP-C retransmissions, the overload information received by a GTP-C entity at a given time may be less recent than overload information already received from the same GTP-C entity for the same overload scope. The Overload-Sequence-Number aids in sequencing the overload information received from an overloaded GTP-C entity. The Overload-Sequence-Number contains a value that indicates the sequence number associated with the Overload Control Information IE.  This sequence number is used to differentiate two Overload Control Information IEs generated at two different instants by the same GTP-C entity for the same overload scope. The Overload-Sequence-Number is a mandatory parameter to support (when supporting GTP-C overload control) and shall always be present in the Overload Control Information IE. It is applicable to all nodes / GTP-C interfaces for which GTP-C overload control is defined.

The sender of this information shall increment the Overload-Sequence-Number associated to a particular overload scope whenever modifying some information in the Overload-Control-Information IE. The Overload-Sequence-Number shall not be incremented otherwise.

This parameter shall be used by the receiver of the Overload Control Information IE to properly collate out-of-order GTP-C messages e.g. due to GTP-C retransmissions. This parameter may also be used by the receiver of the Overload Control Information IE to determine whether the newly received overload information has changed compared to overload information previously received from the same node for the same overload scope. If the newly received Overload Control Information has the same Overload-Sequence-Number as the previously received Overload Control Information, from the same GTP-C peer and for the same scope, then the receiver can simply discard the newly received Overload Control Information while continuing to apply the overload abatement procedures as per the old value.

NOTE 1:
Likewise, the timer corresponding to the period of validity is not restarted if the newly received Overload Control Information has the same Overload-Sequence-Number as the previously received Overload Control Information. If the overload condition persists and the overloaded node needs to extend the duration during which the overload information shall apply, the sender needs to provide a new Overload Control Information with an incremented Overload-Sequence-Number (even if the parameters within the Overload Control Information have not changed).
If the value contained in the Overload-Sequence-Number parameter overflows during the period in which the overload mitigation is in effect, then the parameter shall be reset to an appropriate base value.

Due to an overflow, GTP-C entities receiving an overload indication should be prepared to receive an Overload-Sequence-Number parameter whose value is less than the previous value. GTP-C implementations may handle this by      continuing to perform overload control until the Period-Of-Validity related to the previous value of Overload-Sequence-Number parameter expires.

If the receiving entity already received and stored (still valid) overload information from the overloaded GTP-C entity for the same overload scope, the receiving entity shall update its overload scope entry only if the Overload-Sequence-Number received in the new overload information is larger than the value of the Overload-Sequence-Number associated with the stored entry.

NOTE 1:
this parameter is equivalent to the "oc-seq" parameter defined for SIP Overload control in IETF draft-ietf-soc-overload-control-13.

NOTE 2:
the GTP-C sequence number cannot be used for collating out-of-order overload information as e.g. overload information may be sent in both GTP-C requests and responses, using independent sequence numbering.

6.2.2.1.2.4
APN-List

The APN-List indicates one or more APNs for which the Overload Control Information is applicable. When present in the Overload Control Information IE, the scope of the overload information is the list of APNs for the PGW that sends the overload information. Only one instance of APN-List can be included within one Overload Control Information instance.
NOTE 1:
The maximum number of APNs in the APN-List is set to 10. More than 10 occurrences of APN within one single instance of APN-LIst will be treated as protocol error by the receiver.

If the APN-List has not been transmitted, the scope of the Overload Control Information is the entire PGW node (unless restricted by other parameters in the Overload Control Information). The APN-List is a mandatory parameter to support (when supporting GTP-C overload control). The APN-List may be present or absent in the Overload Control Information IE (depending on the scope of the reported overload control information).

This parameter can be provided by the PGW only and it is used by the MME/SGSN only.

NOTE 2:
This parameter may also be used by TWAN/ePDG if the overload control is supported on the S2a/S2b interfaces – see clause 4.2.4.3.3.

The PGW may signal an Overload Control Information including an APN-List when it detects overload for certain APNs, e.g. based on shortage of internal or external resources for an APN (IP address pool). This may also allow a PGW to selectively throttle the traffic for certain (lower priority) APNs when experiencing overload, based on operator policy.

NOTE 3:
Interactions with the APN back-off mechanism are studied in clause 6.6.2.

Maximum number of APNs, for which the PGW is allowed to advertise the Overload Control Information, is limited to 10. In other words, the maximum number of occurrences of APNs within and across various instances of the APN-List, is limited to 10 for a given PGW. Hence, if the PGW supports more than 10 APNs, it can advertise the overload control only for 10 of the most important APNs. In future, if needed, this limit may be increased to allow the PGW to advertise the overload information for more number of APNs. In that case, the receiver not supporting the higher limit, may only handle the first 10 APNs and ignore the overload information for the remaining APNs.

6.2.2.1.3
Parameter Evaluation
The conclusion regarding the support and inclusion of the parameters, within Overload Control Information, is summarized in the table below.
Table 6.2.2.1.3-1: Support of parameters as part of the support of the Overload Control Information

	Parameter
	Support by the sender
	Support by the receiver
	Inclusion by the sender
	Handling by the receiver

	Overload-Reduction Metric (as defined in clause 6.2.2.1.2.1)
	Mandatory
	Mandatory
	Mandatory
	Mandatory

	Period-of-Validity (as defined in clause 6.2.2.1.2.2)
	Mandatory
	Mandatory
	Mandatory (if Overload-Reduction-Metric is not null)
	Mandatory (if provided by sender)

	Overload-Sequence Number (as defined in clause 6.2.2.1.2.3)
	Mandatory
	Mandatory
	Mandatory
	Mandatory

	APN-List (as defined in clause 6.2.2.1.2.4)
	Mandatory
	Mandatory
	Optional
	Mandatory (if provided by the sender)


6.2.3
Conclusion
It is concluded that the support of the definition of Overload Control Information IE, as described in clause 6.2.2.1.1, and the parameters, as mentioned in clause 6.2.2.1.3, shall be specified in 3GPP Release 12.

Additionally, the following aspects should be considered during normative work.

Table 6.2.3-1: Aspects to be considered during further normative work

	Subclause
	Comments

	6.2.2.1.1
	General description of the definition Overload Control Information
	Text from corresponding subclause for normative work.

	6.2.2.1.2.1
	Overload-Reduction-Metric
	Text from corresponding subclause for normative work.

	6.2.2.1.2.2
	Period-of-Validity
	Text from corresponding subclause for normative work.

	6.2.2.1.2.3
	Overload-Sequence-Number
	Text from corresponding subclause for normative work.

	6.2.2.1.2.4
	APN-List
	Text from corresponding subclause for normative work.

	6.2.1
	Requirements for the definition of Load Control Information
	Some of the requirements, which are useful for the future extendibility of the Load Control Information IE, may be considered for normative work.


* * * End of Changes * * * *

