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1. INTRODUCTION

As part of the work on Network Provided Location for Trusted WLAN, there is a stage-2 requirement to convey the location of the Access Point where the UE is attached, from the Trusted WLAN Access Network (TWAN) to the IMS Application Server (AS), over the following reference points:

· S2a: Location information is sent from the TWAN to the PDN-GW inside the appropriate messages used in the selected mobility protocol, either GTP or PMIP (this information is later on sent to the PCRF over Gx and eventually to the IMS entity over Rx, but these reference points are outside the remit of CT4). This reference point is used in the PCC-based alternative for Network Provided Location.
· STa/SWx: Location information is sent from the TWAN to the 3GPP AAA Server in the relevant commands on the STa Diameter application, and then it is sent from the 3GPP AAA Server to the HSS on the corresponding SWx Diameter commands. These reference points are used in the HSS-based alternative for Network Provided Location.
· Sh (Diameter): Location information is sent from the HSS to the AS in the relevant commands on the Sh Diameter application. This reference point is used in the HSS-based alternative for Network Provided Location.
Additionally, it is also required that this location information should be represented as Civic Address (as opposed to geospatial coordinates).
During CT4#64, the discussion on how to encode a Civic Address across the different reference points and protocols listed above was started, but the decision was postponed until a more thorough analysis is done on the different alternatives for such encoding.
2. DISCUSSION

The representation of a Civic Address has been addressed by other SDO’s in the past, such as IETF as part of the GEOPRIV working group, and it has also been used by 3GPP in, e.g., I-WLAN specifications, and by ETSI in the e2 protocol.

IETF has published a number of RFCs, proposing different encoding alternatives, such as:

· RFC 4119: “A Presence-based GEOPRIV Location Object Format”.
· RFC 4776: “Dynamic Host Configuration Protocol (DHCPv4 and DHCPv6) Option for Civic Addresses Configuration Information”.
· RFC 5139: “Revised Civic Location Format for Presence Information Data Format Location Object (PIDF-LO)”.
· RFC 5580: “Carrying Location Objects in RADIUS and Diameter”. It is based on the encoding defined in RFC 4776.
During the discussions held at CT4#64, there was a concern about the semantics of the different encodings defined in each document, and up to what point they followed a common criteria.

It should be noted that all these alternatives make use of the common concept of Civic Address elements, which may be equally encoded in a binary (numeric) format (i.e., CA Types), or in an XML-based format (i.e., CA elements in an XML-defined schema). See some examples in section 2.1. Although each of the RFCs above defines a different number of CA types or elements, IANA maintains a registry of them in:
http://www.iana.org/assignments/civic-address-types-registry/civic-address-types-registry.xhtml
It seems therefore quite straightforward, semantically, to convert between encodings proposed in the different documents, as long as the set of CA Types are kept in line to those defined in said registry.
An important aspect, regarding conversion between binary and XML formats, is related to the extensibility rules defined in RFC 6848; originally, the IANA registry was meant to accommodate new CA types, but it was found out that this process made it impossible for existing network entities to translate from binary to XML encodings, when a new unknown CA type was found by a network node, for which no XML tag was known in advance. So, as defined in RFC 6848, no new CA types are allowed to be defined anymore, and all extensions must be made by extending the XML schema with new namespaces, and the mapping to binary CA types must make use of CA type = 40.
As for the binary encoding alternatives, RFC 4776 defines the format of the information element employed to convey the location information, which is basically composed by a number of tuples containing [CA type] + [length] + [CA value].

Then, the format of the messages in RFC 4776 includes certain DHCP-specific octets (the first 3 octets in RFC 4776 clause 3.1, “GEOCONF_CIVIC”, “N” and “what” fields; or the first 5 octets in RFC 4776 clause 3.2, “OPTION_GEOCONF_CIVIC”, “option-len” and “what” fields) that would be of no use in other protocols. Those “extra” octets are, in fact, removed in the format defined in RFC 5580 for RADIUS/Diameter, and they could also be removed if this format is adopted in GTP/PMIP.

2.1 Examples
XML-based alternative, following the PIDF-LO schema:

   <civicAddress xml:lang="en-AU"

     xmlns="urn:ietf:params:xml:ns:pidf:geopriv10:civicAddr">

     <country>AU</country>

     <A1>NSW</A1>

     <A3>Wollongong</A3>
     <A4>North Wollongong</A4>

     <RD>Flinders</RD>
     <STS>Street</STS>

     <RDBR>Campbell Street</RDBR>

     <LMK>Gilligan's Island</LMK>

     <LOC>Corner</LOC>

     <NAM>Video Rental Store</NAM>

     <PC>2500</PC>

     <ROOM>Westerns and Classics</ROOM>

     <PLC>store</PLC>

     <POBOX>Private Box 15</POBOX>

   </civicAddress>

Binary alternative, following the encoding in RFC 4776, but removing the leading 3 or 5 octets (from clauses 3.1 or 3.2 respectively) and using CA Types from the IANA repository (not all of them necessarily defined in the original allocation in RFC 4776, section 3.4). Octet values are represented in decimal and characters inside straight quotes ("") indicate the ASCII values of those characters.

   Octet#      CA-Type   Length   Content

   [1-2]:                         "AU"
   [3-7]:      1         3        "NSW"
   [8-19]:     3         10       "Wollongong"
   [20-37]:    4         16       "North Wollongong"

   [38-47]:    34        8        "Flinders"

   [48-55]:    18        6        "Street"

   [56-72]:    36        15       "Campbell Street"

   [73-91]:    21        17       "Gilligan's Island"

   [92-99]:    22        6        "Corner"

   [100-119]:  23        18       "Video Rental Store"

   [120-125]:  24        4        "2500"

   [126-148]:  28        21       "Westerns and Classics"

   [149-155]:  29        5        "store"

   [156-171]:  31        14       "Private Box 15"

Binary alternative, following the RADIUS/Diameter encoding defined in RFC 5580. This would be the content of the Diameter AVP Location-Data with code 128 and type OctetString:
   Octet#      CA-Type   Length   Content

   [1-2]:                         16-bit index to link with Location-Information

   [3-4]:                         "AU"
   [5-9]:      1         3        "NSW"
   [10-21]:    3         10       "Wollongong"
   [22-39]:    4         16       "North Wollongong"

   [40-49]:    34        8        "Flinders"

   [50-57]:    18        6        "Street"

   [58-74]:    36        15       "Campbell Street"

   [75-93]:    21        17       "Gilligan's Island"

   [94-101]:   22        6        "Corner"

   [102-121]:  23        18       "Video Rental Store"

   [122-127]:  24        4        "2500"

   [128-150]:  28        21       "Westerns and Classics"

   [151-157]:  29        5        "store"

   [158-173]:  31        14       "Private Box 15"

3. ALTERNATIVES
From the discussion above, it seems clear that semantically both alternatives, binary and XML-based, are equivalent, and it is possible to use different encodings in different application protocols, and to translate between both formats without ambiguity, as long as the used CA Types are restricted to those defined in the common registry maintained by IANA, and observing the extensibility mechanism defined in RFC 6848 (i.e. no new CA types can be defined, and all new XML CA namespace definitions must be associated to CA type 40 in the binary encoding).
We can define, therefore, three main alternatives:

· Alternative 1: Use different encodings for civic address in each application protocol in each reference point. Then, for the specific protocols used in each reference point, it is proposed:
· For S2a (GTP/PMIP), the option would be to use a binary encoding as specified in RFC 4776, clause 3.1 excluding the first 3 octets, or clause 3.2 excluding the first 5 octets (i.e., starting with the “country” field).

Note on IETF draft “draft-pazhyannur-netext-civic-location-ani-subopt-01”. This draft proposes to encode the civic address as XML (PIDF-LO) in PMIP, in a new ANI suboption. However, this draft is, as of the time of this writing, in a very immature stage. It is only an individual contribution (not a working group draft yet), in its very first versions, so it is expected to become RFC, if ever, in a very distant future, most likely well beyond the expected closure of 3GPP rel-12. But, most importantly, it does not provide any justification or real advantages in using an XML encoding over a binary encoding. In addition, using a binary encoding for GTP and XML for PMIP would be quite cumbersome for network entities having to deal with both protocols simultaneously.
· For STa/SWx (Diameter), the logical fit would be to use the binary encoding as specified in RFC 5580, re-using the same Diameter AVPs defined there (Location-Information and Location-Data). They also include the location data payload with the format defined in RFC 4776, clause 3.1, excluding the first 3 octets.
· For Sh (Diameter/XML), it seems logical to use an XML-based encoding as specified in RFC 5139 (which updates RFC 4119 with additional CA elements).
Advantages of alternative 1:

· Each protocol, or reference point, employs typically a homogeneous data encoding in the different information elements it conveys, so it seems more natural to use, for instance, a binary encoding in GTP and XML-based encoding in Sh, than any other alternative.

· Homogeneity with existing alternatives for AAA-related interfaces (STa/SWx). RFC 5580 already defines AVPs for precisely this purpose, and they are also used currently in 3GPP in I-WLAN specifications. In addition, these AVPs allow sending location information not only in civic address format, but also in geospatial format, which would be useful if 3GPP eventually requires this option.
· More compact encoding, incurring in less protocol overhead, and better bandwidth usage.

It should be noted that this alternative requires certain network nodes to perform a format conversion across different reference points. For instance, the HSS is required to convert from binary format received via STa, to XML format over Sh. Similarly, the PCRF may be required to convert from binary format received via Gx from the PDN-GW, to XML format over Rx towards the IMS entity (it seems reasonable to expect that the IMS entity would get the same location information format, regardless of the reference point used to request this information, either Sh via HSS, or Rx via PCRF).
· Alternative 2: Use a single encoding for all application protocols based on an XML-based approach in all of them (PID-LO format).
Advantages of alternative 2:

· Extensions to the existing IANA repository for CA types/elements must be done mandatorily in XML (not sure up to what point CA extensions are expected to be used in 3GPP deployments, though).
· No need for network entities to do any conversion between formats; although this conversion is feasible from a logical perspective, it needs computational resources.
· Alignment with existing proposal in IETF for Civic Address encoding in PMIP (“draft-pazhyannur-netext-civic-location-ani-subopt-01”).
· Alternative 3: Use a single encoding for all application protocols based on a binary (numeric) encoding.

Advantages of alternative 3:

· Alignment with existing encoding format used in ETSI’s e2 protocol used for conveying location information to IMS entities for fixed networks.

· Alignment with existing encoding format used in 3GPP I-WLAN and LCS (for non-3GPP access) architectures.
· No need for network entities to do any conversion between formats; some network entities may not use, typically, any XML-handling software for purposes other than this one.
4. CONCLUSION
The authors of this paper believe that the criteria of avoiding format conversions in network elements (especially in those nodes that currently don’t have the need to handle XML formatting for any other purpose), and the criteria of alignment with formats used currently in established and deployed solutions, are the two key factors to take into account.

Therefore, avoiding employing XML in the PCRF, for instance, should be an important factor. Also, alignment with existing format used in ETSI’s e2 protocol (used in fixed IMS deployments), and in 3GPP I-WLAN and LCS interfaces, both based in binary (numeric) encodings defined in RFC 5580 / RFC 4776, should be another key factor.
As a consequence, it is proposed to use a binary (numeric) encoding based on the IANA-managed registry of CA types in all interfaces involved in the Netloc-TWLAN architecture (that is “Alternative 3”, from the alternatives listed before, in chapter 3). 
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