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1. Introduction

This document provides for information the current progress of the GTP-C Overload Control Mechanism workitem (CP-130433). 

2. Study phase Progress (TR 29.807)
2.1 Target Meeting CT4#62bis – Intended Completion 30%
	Sr. No
	Sub Task
	Comments
	Agreed TDoc Number

	1
	General description on the GTP-C overload problem

Source: Alcatel-Lucent, Verizon, Cisco, Ericsson, Huawei
	Subclause 4.0
	C4-131816

	2
	General description on the concept of load/overload control

Source: Alcatel-Lucent, Verizon, Cisco, Ericsson, Huawei
	Subclause 4.2.1
	C4-131817

	3
	Scenarios leading to GTP-C Overload

Source: Alcatel-Lucent, Verizon
	Subclause 4.1

Besides the scnearios captured in 23.843, new scenarios related to non-3GPP access are added.
	C4-131819

	4
	Applicability of GTP-C load control to 3GPP and non-3GPP interfaces

Source: Alcatel-Lucent, Verizon, Ericsson, Cisco
	Subclause 4.2.4


	C4-131820

	5
	Applicability of GTP-C overload control to 3GPP and non-3GPP interfaces

Source: Alcatel-Lucent, Verizon, Ericsson, Cisco
	Subclause 4.2.4


	C4-131821

	6
	Principles of Load Control

Source: Huawei, Cisco, Alcatel-Lucent, Ericsson
	Subclause 4.2.2

Restating the principles based on what is agreed in 23.401 subclause 4.3.7.1a.2
	C4-131633

	7
	Principles of Overload Control

Source: Alcatel-Lucent, Verizon, Cisco, Ericsson, Huawei
	Subclause 4.2.3

Restating the principles based on what is agreed in 23.401 subclause 4.3.7.1a.1
	C4-131818

	8
	Requirements guiding the definition of the Load/Overload Control Information

Source: Cisco, Alcatel-Lucent, Verizon, Ericsson
	Subclause 5.2.1, 6.2.1
	C4-131872

	9
	Skeleton of alternative definition of load control definition

Source: Cisco, Alcatel-Lucent
	Subclause 5.2.2

Skeleton and general description of alternative 1.
	C4-131823

	10
	Skeleton of alternative definition of overload control definition

Source: Cisco, Alcatel-Lucent
	Subclause 6.2.2

Skeleton and general description of alternative 1.
	C4-131824

	11
	Proposal for some Overload Control parameters

Source: Alcatel-Lucent, Verizon, Cisco, Nokia Siemens Network
	Subclause 6.2.2.1
Porposed parameters: Overload-Metric, Period-Of-Validity, Overload-Sequence-Number, APN-List
	C4-131865

	12
	Proposal for some Load Control parameter
Source: Huawei
	New parameter "Load Metric" is proposed.
	C4-131874

	13
	Behaviour of GTP-C nodes supporting overload control information

Source: Alcatel-Lucent, Verizon
	A new subclause under clause 6 needs to be allocated.
	C4-131875

	14
	DISC Analysis of hop-by-hop and end-to-end overload control approaches
Source: Cisco
	For information.
	C4-131741


2.2 Target Meeting CT4#63 – Intended Completion 45%
	Sr. No
	Sub Task
	Comments
	Agreed TDoc Number

	1
	Overload control on S2a/S2b Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	Subclause 4.2.4.3.2
No decision at this point of time.

Send LS to SA2 by next meeting to get their feedback on the changes needed to realize the UE support for overload control for S2a, S2b interfaces.
	C4-132085

	2
	Load Control Information parameter: APN List
Source: Cisco, Verizon
	Subclause 5.2.2.1.2.3
Requirement to pass the APN list in the Load Control Information and new parameter APN-List are proposed.
	C4-132168

	3
	Load Control Information parameter: Load control Information ID
Source: Huawei, Verizon
	Subclause 5.2.2.1.2.2

New parameter Load-Control-Information-ID
	C4-132169

	4
	Overload Status
Source: Huawei
	Subclause 5.2.2.1.2.4

New parameter: Overload-Status

Ericsson, ALU, NSN did not see any value in defining this parameter.
	Withdrawn

	5
	Frequency of Inclusion of Load/Overload Control Information
Source: Cisco, Verizon, Huawei
	Subclause 5.3 and 6.3

Three different approaches are proposed.
	C4-132271

	6
	Description of Loss algorithm
Source: Cisco, Alcatel-Lucent, Verizon
	Subclause 6.4.1
Description of loss algorithm and advantages and drawbacks are proposed.
	C4-131953

	7
	Propagation of MME/SGSN identity to PGW
Source: Nokia Siemens Network, Cisco, Verizon, KDDI
	Subclause 6.5.1
Various approaches to provide MME/SGSN identity during the normal operation and during the overload state are proposed.
	C4-132269

	8
	Enforcement of overload control
Source: Cisco
	Subclause 6.7
Three different approaches for enforcement of the overload control are proposed.
	C4-132172

	9
	Update on the Overload Control parameter - Overload-Sequence-Number
Source: Ericsson
	Clean-up of subclause 6.2.2.1.2.3
	C4-132083


2.3 Target Meeting CT4#64 – Intended Completion 80%
	Sr. No
	Sub Task
	Comments
	Agreed TDoc Number

	1
	Applicability of overload control to S3/S10/S16
Source: Alcatel-Lucent, Verizon
	Not critical to add support over these interfaces in this release.
	C4-140080

	2
	Overload control on S2a/S2b
Source: Alcatel-Lucent, Verizon
	Example call flows for the overload control for WLAN accesses
LS is sent in C4-140373 to SA2 asking them to consider defining the behaviour between the WLAN access node and the UE for properly handling the overload control in WLAN accesses.
	C4-140298

	3
	Granularity of the Load Metric
Source: Ericsson, Cisco
	Recommendations that advertisement with finer granularity should be avoided under normal working condition to avoid unnecessary processing at the receiver.
	C4-140206

	4
	Granularity of the Overload-Reduction-Metric
Source: Ericsson, Cisco
	On the same principle as above.
	C4-140207

	5
	Handling of optional parameters within load/overload control info
Source: Nokia-Siemens-Networks, Verizon, Cisco
	Mechanism to handle future extension to the load/overload control mechanism.
	C4-140401

	6
	Inclusion of (over)load information
Source: Alcatel-Lucent, Verizon
	A new mechanism for the inclusion of the information.
	C4-140374

	7
	Limit on maximum number of instances of Load/Overload control info IE.

Source: Cisco, Verizon
	We should set the limit of max number of instances of Load/Overload Control Info IE which can be provided by the sender

· Within one message

· Across multiple message by a particular node
	C4-140375

	8
	Various aspects related to APN load control
Source: Cisco, Verizon
	Details description of various aspects such as:
· Example describing the issues when APN load control is not used in the network

· Information needed for APN load control

· Example describing the impact on the node level load control when APN load control is used
	C4-140315

	9
	Interaction between load control and information received from DNS
Source: Cisco, Huawei, Verizon
	Interaction between load control information and information received from DNS when
· Only node level load control is deployed

· When APN level load control is deployed
	C4-140316

	10
	Interaction between overload control and APN back-off timer

Source: Cisco, Verizon
	Multiple alternatives:

· Simultaneous usage of both the mechanism is allowed for the given APN.

· Simultaneous usage is prohibited for any APN.
	C4-140405

	11
	Interaction with Downlink Data Notification Throttling
Source: Alcatel-Lucent, Verizon
	There is no need for introducing a new overload control procedure from the MME/SGSN to the SGW (with SGW as consumer of the overload information).
	C4-140081

	12
	Evaluation of overload control enforcement
Source: Alcatel-Lucent, Verizon
	Some corrections to make the analysis more accurate.
	C4-140301

	13
	Issues with partial support of the feature in the network
Source: Cisco, Verizon
	For load control:

· No harm with partial support but should be avoided

For overload control

· Better to avoid partial support
	C4-140341

	14
	Discovery of the load/overload control feature support by the peer node
Source: Cisco, Verizon
	Alternatives for within and across the PLMN boundary.
	C4-140342

	15
	Implicit overload control mechanisms
Source: Cisco, Verizon
	Specifically when overload control information is not exchanged between the nodes:
· Message should not be discarded but reject response should be sent

· Rate of reject response can be used as an indication for the overload state of the target node
	C4-140139


