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1. Introduction
CT4 has initiated a study on GTP-C overload control mechanisms. This contribution provides inputs to the related TR.
2. Reason for Change
This P-CR proposes to define the interaction between the congestion control using APN back-off timer mechanism and overload control mechanism.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.807 v0.3.0
* * * First Change * * * *

6.6.2
Congestion control using APN back-off timer

6.6.2.1
Alternative 1 – To allow simultaneous usage
6.6.2.1.1
Description

In this alternative, it is proposed to allow simultaneous use of APN back-off timer mechanism as well as APN level overload control mechanism (i.e. providing Overload Control Info IE with APN-List included) for a given APN for performing congestion control at APN level, e.g. the sender can provide Overload Control Info IE with APN-List="APN1" and while this Overload Control Info IE is valid (i.e. its "Period-of-Validity" has not expired), it can also reject the Create Session Request message for "APN1" by providing APN back-off timer.
6.6.2.1.2
Advantages

Following are the advantages of this alternative:
-
When congestion control using Overload Control Info IE (and Overload-Reduction-Metric not set to 100) is performed, there is no guarantee that the Create Session Request messages will not be received by the overloaded node. And hence the overloaded node can use APN back-off timer to stop the peer node from sending Create Session Request message while the back-off timer is running.
6.6.2.1.3

Drawbacks

Following are the drawbacks of this alternative:
· Complex for the receiver to implement since two different mechanisms have to be applied for the messages related to the same APN.
-
Once the APN back-off timer is provided, the overloaded node cannot update the value of the timer when the overload condition changes (i.e. improves or deteriorates) for that APN.
6.6.2.2
Alterative 2 – To only allow exclusive usage
6.6.2.2.1
Description
In this alternative, for a given APN, it is proposed to either use APN back-off timer mechanism or APN level overload control mechanism (i.e. providing Overload Control Info IE with APN-List included), but not together, at any point of time for performing the congestion control at APN level, e.g. if the sender provides Overload Control Info IE with APN-List="APN1" and while this Overload Control Info IE is valid (i.e. its "Period-of-Validity" has not expired), it shall not reject the Create Session Request message for "APN1" by providing APN back-off timer; however, the sender is allowed to reject the Create Session Request message for "APN2" by providing APN back-off timer.
6.6.2.2.2
Advantages

Following are the advantages of this alternative:
-
Simple for the receiver to implement since two different mechanisms will not be activated at the same time for the messages related to the given APN.
6.6.2.2.3

Drawbacks

Following are the drawbacks of this alternative:

· If the overloaded node wants to block only the Create Session Request message for a given APN while activate the overload control for the other messages of the same APN, it is not possible to achieve the same.
· Once the APN back-off timer is provided, the overloaded node cannot update the value of the timer when the overload condition changes (i.e. improves or deteriorates) for that APN.
6.6.2.3
Conclusion
* * * End of Changes * * * *
