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1. Introduction
There are still some Editor’s Notes for Sol-E to be addressed. And since Sol-E and Sol-B are similar in principle, it is proposed to merge them to a single solution.
2. Reason for Change
1) As specified in the section 20 of RFC 3261 for Header Fields: ”A UA SHOULD ignore extension header parameters that are not understood.”, the Editor’s Note regarding “…if there is any impact on an S-CSCF which does not support the IP domain information in the SIP Contact header but receives this information from the P-CSCF…” can be removed.

2) Since there are different ways for the S-CSCF during terminating procedure to select an alternative P-CSCF when detecting that the original P-CSCF fails, which are implantation or configuration dependant, the Editor’s Note regarding “How the S-CSCF selects an alternative P-CSCF…” can be removed without further specification work.
3) Both Sol-E and Sol-B are PCRF based solutions, and they are in principle very similar to each other. The main differences between them are as follows:
· Detection of P-CSCF failure:
With Sol-E, the detection is implemented at S-CSCF, and there are two ways for the S-CSCF to decide if the original P-CSCF fails, i.e. no response after sending terminating request to the P-CSCF within a limited period, or detection of P-CSCF failure before receiving terminating request.

With Sol-B, the detection is implemented at adjacent node of the P-CSCF, i.e. S-CSCF, IBCF or ATCF. The adjacent node decides if the original P-CSCF fails according to SIP OPTION message exchange with the P-CSCF.
· Selection of the alternative P-CSCF:
Sol-E proposes possible ways with configuration in DNS or at the S-CSCF with alternative P-CSCFs. 

Sol-B proposes to use dynamic alternative P-CSCF configuration at adjacent node.

· How the alternative P-CSCF knows to trigger P-CSCF restoration:
Sol-E proposes to add an explicit indication in the SIP INVITE to the alternative P-CSCF for P-CSCF restoration.

Sol-B has several proposes, one of them is the same as Sol-E.
· Continuation of terminating procedure: 
Sol-E make it possible for the S-CSCF to continue the terminating procedure after the UE completes the IMS registration, there would be no service loss at all to the UE.
Sol-B does not address this.
· Multiple IP address domain/Private IP address behind NAT:
Sol-E provides an alternative solution to address the case if one PCRF controls several PCEFs in different IP address domains, i.e. the IMS Registration procedure can be enhanced for the P-CSCF to include the IP domain information into the SIP Contact header in the SIP REGISTER as part of the contact address which will be stored in the S-CSCF and can be conveyed to the alternative P-CSCF in the subsequent terminating request. Further the P-CSCF can include the private IP address of the UE into the SIP Contact header in the SIP REGISTER as well in case the P-CSCF implements NAT functionality.
Sol-B works with the limitation that only one IP domain exists. Other solutions might be investigated.
· Non 3GPP accesses:
Sol-E does not address P-CSCF restoration for non 3GPP accesses. 

Sol-B provides similar solution for non 3GPP accesses as for 3GPP accesses.
· The way to trigger IMS re-registration:
Sol-E proposes to deactivate the IMS PDN connection which triggers the UE to re-register towards IMS. 

Sol-B proposes either to initiate update bearer procedure or to initiate bearer deactivation procedure to trigger the UE to perform IMS re-registration, based on operator policy and information available in the PCRF.
From the above, Sol-E and Sol-B can complement each other on the different parts, and they can be merged.
4) It is proposed the P-CSCF which has performed NAT functionality sends the private IP address of the UE to the S-CSCF during IMS initial registration procedure, subsequently the S-CSCF can send the private IP address to the alternative P-CSCF. With this, the Editor’s Note in Sol-B regarding how the alternative P-CSCF populates the User IP address if private IPv4 is assigned to the end user and the P-CSCF has NAT function can be removed.

5) Comparison criteria for Sol-B is updated.

3. Conclusions

None
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.806 v1.0.0.
*******
* * * First Change * * * *

6.3
Sol-B: Alternative P-CSCF and PCRF based restoration

6.3.1
Overview

This solution uses an alternative P-CSCF and the (at the time of failure of the original P-CSCF) associated PCRF to restore the IMS registration status. For a terminating call to roaming users, the I-CSCF, IBCF or ATCF behaves as the S-CSCF in this alternative.
6.3.2
Principles

This alternative is designed with the following concepts.

· Little or no impact to the HPLMN in case of roaming.


This solution makes the P-CSCF failure recovery possible within the visited operator domain in case of roaming. For terminating call to roaming users, the IBCF or ATCF or other adjacent node behaves in this alternative as the S-CSCF in the normal case. HPLMN will be impacted only in the case the S-CSCF in the HPLMN needs to be enhanced for continuation of the terminating procedure. 
· Strict confirmation of P-CSCF failure for deciding IMS re-registration.

The IMS re-registration procedure generates a service disruption time and should be avoided as much as possible. With this respect, the decision for the IMS re-registration for UE should be made with as strict confirmation as possible. For example, a SIP invite timeout in S-CSCF may not be enough taken as a trigger for IMS re-registration since there are many possibilities that generate a SIP invite timeout. Examples are I-CSCF failure/overload, IBCF failure/overload, transit network failure/overload. With this consideration, this solution proposes to monitor P-SCSF sanity by adjacent nodes as much as possible. To support continuation of the terminating procedure after P-CSCF restoration, the S-CSCF needs to know if the P-CSCF fails or not.
· No impact to UE.
This solution does not have any impact to the UE. This is the strong requirement in this WID.

6.3.3
Description
6.3.3.1
Procedures

The following figures illustrate the details of this alternative. Protocol impacts with this alternative are indicated with Red. 
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Figure 6.3.3-1: Alternative P-CSCF and PCRF based restoration for 3GPP accesses
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Figure 6.3.3-2: Alternative P-CSCF and PCRF based restoration for S2a access
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Figure 6.3.3-3: Alternative P-CSCF and PCRF based restoration for S2b access
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Figure 6.3.3-4: Alternative P-CSCF and PCRF based restoration for S2c access
1. An S-CSCF, IBCF or ATCF or other adjacent node of the failed P-CSCF node receives a SIP INVITE message. At this moment, the adjacent node knows that the associated P-CSCF is down or has restarted. This is known by a local management/supervision protocol within an operator network. 
Since this procedure does not deliver the incoming SIP INVITE message to the UE, the S-CSCF will eventually report the SIP time out to the originating party. 
2. NOTE x: To support continuation of terminating procedure after P-CSCF restoration, the S-CSCF which may not be the adjacent node of the P-CSCF needs to know that the associated P-CSCF is down or has restarted.
3. An S-CSCF, IBCF or ATCF or any other adjacent node forwards the SIP INVITE message to an alternative P-CSCF. The alternative P-CSCF is chosen based on the local configuration. If the failed P-CSCF has been recovered, then the failed P-CSCF would most likely be the alternative P-CSCF.

NOTE 1:
Clause 6.3.3.1.1 describes a possible standardized way to detect an adjacent node failure. The same mechanism can be used for the S-CSCF to detect the P-CSCF failure even if the S-CSCF is not adjacent to the P-CSCF.
Then the alternative P-CSCF checks the received SIP INVITE message to determine whether this message is due to a P-CSCF failure. This check could be made by for example: Executing both 1) Checking whether corresponding subscriber data is already installed; and 2) Check the Route header field whether it contains the failed P-CSCF information.
Alternatively, an S-CSCF, IBCF or ATCF or any other adjacent node generates a suitably defined SIP OPTION message that can indicate that the P-CSCF associated with the called UE has been unavailable and that the UE needs IMS re-registration.
Alternatively, an S-CSCF, IBCF or ATCF or any other adjacent node can set an explicit indication in the SIP INVITE message indicating that this SIP INVITE message is sent due to the P-CSCF failure.
Once the alternative P-CSCF confirms that the terminating UE has most likely encountered the P-CSCF failure and not yet re-registered to the IMS, the following procedure takes place as an UE recovery procedure.

NOTE 2:
Clause 6.3.3.1.2 describes a possible standardized way to configure an alternative P-CSCF per UE. At least, the PCRF associated with the UE has to be accessible from the chosen alternative P-CSCF.
4. The alternative P-CSCF sends a dedicated AAR command to the original PCRF that has been associated with the UE. This message should contain at least following information in order to find the associated PCRF for the terminating UE.
-
Auth-Session-State AVP: This AVP set to No_State_Maintained indicates that this AAR/AAA command pair is used dedicatedly and transiently for the P-CSCF restoration procedure. Stateless will be given, i.e. no resource reservation or new session association is required. 
-
User IP address: The User IP address is extracted from the Request-Line in the received SIP INVITE message and set to either the Frame-IP-Address AVP or the Framed-IPv6-Prefix AVP. Note that the User IP address is populated to the Request-Line in the SIP INVITE message by the S-CSCF after the called party identity is properly translated.
In the case the P-CSCF has NAT functionality, the alternative P-CSCF may get the private IP address of the UE from the SIP message if contained in the SIP Contact header by the S-CSCF, which was sent from the failure P-CSCF to the S-CSCF during IMS initial registration procedure.

-
IP Domain: The alternative P-CSCF may set the IP-Domain-Id AVP based on the local configuration.
However, there is a limitation that alternative P-CSCF has to be configured with only one IP Domain to interwork with if IPv4 is assigned to the end user for the IMS service and multiple IP domains are deployed in the operator network. 

The alternative P-CSCF may get the IP domain information from the SIP message if contained in the SIP Contact header by the S-CSCF, which was sent from the failure P-CSCF to the S-CSCF during IMS initial registration procedure.
-
PDN ID: The alternative P-CSCF may set static characters of an APN, for example "IMS APN" or "Emergency APN", or so-called "well known IMS APN" as described in the GSMA IR.92 [7] to the Called-Station-Id AVP based on the local configuration.
Based on the Auth-Session-State AVP, the PCRF understands that this AAR command is specific for the P-CSCF restoration purpose and that no state is maintained. The PCRF sends a dedicated AAA command to the alternative P-CSCF.

5. The PCRF sends a RAR command to the P-GW/GGSN that has been associated with the UE. This message contains a new information element that instructs the P-GW/GGSN either the update bearer request message procedure or the PDN GW initiated bearer deactivation procedure would take place. This decision should be made based on operator policy and information available in the PCRF. If the PCRF knows that the UE has been accessed the IMS service from non-3GPP access, then the PDN GW initiated bearer deactivation procedure should be instructed. The IMEI-SV information might help if available for this decision since the IMEI-SV may indicate UE’s capability. The P-GW/GGSN sends an RAA command to the PCRF.

NOTE 4:
It should be noted that the update bearer request message procedure does not work for UEs based on Rel-8 and earlier. 
NOTE 5:
Using the PDN GW initiated bearer deactivation procedure is a relatively heavy procedure compared to the update bearer request message procedure. Especially, if the UE has a single PDN connection to the IMS, this procedure forces UE to detach from the EPS network. Thereafter the UE attaches to the EPS again and the IMS level registration procedure follows. With this observation, using the PDN GW initiated bearer deactivation procedure causes not only many signalling messages but also a long service disruption.
6. Depending upon an instruction from the PCRF in the step 4, one of following procedure takes place.

-
The update bearer request message procedure as a subset of the existing Rel-9 based P-CSCF restoration procedure.
-
The PDN GW initiated bearer deactivation procedure with "reactivation requested".

-
For the S2a, the PDN GW initiated bearer deactivation procedure to the trusted non 3GPP access domain.
It should be noted that although this procedure does not request UE to re-attach to the IMS explicitly by signalling, it is assumed that IMS compliant UE shall re-attempt to obtain IMS service soon after detached from the IMS service.

-
For the S2b, the PDN GW initiated bearer deactivation procedure to the ePDG.
It should be noted that although this procedure does not request UE to re-attach to the IMS explicitly by signalling, it is assumed that IMS compliant UE shall re-attempt to obtain IMS service soon after detached from the IMS service.

-
For  the S2c, the Network initiated detach procedure as described in the 3GPP TS 24.303 [10]).
It should be noted that although this procedure does not request UE to re-attach to the IMS explicitly by signalling, it is assumed that IMS compliant UE shall re-attempt to obtain IMS service soon after detached from the IMS service.
With this solution alternative, the following impacts on the S-CSCF/P-CSCF/PCRF and Mw/Rx interfaces are expected:

-
The SIP Terminating Requests from the S-CSCF or the adjacent node to the alternative P-CSCF over Mw interface may need to be enhanced to include an indication for P-CSCF Restoration. Or the alternative P-CSCF may check the received SIP INVITE message to determine whether this message is due to a P-CSCF failure.
-
The IMS Registration procedure might need to be enhanced for the P-CSCF to include the IP domain information and private IP address in the case the P-CSCF performed NAT function into the SIP Contact header in the SIP REGISTER as part of the contact address which is then stored in the S-CSCF together with the IP address of the UE and conveyed to the P-CSCF in the subsequent terminating request.
-
The dedicated AAR command over Rx interface needs to include an indication for P-CSCF Restoration, the APN for IMS PDN Connection, the corresponding full IP address or private IP address and/or the IP address domain of the UE and/or Subscription-Id related to the terminating request.
-
The S-CSCF may hold the SIP terminating request in case the original P-CSCF fails. Once after the UE is registered again, the S-CSCF is able to continue the pending terminating procedure.
-
The P-CSCF needs to identify the indication for P-CSCF Restoration within a SIP Terminating Request from the S-CSCF for a user of which the P-CSCF does not store any information, and sends a dedicated AAR command over Rx with an indication for P-CSCF Restoration, the APN for IMS PDN Connection, the corresponding IP address of the UE, the IP domain ID if received in the SIP terminating request as part of the Contact address and/or Subscription-Id related to the terminating request.
-
The PCRF needs to identify the indication for P-CSCF Restoration, the APN for IMS PDN Connection and the corresponding IP address of the UE and/or Subscription-Id for which the P-CSCF Restoration is to be performed within a dedicated AAR command, and sends an RAR to PGW/SGW over Gx/Gxx to release the IP-CAN session of the UE identified by the IP address and/or Subscription-Id of the UE, corresponding to the IMS PDN connection. The dedicated AAR will include the Auth-Session-State AVP set to NO_STATE_MAINTAINED to indicate to the PCRF that stateless treatment is expected, i.e. no resource reservation or new session association is required.
6.3.3.2
Optional functions

Optional functions described in this clause may be standardized in Rel-12 only if time allows and strong demand is identified during the present study. Otherwise, it can be standardized in a later release.
6.3.3.2.1
SIP level keep-alive function

Figure 6.3.3.1.1-1 illustrates a possible standardized way to detect adjacent node failure. This SIP level keep-alive function should be very similar with the GTP echo as defined in 3GPP TS 29.281 [8] or SCTP heartbeat mechanism as defined in IETF RFC 4960 [9]. SIP nodes maintain a restart counter, which is incremented after every node restart.
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Figure 6.3.3.1.1-1: SIP level keep-alive function

1. A SIP OPTION message is sent from one SIP node to an adjacent SIP node, including its current restart counter.

2. The adjacent SIP node replies to the requesting SIP node by a SIP OPTION message, including its restart counter.

6.3.3.2.2
Dynamic alternative P-CSCF configuration at adjacent node

Figure 6.3.3.1.2-1 illustrates a possible standardized way to configure an alternative P-CSCF per UE. The purpose is to inform SIP nodes adjacent to a P-CSCF about configured alternative P-CSCFs (to be used when the considered P-CSCF fails). This function should be executed in every SIP registration.
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Figure 6.3.3.1.2-1: Dynamic alternative P-CSCF configuration at adjacent node

1. A SIP REGISTER message is sent to P-CSCF.

2. The P-CSCF adds its list of alternative P-CSCFs onto the SIP message and forwards it to the adjacent SIP node.

3. Adjacent SIP nodes remove the list of alternative P-CSCFs from the SIP REGISTER message and forward it to the next SIP node.

6.3.4
Coexistence with existing solution

Since this solution utilizes the existing Rel-9 solution between P-GW/GGSN and UE, it can perfectly coexist with the Rel-9 solution, based on a small exclusive logic in the P-GW/GGSN. The difference from Rel-9 mechanism is only the trigger of the IMS restoration related PDN connection re-establishment at the P-GW/GGSN. While this solution can be considered as a "Reactive approach", the Rel-9 mechanism can be considered as a " Proactive approach" for the P-CSCF failure recovery. It is then up to the operator, for the purpose of gaining the benefits of both solution, to combine them.
6.3.x
Objective compliance

This solution alternative fully complies with the objective of the study for a mechanism to enhance existing standardized P-CSCF restoration procedure to overcome existing limitations and drawbacks. With this solution alternative, the P-CSCF restoration during terminating procedure is triggered per UE need, which avoids massive signalling and specific UE support with the existing standardized P-CSCF restoration mechanism. Details of the compliance are as follows.
-
Avoid massive signalling over the core and radio networks.

Similar as described in the clause 6.4.5 for Sol-C.

-
Improve reliability.

Similar as described in the clause 6.4.5 for Sol-C.
-
Do not impact existing GSMA compliant UEs.

Similar as described in the clause 6.4.5 for Sol-C.

-
Improve service availability.

The service is recovered once there is a terminating request to the UE, and if the S-CSCF continues the terminating procedure after the UE completes the IMS registration, there would be no service loss at all to the UE.

· Minimize H-PLMN resource usage to provide recovery solution for a visited P-CSCF.
This alternative has little impact on H-PLMN for roaming cases if considering the enhancement for continuation of terminating procedure which has to be performed by the S-CSCF in H-PLMN. Otherwise, this alternative does not have impact on HPLMN.
* * * Next Change * * * *
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7.1.5
Sol-B: Alternative P-CSCF and PCRF based restoration
Table 7.1.5.-1 summarizes the comparison criteria fulfilment for this alternative. Objective compliance is grey shaded.

Table 7.1.5-1 :
	Alternative P-CSCF and PCRF based Restoration

	Criteria
	Fulfilment
	Evaluation

	Avoid massive signalling
	Fully compliant 
	Since the proposed P-CSCF recovery procedure is triggered only when an associated P-CSCF receives incoming IMS call.

	Improve reliability
	Fully compliant
	Since the proposed P-CSCF recovery procedure is triggered only when an associated P-CSCF receives incoming IMS call.

	Do not impact existing GSMA compliant UE
	Fully compliant
	No specific UE procedures required.

Both Rel-8 based UE and Rel-9 based UE can be handled based on operator configuration.

	Service availability
	Fully compliant
	Recovery is not dependent on massive signally that overloads the system and delays re-registration. If the S-CSCF continues the terminating procedure after the UE completes the IMS registration, there would be no service loss at all to the UE.

	Minimize H-PLMN resource usage to provide visited P-CSCF recovery
	Fully compliant
	Little impact on H-PLMN for roaming cases if considering the enhancement for continuation of terminating procedure and/or handling of the IP-domain and/or private IP address. Otherwise, no impact to the HPLMN for the IMS service to roaming users.

	Applicability
	Compliant
	3GPP accesses and Non-3GPP accesses only when PCC is deployed.

	Impacted elements
	4
	S-CSCF/ATCF/IBCF, P-CSCF, PCRF and P-GW/GGSN.

	Impacted interfaces
	2
	Rx, Gx and Mw.

	Complexity
	Medium
	Impacts on an alternative P-CSCF could be considered as medium impacts since alternative P-CSCF has to receive and treat a SIP INVITE message that has no UE context in the P-CSCF.

Impacts on Rx could be considered as medium impacts since STR command must be sent without session ID.
Impacts on S-CSCF could be considered as medium impacts if it is to support continuation of terminating procedure.

	Performance impact
	Very Low
	Very low impacts since restoration triggering is done on per UE need basis and node behaviour complexity is low.

	Roaming considerations
	No 
(Yes, only if explicit indication is needed)
	This alternative works within a single operator domain.
If explicit indication needs to be added in the SIP INVITE message that is sent from S-CSCF to alternative P-CSCF, both HPLMN and VPLMN network has to be upgraded to support this feature. But no its necessity is identified so far. 
If continuation of terminating procedure is to be supported, both HPLMN and VPLMN network has to be upgraded to support this feature, while it is not fundamental part of the feature and can be optionally supported.

	PDN connection reattach required
	No (if reusing the Rel-9 based solution) or Yes (otherwise)
	If operator wishes to use Rel-9 based solution, this solution can provide it based on operator policy. It is possible since this alternative is basically reusing the Rel-9 based solution.

	Coexistence with existing mechanism
	Yes
	It is possible since this alternative is basically reusing the Rel-9 based solution.

	Added value
	None
	-

	Limitations or drawbacks
	None
	
To address the private IP address issue in the case the P-CSCF performs NAT function, the P-CSCF can include the private IP address of the UE into the SIP Contact header in the SIP REGISTER during registration procedure. 


* * * End of Changes * * * *
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