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1. Overall Description:

As part of its work on GTP-C overload control, CT4 has identified scenarios which can cause an overload at the PGW over the S2a/S2b interfaces and agreed that it is desirable to support load and overload control on the S2a/S2b interfaces (in addition to S5/S8) to enable the PGW to shed some part of the signalling traffic it may receive from a TWAN/ePDG. 
CT4 has further studied the mechanisms that may be used for the trusted and untrusted WLAN access when the network cannot process a new session or handover request from a UE and concluded that the support of an APN congestion control mechanism between the TWAN/ePDG and the UE, as supported for HRPD and 3GPP accesses, would help
· protecting the network (3GPP AAA Server, HSS, TWAN or ePDG) from potential extra and undesirable signalling that may result from new UE retries for the same APN during the period of overload; 
· improving the end user's experience by avoiding unnecessary retries during the overload situation but also by avoiding deferring longer than necessary subsequent retries when the overload situation abates  (e.g. for untrusted WLAN access, the UE access to the APN may be deferred for an undetermined duration if the UE remains connected to the current ePDG).
CT4 has considered the following possible mechanisms to support APN congestion control for WLAN access (see subclause 4.2.4.3.3 of 3GPP TR 29.807):

· untrusted WLAN access: 

a) enhance the IKEv2 protocol with a new congestion cause and APN back-off mechanism; 

· trusted WLAN access: 

b) enhance the WLCP protocol with similar extensions for the multi-connection mode;  

c) enhance the EAP protocol with similar extensions for the single-connection mode:
· when rejecting the UE request, the TWAN returns a new APN congestion cause and the APN back-off timer to the 3GPP AAA Server, that the 3GPP AAA Server propagates to the UE via EAP extensions (see Figure 4.2.4.3.3.3.1).
d) the TWAN may support a back-off mechanism on behalf of the UE for the transparent single-connection mode:
· when rejecting the UE request, the TWAN may store a back-off timer per UE and SSID and reject immediately any subsequent request from that UE for the same SSID until the back-off timer expires (see Figure 4.2.4.3.3.3.2).

CT4 kindly asks SA2 to consider adding support of APN congestion control for WLAN access, as part of Release 12, if feasible. 
2. Actions:

To SA2 group.

ACTION: 
CT4 kindly asks SA2 group to consider adding support of APN congestion control for WLAN access, as part of Release 12, if feasible.
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