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1. Introduction
Subclause 4.3.3.1.4 contains the following editor's note: 

In recent discussions at the IETF MMUSIC mailing list, it was commented that the implications of this rule for opposite direction offer-answer renegotiations while a TLS session is established are unclear (should a new TLS session with reversed roles be established?).

Editor's Note: SA3 and/or CT1 have been contacted with the request to provide some clarifications at least within the scope of 3GPP specifications.

2. Reason for Change
CT1 provided the following response in its Reply LS in C4-131850 (CT4#62bis meeting):

BFCP:

For TLS used for media plane security for BFCP, CT1 agrees with the CT4 working assumption. If a TLS session is already established and is used by BFCP, then any SDP offer/answer renegotiation will not have an impact on the TLS session.

CT1 is currently studying how to document a related clarification in CT1 specifications.

This contribution proposes to replace the corresponding editor's note by some text reflecting this response.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.828 v1.0.0.
* * * First Change * * * *

4.3.3.1.4
Application aware scenario "BFCP-over-TLS-over-TCP"

BFCP itself is a client/server protocol at application protocol level (with the floor control client and floor control server roles).

IETF RFC 4583 [17] (SDP Format for BFCP Streams) contains an explicit TLS server role assignment for the SDP answerer in Clause 8; "When TLS is used, once the underlying TCP connection is established, the answerer acts as the TLS server regardless of its role (passive or active) in the TCP establishment procedure."

NOTE:
IETF RFC 4583 [17] uses the TCP related IETF RFC 4145 [12] SDP "a=setup" attribute only to determine the TCP client and server roles.

In recent discussions at the IETF MMUSIC mailing list, it was commented that the implications of this rule for opposite direction offer-answer renegotiations while a TLS session is established are unclear (should a new TLS session with reversed roles be established?). CT1 will clarify in their specifications (see C4-131850) that if a TLS session is already established and is used by BFCP, then any SDP offer/answer renegotiation will not have an impact on the TLS session.

* * * End of Changes * * * *

