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1. Introduction
This contribution proposes to fix all FFSes in the Sol-B: Alternative P-CSCF and PCRF based Restoration.

2. Reason for Change

This contribution proposes to fix all FFSes in the Sol-B with the following approaches.
A) Editor's Note: It is FFS how the alternative P-CSCF examines the received SIP INVITE message to determine whether this message is due to a P-CSCF failure. The SIP Record-Route header could be subject for study since it may always contain the failed P-CSCF information.
According to the 24.229 section 5.4.3.3 step 10) d), it is clear that a chosen P-CSCF for the UE , I.e. Failed P-CSCF , is populated into the Route header by the S-CSCF when the S-CSCF receives the SIP INVITE message for terminating calls. See the excerption below from the 24.229.
d)
build the Route header field with the Path values from the chosen route and if "loose route" indication has been received, in the service profile of the served user identity, from the HSS during registration and the selected contact address was not registered as described in RFC 5626 [92], add the content of the target URI determined in step a), as last URI of the route. If the selected contact address was registered as described in RFC 5626 [92], the target URI determined in step a) is not added to the Route header field; and
Based on this S-CSCF behaviour with yellow above, it is proposed that;

· An S-CSCF (IBCF/ATCF for roamers) sends the SIP INVITE message to an alternative P-CSCF with the original SIP message body unchanged as intended to send to the failed P-CSCF. This guarantees that the SIP INVITE message contains the failed P-CSCF information in the Route header filed.
· The alternative P-CSCF is able to know that the original P-CSCF for the UE is out-of-service or has failed once lately based on a local management/supervision system within an operator network.

· With this condition, the alternative P-CSCF can safely examine that the SIP INVITE message is destined to the alternative P-CSCF due to the associated P-CSCF failure by 1) No UE context in the alternative P-CSCF failure, 2) the Route header filed contains the failed P-CSCF information.

B) Editor's Note: It is FFS what Diameter command to be used for this message. The AAR/AAA command pair seems the reasonable choice at this stage.
The Figure 1 below illustrates the usage of AAR/AAA and STR/STA command pairs comparing two use cases, one for the normal use case and the other one for the P-CSCF failure use case.
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Figure 1: AAR/AAA and STR/STA usage
It is understood in general that the AAR/AAA command pair assigns necessary resources in the PCRF when a session is created and then the STR/STA command pair un-assigns the resources in the PCRF when the session is to be terminated. See left-hand side of the Figure 1. In addition, the Session-Id AVP is used over the Rx interface for maintaining an association between the PCRF and P-CSCF for the life time of the session.

As shown in the right-hand side of the Figure 1 with the RED colour, the main purpose of the RED message is to remove the assigned resources in the PCRF. This is very similar with the STR/STA command pair in the normal use case as shown in the left-hand side of the Figure 1. The only difference is that the alternative P-CSCF#2 sends this command instead of original P-CSCF.

With this assessment, this contribution proposes to use STR/STA command pair between the PCRF and alternative P-CSCF. However, this STR command must be a sort of special STR/STA command pair since there is no Session-Id AVP setting on the STR command.

However, after CT4 reviewed C4-131941, it was concluded that the AAR/AAA command pair is more appropriate for this use case in accordance with the Diameter standard as specified in IETF RFC 3588.
C) Editor's Note: It is FFS what information (AVP) to be set onto this message in order to route to the associated PCRF and find the related session in the PCRF. For the PDN ID, the alternative P-CSCF can set static characters for an APN, for example "IMS APN" or "Emergency APN", or so-called "well known IMS APN" as described in the GSMA IR.92 [7] to either the Called-Station-Id AVP based on the local configuration.
As captured in the current Editor’s note. This contribution proposes the following parameter settings in order to route the associated PCRF and to make the session binding possible in the PCRF.
· New Information element: This IE indicates that this AAR/AAA command pair is used dedicatedly and transiently for the P-CSCF restoration procedure. Stateless treatment is expected, i.e. no resource reservations or new session association is required. 
· User IP address: The User IP address is extracted from the Request-Line in the received SIP INVITE message and set to either the Frame-IP-Address AVP or the Framed-IPv6-Prefix AVP. Note that the User IP address is populated to the Request-Line in the SIP INVITE message by the S-CSCF after the called party identity is properly translated.
· IP Domain: since it is assumed that the chosen alternative P-CSCF always resides in the same IP domain with the failed P-CSCF, the alternative P-CSCF can set the IP-Domain-Id AVP based on the local configuration. However, there is a limitation that alternative P-CSCF can interwork with only one IP Domain if IPv4 is used for the IMS service and multiple IP domains are deployed in the operator network.
· PDN ID: The alternative P-CSCF may set static characters of an APN, for example "IMS APN" or "Emergency APN", or so-called "well known IMS APN" as described in the GSMA IR.92 [7] to the Called-Station-Id AVP based on the local configuration.
D) Editor's Note: It is FFS how the chosen alternative P-CSCF determines the Diameter realm associated with the PDN connection. This could be achieved by local configuration or by including the domain name in the SIP INVITE message. 
As current editor’s note explains, this contribution proposes to generate Diameter realms by local configuration or by referring to the domain name in the received SIP INVITE message.
E) Editor’s Note: It is FFS how IP overlapping can be resolved when there are several IP domains that use the same IP address range. 
As indicated in issue C)there is a limitation that alternative P-CSCF can interwork with only one IP Domain if IPv4 is used for the IMS service and multiple IP domains are deployed in the operator network.
F) Editor's Note: It is FFS what Diameter command to be used for this message. The RAR/RAA command pair seems the reasonable choice at this stage.

Since this procedure is similar to the PCRF-Initiated IP-CAN Session Modification/Termination procedure, this contribution proposes to use the RAR/RAA command pair on the Gx interface.
4. Proposal

It is proposed to agree on this new alternative to be included in 3GPP TR 29.806.
* * * First Change * * *
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* * * 2nd Change * * *

6.3.3
Description
The following figure illustrates the details of this alternative. Protocol impacts with this alternative are indicated with Red. 

Please update this figure with the other associated P-CR (the latest revision of C4-131942"Support to Non 3GPP access in the solution B").
Figure 6.3.3-1: Alternative P-CSCF and PCRF Based Restoration
1. An S-CSCF, IBCF or ATCF or other adjacent node of the failed P-CSCF node receives a SIP INVITE message. At this moment, the adjacent node knows that the associated P-CSCF is down or has restarted. This is known by a local management/supervision protocol within an operator network. 
Since this procedure does not deliver the incoming SIP INVITE message to the UE, the S-CSCF will eventually report the SIP time out to the originating party. 


2. An S-CSCF, IBCF or ATCF or any other adjacent node forwards the SIP INVITE message to an alternative P-CSCF. The alternative P-CSCF is chosen based on the local configuration. If the failed P-CSCF has been recovered, then the failed P-CSCF would most likely be the alternative P-CSCF.
NOTE 1:
The section 6.3.3.1.1 describes a possible standardized way to detect an adjacent node failure.

Then the alternative P-CSCF checks the received SIP INVITE message to determine whether this message is due to a P-CSCF failure. This check could be made by for example: Executing both 1) Checking whether corresponding subscriber data is already installed; and 2) Check the Route header field whether it contains the failed P-CSCF information.
Alternatively, an S-CSCF, IBCF or ATCF or any other adjacent node generates a suitably defined SIP OPTION message that can indicate that the P-CSCF associated with the called UE has been unavailable and that the UE needs IMS re-registration.
Alternatively, an S-CSCF, IBCF or ATCF or any other adjacent node can set an explicit indication in the SIP INVITE message indicating that this SIP INVITE message is sent due to the P-CSCF failure.
Once the alternative P-CSCF confirms that the terminating UE has most likely encountered the P-CSCF failure and not yet re-registered to the IMS, the following procedure takes place as an UE recovery procedure.

NOTE 2:
The section 6.3.3.1.2 describes a possible standardized way to configure an alternative P-CSCF per UE. At least, the PCRF associated with the UE has to be accessible from the chosen alternative P-CSCF.
3. The alternative P-CSCF sends a dedicated AAR command to the original PCRF that has been associated with the UE. This message should contain at least following information in order to find the associated PCRF for the terminating UE.
· Auth-Session-State AVP: This AVP set to No_State_Maintained indicates that this AAR/AAA command pair is used dedicatedly and transiently for the P-CSCF restoration procedure. Stateless will be given, i.e. no resource reservation or new session association is required. 
· User IP address: The User IP address is extracted from the Request-Line in the received SIP INVITE message and set to either the Frame-IP-Address AVP or the Framed-IPv6-Prefix AVP. Note that the User IP address is populated to the Request-Line in the SIP INVITE message by the S-CSCF after the called party identity is properly translated.

· IP Domain: The alternative P-CSCF may set the IP-Domain-Id AVP based on the local configuration.
However, there is a limitation that alternative P-CSCF has to be configured with only one IP Domain to interwork with if IPv4 is assigned to the end user for the IMS service and multiple IP domains are deployed in the operator network.
· PDN ID: The alternative P-CSCF may set static characters of an APN, for example "IMS APN" or "Emergency APN", or so-called "well known IMS APN" as described in the GSMA IR.92 [7] to the Called-Station-Id AVP based on the local configuration.
Based on the Auth-Session-State AVP, the PCRF understands that this AAR command is specific for the P-CSCF restoration purpose and that no state is maintained. The PCRF sends a dedicated AAA command to the alternative P-CSCF.


4. The PCRF sends a RAR command to the P-GW/GGSN that has been associated with the UE. This message contains a new information element that instructs the P-GW/GGSN either the update bearer request message procedure or the PDN GW initiated bearer deactivation procedure would take place. This decision should be made based on operator policy and information available in the PCRF. If the PCRF knows that the UE has been accessed the IMS service from non-3GPP access, then the PDN GW initiated bearer deactivation procedure should be instructed. The IMEI-SV information might help if available for this decision since the IMEI-SV may indicate UE’s capability. The P-GW/GGSN sends an RAA command to the PCRF.
NOTE 4:
It should be noted that the update bearer request message procedure does not work for UEs based on release 8 and earlier. 
5. NOTE 5:
It should be noted that using the PDN GW initiated bearer deactivation procedure is a relatively heavy procedure compared to the update bearer request message procedure. Especially, if the UE has a single PDN connection to the IMS, this procedure forces UE to detach from the EPS network. Thereafter the UE attaches to the EPS again and the IMS level registration procedure follows. With this observation, using the PDN GW initiated bearer deactivation procedure causes not only many signalling messages but also a long service disruption.
6. Please update step 5 with the other associated P-CR (the latest revision of C4-131942"Support to Non 3GPP access in the solution B").
· 
· 
· 
· 

* * * End of Changes * * *

3GPP


[image: image1]