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1 Introduction
In the case the IMS service data are provisioned in the HSS and retrieved by the IMS AS, and some common parts of the user data shared by multiple subscribers are updated in the HSS by the provisioning system, the current notification mechanism over Sh interface may introduce massive traffic and delay providing the updated services to the user.
2 Disucssion

In the 3GPP IMS network, the service data are stored by the application servers in the HSS as transparent data. But in the deployment, some service data e.g. IMS CAMEL service information, are provisioned in the IMS HSS, and then the IMS AS retrieves the data from the HSS when the IMS AS is powered on or when the user is registered in the IMS or when there is a terminating call reaching the user. It is the same for some other service data especially those shared with CS supplementary services. In these cases, it is possible that some common parts of the service data shared by multiple subscribers are updated in the HSS by the provisioning system, thus the HSS needs to notify the TAS to retrieve the user data for each subscriber impacted.

So far the subscription to notification mechanism over Sh interface could be used for such notifications, but it may introduce massive traffic over Sh interface since the notification would be applied to multiple subscribers. Another way might be for the HSS to support a mechanism to control the pace for the notifications. But it is inefficient and may not be able to provide the service to the subscribers on time, e.g. one subscriber is using the service but the TAS did not receive the notification yet.
The notification procedure over Sh interface can be enhanced to allow the IMS AS to retrieve the updated service data when needed, thus avoiding creating massive traffic in a short period.
Over S6a/S6d interface, the Reset-Request/Answer(RSR/RSA) command pairs are specified for the HSS to indicate to all relevant MMEs and SGSNs, that the HSS has restarted and cannot send a Cancel Location messages or Insert Subscriber Data messages when needed due to lose of the current MME-Identity and SGSN-Identity of some of its subscribers who may be currently roaming in the MME area and/or SGSN area. The MME/SGSN will mark "Location Information Not Confirmed in HSS" and trigger update location procedure at the next authenticated radio contact with the UE concerned. The similar mechanism can be applied to update of service data over IMS Sh interface, i.e. when the common parts of the service data are updated, the IMS HSS sends the RSR to the related IMS AS, and the AS marks e.g. "service data to be updated", and retrieves the service data from the HSS when needed, e.g. there is originating or terminating call for the user. A new command pair different from RSR/RSA can be defined for such an enhancement, but whatever RSR/RSA or a new command pair is to be used, a new application ID has to be created for the Diameter application with this enhancement for Sh interface. It can be further optimized to identify the service indication for which the common data parts are updated, so that the IMS AS can only retrieve the corresponding data, instead of the whole set of service data.
3 Proposal

It is proposed to create a WID on the notification enhancement for update of IMS service data and complete the corresponding stage 3 protocol definition.

