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	Reason for change:
	To clarify the purge procedure from a combined MME/SGSN.
A combined MME/SGSN may use a single identity (Origin Host) or two different identities (one for the MME part, another for the MME part). For the purge procedure it is important for the HSS to check the origin host received in PUR against the stored node identities (origin host as received in ULR from MME and origin host as received in ULR from SGSN)

	
	

	Summary of change:
	Clarify that the combined MME/SGSN that uses two identities (one for MME one for SGSN) shall send two PUR messages when purging the UE from both parts.

	
	

	Consequences if not approved:
	May result in purge flags being set in the HSS although the UE is not purged in the serving node.
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	Other comments:
	example:
UE is registered at combined MME/SGSN via E-UTRAN and non-E-UTRAN; the combined MME/SGSN's identities are A for MME and B for SGSN; HSS has stored A and B as the identities of MME and SGSN.

Now UE moves to a new SGSN C. This results in the HSS storing identities A and C. HSS sends CancelLocation to the SGSN part of the combined node, but the message gets lost.

Now the combined node detects a long periode of inactivity and purges the UE from both its parts; if it sends only one PUR  with orig host = A this must not result in "UE purged in SGSN" being set in the HSS; if it sends only one PUR with orig host = B this must not  result in "UE purged in MME" being not set in the HSS. 


5.2.1.3.2
Detailed behaviour of the MME and the SGSN
The MME shall make use of this procedure to set the "UE Purged in the MME" flag in the HSS when the subscription profile is deleted from the MME database due to MMI interaction or after long UE inactivity.

The SGSN shall make use of this procedure to set the "UE Purged in SGSN" flag in the HSS when the subscription profile is deleted from the SGSN database due to MMI interaction or after long UE inactivity. 
The combined MME/SGSN when using a single Origin-Host identity shall make use of this procedure to set the "UE Purged in MME" and "UE Purged in SGSN" flags in the HSS when the subscription profile is deleted from the common MME/SGSN database due to MMI interaction or after long UE inactivity on all registered accesses. If the HSS has indicated support for the Partial Purge feature (see clause 7.3.10), the combined MME/SGSN may also indicate to the HSS a Purge of the UE in only one of the serving nodes in the combined node (either in the MME or in the SGSN).

The combined MME/SGSN when using different Origin-Host identities for MME and SGSN shall send two PUR messages as if it was not combined.
When receiving a Purge UE response from the HSS the MME shall check the Result Code. If it indicates success, the MME shall check the PUA flag "freeze M-TMSI", and if set freeze the M-TMSI i.e. block it for immediate re-use.

When receiving a Purge UE response from the HSS the SGSN shall check the Result Code. If it indicates success, the SGSN shall check the PUA flag "freeze P-TMSI", and if set freeze the P-TMSI i.e. block it for immediate re-use.

When receiving a Purge UE response from the HSS the combined MME/SGSN shall check the Result Code. If it indicates success, the combined MME/SGSN shall check the PUA flag "freeze M-TMSI" and "freeze P-TMSI", and if set freeze the M-TMSI and/or the P-TMSI i.e. block it for immediate re-use.

5.2.1.3.3
Detailed behaviour of HSS
When receiving a Purge UE request the HSS shall check whether the IMSI is known.

If it is not known, a result code of DIAMETER_ERROR_USER_UNKNOWN shall be returned.

If it is known, the HSS shall set the result code to DIAMETER_SUCCESS and compare the received identity in the Origin-Host with the stored MME-Identity and with the stored SGSN-Identity.

If the received identity matches the stored MME-identity and the stored SGSN-Identity (no matter whether bit 4 in ULR-Flags was set or clear), then:

-
if the HSS supports the Partial Purge feature (see clause 7.3.10), and the combined MME/SGSN indicated that the UE was purged in only one of the serving nodes, the HSS shall set the PUA flags according to the serving node where the purge was done (i.e., either "freeze M-TMSI" if the purge was done in the MME, or "freeze P-TMSI" if the purge was done in the SGSN); similarly, the HSS shall either set the "UE purged in MME" flag and store the received last known MME Location information of the purged UE, or set the "UE purged in SGSN" flag and store the received last known SGSN-Location Information of the purged UE, accordingly;
-
if the HSS does not support the Partial Purge feature, or the combined MME/SGSN did not indicate that the UE was purged in only one of the serving nodes, the HSS shall set the PUA flags "freeze M-TMSI" and "freeze P-TMSI" in the answer message and set the flag "UE purged in MME" and "UE purged in SGSN" and store the received last known EPS Location Information of the purged UE; 
If the received identity matches the stored MME-identity but not the stored SGSN-identity, the HSS shall set the PUA flag "freeze M-TMSI" and clear the PUA flag "freeze P-TMSI" in the answer message, set the flag "UE purged in MME" and store the received last known MME location information of the purged UE;
If the received identity matches the stored SGSN-identity but not the stored MME-identity, the HSS shall set the PUA flag "freeze P-TMSI" and clear the PUA flag "freeze M-TMSI" in the answer message and set the flag "UE purged in SGSN" and store the received last known SGSN location information of the purged UE;
If the received identity does not match the stored MME-identity and does not match the stored SGSN-identity, the HSS shall clear the PUA flags "freeze M-TMSI" and "freeze P-TMSI in the answer message.
****next change***********

7.3.149
PUR-Flags

The PUR-Flags AVP is of type Unsigned32 and it shall contain a bitmask. The meaning of the bits is defined in table 7.3.149/1:

Table 7.3.149/1: PUR-Flags
	bit
	name
	Description

	0
	UE Purged in MME
	This bit, when set, indicates that the combined MME/SGSN has purged the UE in the MME part of the node. This bit shall not be set by a standalone SGSN.

	1
	UE Purged in SGSN
	This bit, when set, shall indicate that the combined MME/SGSN has purged the UE in the SGSN part of the node. This bit shall not be set by a standalone MME.

	NOTE 1:
Bits not defined in this table shall be cleared by the sending MME or SGSN and discarded by the receiving HSS.
NOTE 2:
If the Partial Purge feature (see clause 7.3.10) is supported, bits 0 and 1 shall not have the same value. 
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