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Introduction

CR1130 to TS 29.002 introduced the HLR-ID to be used for routing of MAP messages related to SMS for IMS UE without MSISDN towards the HSS, as explained in the discussion paper C4-131262 (Format of a new Correlation ID).
For the Diameter based version, routing aspects also have to be considered.
We will first come back on the MAP case and then analyse two variants for the Diameter case

MAP based routing
· HLR-ID is supplied by the IP-SM-GW B to the IP-SM-GW A when there is a failure of the SMS delivery directly from IP-SM-GW A to the UE B via  IP-SM-GW B.
· The HLR-ID has a format compatible with an IMSI, so with the MCC,MNC and a certain number  of digits of an IMSI, identifying the HSS to which the user B belongs.
· It is then used to route the MAP RSDS from SMS-SC A to HSS B of user B, and to route the SRI for SM from SMS-GMSC A to HSS B.
How IP-SM-GW B defines this HLR ID? 3 possibilities are hereafter described:
a)  it can be extracted from the IMSI of user; but if IMS ranges are not used for distributing users in HSSs, this may require the complete IMSI of the user  to define the HLR Id. This is against the principle to not communicate the IMSI of a user to another network for SMS services.
b) IP-SM-GW B may locally (eg via a table) derive a  HLR ID from the Diameter identity of HSS B obtained with a Sh procedure. This does not require standardisation.
c) IP-SM-GW B gets the HLR Id from the HSS/HLR supporting the user B, by using a new data reference for this query over Sh. This would require a standardisation over Sh.
Proposal: 

As b) does not require standardisation, it is currently proposed to not add a new standardisation.  It may be added later if for the possibility c) if needed.
Diameter routing based on the HSS ID
This approach corresponds to the description and use of HSS-ID in CR009 to TS 29.338   (C4-131573).
· HSS ID has the same content as HLR ID in MAP

· When issuing a Diameter based RSDS or a SRIfor SM,  the sending entity will 

·  generate a Diameter realm on the basis the MCC, MNC of the HSS ID. 
· populate the HSS ID in the User Name  AVP, which will allow the user to HSS resolution in the HPLMN of user B
For the interworking functions, the HSS ID and HLR ID are interchangeable in the mapping of parameters, and facilitate the protocol translation.
Diameter routing based on Public identities 
In the context of SMS for IMS UE to IMS UE without MSISDN, the SIP-URIs of user A and B conveyed in SIP are IMS public identities of these users and  so configured in their HSS.

With Diameter based protocol, another routing approach is investigated by relying on the Diameter routing mechanism introduced for IMS using the IMS public identity as user to HSS resolution.
With Diameter based protocol, another routing approach is here described.
· after the direct delivery failure, it may be needed to return the MCC/MNC of network B  in the SIP response to  the IP-SM-GW A 

· IP-SM-GW generates a MO-Forward SM message where it inserts SIP-URI A and SIP URI B (as with the MAP based case), but it may also be needed to supply the MCC/MNC of network B
· The SMS SC A generate a RSDS where

· Diameter realm of network B contains the domain name of network B taken from the SIP URI of user B. The routing using the same mechanism as the routing of SIP messages between IMS networks 

· A variant is to use a Diameter realm of network B according to 23.003 subclause 13.2 in the form ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org. It could be derived from the network domain of  SIP-URI B. If it is not possible, we still then need at least the MCC/MNC of network B  to be returned in the initial SIP response

· The user to HSS resolution in HPLMN B will be based on the Public identity (SIP-URI) of user B, like for other IMS procedures 

· The SMS_GMSC/SMS-SC of network A generates a SRI for SM 

This Diameter routing based on Public identities solution may be considered as a future target as it uses only IMS public identities for routing.

This solution raises some issues if interworking functions must be used, as they will have to rely on a HSS ID for the MAP part 

Proposal 

It is proposed to specify the Diameter routing based on the HSS ID solution, as described in the submitted CR 09 to TS 29.338
It is not intended to introduce the Diameter routing based on Public identities solution immediately, but it is worthwhile to consider if the present proposed HSS ID based solution can evolve towards this solution. 

· As the information elements required for Diameter routing based on Public identities also exist in the messages using the Diameter routing based on the HSS ID, there should not be an issue

· It would be relevant to keep the HSS id to do the mapping between the Diameter realms, and to do the user to HSS resolution in a network with Diameter routing based on the HSS ID.

· The HSS Id would be also used for interworking function cases requiring MAP 

