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3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Network Address Translation (NA(P)T): see definition in 3GPP TS 23.228 [2].

NAT-PT/NAPT-PT: see definition in 3GPP TS 23.228 [2].
Local (near-end) NAPT control: the operation of providing network address mapping information and NAPT policy rules to a near-end NAT in the media flow. 
Remote (far-end) NAT traversal: the operation of adapting the IP addresses so that the packets in the media flow can pass through a far-end (remote) NAT.


NAPT control and NAT traversal: controls network address translation for both near-end NA(P)T and far-end NA(P)T
Convention:

Wherever the term NAT is used in this specification, it may be replaced by NA(P)T or NA(P)T-PT.

RTP / RTCP transport multiplexing (briefly "RTP transport multiplexing"): a single IP transport (L4) port for RTP and RTCP packets.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.237 [18] apply:

Access Leg

Access Transfer Control Function (ATCF)

Access Transfer Gateway (ATGW)

Remote Leg
Target Access Leg

Source Access Leg
* * * Next Change * * * *

5.9
Handling of RTCP streams
The IMS-ALG and the IMS-AGW shall support control via the Iq interface of the specific RTCP behaviour associated to an RTP flow.

When the IMS-ALG requests the IMS-AGW to reserve transport addresses/resources for an RTP flow, the IMS-ALG should also request the IMS-AGW to reserve resources for the corresponding RTCP flow, but may alternatively request the IMS-AGW not to reserve resources for the corresponding RTCP flow. When the IMS-ALG requests the IMS-AGW to reserve transport addresses/resources for a non-RTP flow, the IMS-ALG shall not request the IMS-AGW to reserve resources for an RTCP flow. 

To request the IMS-AGW to reserve resources for an RTCP flow, the IMS ALG shall provide 
1. in case without RTP transport multiplexing,
· the RTCP handling information element (as specified in ITU-T Recommendation H.248.57 [x3]), or/and
· the RTCP explicit port allocation information element (as specified in IETF RFC 3605 [x1]),

2. in case with RTP transport multiplexing,

· the RTP transport multiplexing information element (as specified in IETF RFC 5761 [x2]),
with a value indicating that resources for RTCP shall be reserved.

To request the IMS-AGW not to reserve resources for an RTCP flow, the IMS ALG shall either provide the RTCP handling information element with a value indicating that resources for RTCP shall not be reserved or omit the RTCP handling information element.

If the IMS-AGW receives the indication to reserve RTCP resources, the IMS-AGW shall 
· allocate a local port with even number for an RTP flow also reserve the consecutive local port with odd number for the associated RTCP flow, 
· allocate a local port as explicity requested, or

· reuse the local port of RTP also for the associated RTCP flow,
and it shall send and be prepared to receive RTCP. 

If the IMS-AGW receives the indication to not reserve RTCP resources, or if it does not receive any indication at all, it shall not allocate an RTCP port when allocating a port for an RTP flow. The IMS-AGW shall not send any RTCP packets and shall silently discard any received RTCP packets.

When RTCP resources are requested, the IMS-ALG may also specify: 

- the remote RTCP port, and optionally the remote address, where to send RTCP packets; if not specified, the IMS-AGW shall send RCTP packets to the port contiguous to the remote RTP port;  
- bandwidth allocation requirements for RTCP, if the RTCP bandwidth level for the session is different than the default RTCP bandwidth as specified in IETF RFC 3556 [6].  

NOTE:
In line with the recommendations of IETF RFC 3605 [7], separate address or non-contiguous RTCP port numbers will not be allocated by the IMS-ALG / IMS-AGW.

Editor's Note:
The purpose of this NOTE is unclear. It doesn't change any normative semantics concerning RFC 3605 based port allocation requests. What's the history/background?
The IMS-AGW shall return an error if it can not allocate the requested RTCP resources.

* * * Next Change * * * *

6.2.9
Handling of RTCP streams
This procedure is identical to that of subclause 6.2.1 apart from the IMS-ALG optionally requesting the IMS-AGW to allocate or not allocate RTCP resources, and if RTCP is requested, optionally specifying the remote RTCP port and address, and bandwidth allocation for RTCP. 

Editor's Note:
Assumption: RTP transport multiplexing doesn't support clause 6.2.9 (to be confirmed).

