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1. Introduction
Subclause 4.4.4 contains the following editor's notes: 

Editor's Note: following text is for further study: 
The previous subclause focus on aspects of single TCP-enabled stream endpoint, i.e. from perspective of the MGW on the external bearer interface. IMS H.248 profiles support (IP,IP and (IP, IP, IP)  in case of Iq, which relates effectively to (TCP, TCP) and (TCP, TCP, TCP) connection models. There's consequently MGW internal interworking between the TCP enabled stream endpoints.  There are some high level TCP interworking models known, - TCP relay, TCP merge and TCP proxy mode -, which characterizes some TCP functions to be provided by the MGW. Etc 

Editor's Note: following text is for further study:

It is desirable that a MGW interconnecting two TCP terminations forwards TCP flow control related information between the terminations in order to avoid negative impacts on the end-to-end TCP throughput, and to avoid delays caused by buffering of TCP payloads. The details of related procedures can be left to the MGW implementation. 
Editor's Note: It is ffs if an end-to-end TCP flow control is feasible if the TCP setup direction is reversed between interconnected terminations.
Further comment: there are always the two options: a) keeping a single e2e TCP connection or b) a partitioning in two TCP connection segments. The SN/AN number space would be global in case of (a), and segment specific in (b) …
plus the editor's note from subclause 4.4.2: 

Editor's Note: It will be further studied in subclause 4.4.4 if changing the directionality of TCP connection setups requires extra MGW resources and adversely impact the TCP connection performance.
(Comment: there could be firstly a TCP merge or relay mode before behaving as TCP proxy).

2. Reason for Change

Resolution:
The comments are mainly related to (TCP,TCP) interworking ("TCP modes") and TCP flow control, which are both already elaborated in parallel P-CR C4-131701. A correspondent update proposal is provided.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.828 v0.2.0.
* * * First Change * * * *
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* * * Next Change * * * *

4.4.4
TCP Interworking in the MGW



Editor's Note: following text is for further study:

It is desirable that a MGW interconnecting two TCP terminations forwards TCP flow control related information between the terminations in order to avoid negative impacts on the end-to-end TCP throughput, and to avoid delays caused by buffering of TCP payloads. The details of related procedures can be left to the MGW implementation. 

Editor's Note: It is ffs if an end-to-end TCP flow control is feasible if the TCP setup direction is reversed between interconnected terminations.
Further comment: there are always the two options: a) keeping a single e2e TCP connection or b) a partitioning in two TCP connection segments. The SN/AN number space would be global in case of (a), and segment specific in (b) …

The previous subclause focuses on aspects of single TCP-enabled stream endpoints (so called "half call" model), i.e. from perspective of the MGW on the external bearer interface. IMS H.248 profiles support (IP, IP) and (IP, IP, IP)  in case of Iq, which relates effectively only to the (TCP, TCP) connection model. 
NOTE – See connection models in clause 5.4 in 3GPP TS 29.334 [x]. The (TCP, TCP, TCP) is not applicable to the PS-CS access transfer function.
Editor's Note: The connection model from Mp (TCP, TCP, TCP) is not yet covered.
There is consequently MGW internal interworking function between the TCP enabled stream endpoints. There are some high level TCP interworking models known, - TCP relay, TCP merge and TCP proxy mode -, which characterizes principal behaviour to be provided by the MGW. 
The MGW behaviour (i.e. TCP mode) could be the same or different during the establishment and data transfer phase (e.g., an initial TCP merge mode (see also clause 4.4.2.3
) could become a TCP relay mode).
Editor's Note: TCP flow control handling by the MGW during a) TCP connection establishment phase and b) TCP active data transfer phase should be elaborated in more detail.
There was some initial text proposed related to b):
A primary concern is TCP flow control handling (by the MGW) during the active TCP data transfer phase, due to it's cost factor in terms of MGW resources (memory, CPU time), control complexity (e.g., sliding window algorithms) and perfomance impact (e.g., TCP transfer delay). It is therefore desirable that a MGW interconnecting two TCP terminations (or TCP-enabled stream endpoints) forwards TCP flow control related information between the terminations in order to avoid negative impacts on the end-to-end TCP throughput, and to avoid delays caused by buffering of TCP payloads. The TCP mode (relay or proxy) determines the principle involvement in TCP flow control by the MGW. The details of related procedures can be left to the MGW implementation.

* * * End of Changes * * * *

�Cross-checked the reference, 4.4.2.3 is correct.





