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1. Introduction
CT4 has initiated a study on GTP-C overload control mechanisms. This contribution provides inputs to the related TR. 
2. Reason for Change
Scenarios resulting in GTP-C overload are not yet documented in the TR. 
This contribution provides an overview of the scenarios captured in subclause 4.9 of 3GPP TR 23.843 and provides a placeholder for documenting potential other scenarios, such as overload caused by frequent RAT reselection between WLAN and 3GPP accesses.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.807 v0.1.0.
* * * First Change * * * *

4
Introduction to GTP-C overload control

4.1
Scenarios leading to GTP-C overload


Reasons for these temporary overload cases are many and various in an operational network, such as insufficient internal resource capacity of a GTP-C entity faced with a sudden burst of requests e.g. after network failure/restart procedures affecting a large number of users, deficiency of a GTP-C entity component leading to a drastic reduction of the overall performances of the GTP-C entity ...
Subclause 4.9 of 3GPP TR 23.843 [4] provides a description of various scenarios which can cause GTP-C overload:  
-
traffic flood resulting from the failure of a network element, inducing a signalling spike, e.g. when the network needs to re-establish the PDN connections affected by the failure of an EPC node;
-
traffic flood resulting from a large number of users performing TAU/RAU or from frequent transitions between idle and connected mode;
-
an exceptional event locally generating a traffic spike, e.g. a large amount of calls (and dedicated bearers) being setup almost simultaneously upon a catastrophic event or an exceptional but predictable event (e.g. Christmas, New year);
-
overload caused by an overload of a downstream node (on a GTP or non-GTP-c interface), e.g. due to GTP-C retransmissions. 
Other scenarios (not listed in subclause 4.9 of 3GPP TR 23.843 [4]) exist that may also result in GTP-C overload, e.g.: 

-
Frequent RAT-reselection due to scattered non 3GPP (e.g. WiFi) coverage or massive mobility between 3GPP and non 3GPP coverage may potentially cause frequent or massive intersystem change activities i.e. UEs trying to either create  PDN connections over the new access or moving PDN connections between 3GPP and non 3GPP coverage. 
Besides, the current GTP-C load balancing based on semi-static DNS weights may lead to a load imbalance and likely lead to overload in one or more nodes of a SGW or PGW cluster while there is still remaining capacity on other nodes of the same cluster.

* * * End of Changes * * * *

