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Reason for Change
The terminology on NAT traversal (as used inter alia in clause 4.4.2.3) needs explicit clarification according to the discussions at past meeting. A correspondent update proposal is suggested.
Further background information:

1. NAT-T support (by H.248 MGs) were introduced by H.248.37 (and later on extended by H.248.50, H.248.78 and H.248.84).  The H.248.37 capability was primarily requested by ITU-T RACF and ETSI TISPAN RACS. The notion of "NAT traversal" was initially defined by (normative) ITU-T Y.2111. TISPAN did later on provide a similar definition in (informative) ETSI TR 187 008.

2. 3GPP provides NAT-T definitions in 23.228, which are used by 23.334 for the IMS-AGW.
Note: 33.830 is rather vague, using "firwall traversal" (FW-T). While terms FW-T and NAT-T are often used synonymeously, technically they are representing slightly different functions (due to the different packet handling behaviour by NAT and FW devices).
29.828 could limit the scope on NAT-T only.
It is suggested 

· to align with23.334 and
· to add protocol layer specific NAT-T terms.

Proposal

It is proposed to agree the following changes to 3GPP TR 29.828 v0.2.0.
* * * First Change * * * *
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* * * 2nd Change * * * *

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

End-to-access edge security: This term refers to media protection extending between an IMS UE and the first IMS core network node in the media path without being terminated by any intermediary. 

End-to-end security: This term refers to media protection extending between two IMS UEs without being terminated by any intermediary.

L3/L4 level NAT traversal: NAT traversal support limited to protocol layers L3 and L4 (network and transport layer).

L4+ level NAT traversal: NAT traversal support above the IP transport layer.

Network Address Translation (NA(P)T): see definition in 3GPP TS 23.228 [3].

NAT-PT/NAPT-PT: see definition in 3GPP TS 23.228 [3].
Local (near-end) NAPT control: see definition in 3GPP TS 23.334 [x].
Remote (far-end) NAT traversal: see definition in 3GPP TS 23.334 [x].

NAPT control and NAT traversal: see definition in 3GPP TS 23.334 [x]
Convention:

Wherever the term NAT is used in this specification, it may be replaced by NA(P)T or NA(P)T-PT.

TLS-client: the entity that initiates a TLS session establishment to a server (see IETF RFC 5246 [7]). 
TLS-server: the entity that responds to requests for TLS session establishment from clients (see IETF RFC 5246 [7]).  
TLS endpoint: either a TLS-client or a TLS-server.

* * * 3rd Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

BFCP
Binary Floor Control Protocol

e2ae security
End-to-access-edge security 

e2e security
End-to-end security 

IMS-AGW
IMS Access Media Gateway

IMS-ALG 
IMS Application Level Gateway 

IM CN
IMS Core Network
L3/L4 NAT-T
NAT traversal at protocol layers L3 and/or L4
L4+ NAT-T
NAT traversal at protocol layers above L4
NA(P)T
Network Address and optional Port Translation
NAPT
Network Address Port Translation
NAT
Network Address Translation

NA(P)T-PT
NAT Address (and optional Port-) Translation and Protocol Translation
NAT-T
NAT traversal
MSRP
Message Session Relay Protocol

* * * End of Changes * * * *


