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1. Introduction
CT4 has initiated a study on GTP-C overload control mechanisms. This contribution provides inputs to the related TR. 
2. Reason for Change
This contribution defines parameters to be signaled as part of the Overload control Information. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.807 v0.1.0.
* * * First Change * * * *

6.2.2
Alternative 1 - New Overload Control Information IE piggybacked in existing GTP-C signalling
6.2.2.1
Description

6.2.2.1.1
General

6.2.2.1.2
Parameters
Editor's Note: At least following aspects should be clearly identified: intended use at the receiver, condition for the sender to include it, whether it is optional or mandatory and the applicability to various nodes.
6.2.2.1.2.1
Overload-Reduction-Metric

The Overload-Reduction-Metric is a value in the range of 0 to 100 (inclusive) which indicates the percentage of traffic reduction the sender of the overload control information requests the receiver to apply. An Overload-Reduction-Metric of "0" always indicates that the node is not in overload (that is, no overload abatement procedures need to be applied) for the indicated scope.  
Editor's Note: the granularity of the Overload-Reduction-Metric is FFS.
The computation of the exact value for this parameter is left as an implementation choice at the sending node. 
The Overload-Reduction-Metric is a mandatory parameter to support (when supporting GTP-C overload control) and shall always be present in the Overload Control Information IE. 
It is applicable to all nodes / GTP-C interfaces for which GTP-C overload control is defined.
The inclusion of the Overload Control Information IE signals an overload, unless the Overload-Reduction-Metric is set to 0, which signals that the overload condition has ceased.
6.2.2.1.2.2
Period-Of-Validity
The Period-Of-Validity indicates the length of time, in seconds, during which the overload condition specified by the Overload Control Information IE is to be considered valid (unless overridden by a subsequent Overload Control Information IE for the same scope). 
An overload condition is said "valid" from the time the Overload Control Information IE is received until the next "relevant" Overload Control Information IE is received from the same GTP-C entity for the same overload scope, at which point the newly received overload control information data prevails. The timer corresponding to the period of validity is restarted each time a relevant Overload Control Information IE is received. When this timer expires, the last received overload control information data shall be considered outdated and obsolete and the overload values reset (no overload), i.e. any associated overload condition is considered to have ceased.
The Period-Of-Validity is a mandatory parameter to support (when supporting GTP-C overload control). The Period-Of-Validity shall be present in the Overload Control Information IE if the Overload-Reduction-Metric is not null. 

It is applicable to all nodes / GTP-C interfaces for which GTP-C overload control is defined.
The Period-Of-Validity parameter achieves the following: 

- 
it avoids the need for the overloaded node to include the Overload Control Information IE in every GTP-C messages it signals to its GTP-C peers when the overload state does not change; thus it minimizes the processing required at the overloaded node and its GTP-C peers upon sending/receiving GTP-C signalling; 
-
it allows to reset the overload condition after some time in the GTP-C peers having received an overload indication from the overloaded GTP-C entity, e.g. if no signaling traffic takes place between these nodes for some time due to overload mitigation actions. This also removes the need for the overloaded node to remember the list of GTP-C nodes to which it has sent a non-null overload reduction metric and to which it would subsequently need to signal when the overload condition ceases if the Period-Of-Validity parameter was not defined. 
6.2.2.1.2.3
Overload-Sequence-Number

The GTP-C protocol requires retransmitted messages to have the same contents as the original message (see subclause 7.6 of 3GPP TS 29.274 [x]). Due to GTP-C retransmissions, the overload information received by a GTP-C entity at a given time may be less recent than overload information already received from the same GTP-C entity for the same overload scope.
The Overload-Sequence-Number aids in sequencing the overload information received from an overloaded GTP-C entity. The Overload-Sequence-Number contains a value that indicates the sequence number associated with the Overload Control Information IE.  This sequence number is used to differentiate two Overload Control Information IEs generated at two different instants by the same GTP-C entity for the same overload scope. 
The Overload-Sequence-Number is a mandatory parameter to support (when supporting GTP-C overload control) and shall always be present in the Overload Control Information IE. It is applicable to all nodes / GTP-C interfaces for which GTP-C overload control is defined.

The sender of this information shall increment the Overload-Sequence-Number associated to a particular overload scope whenever modifying some information in the Overload-Control-Information IE. The Overload-Sequence-Number shall not be incremented otherwise. 
This parameter shall be used by the receiver of the Overload Control Information IE to properly collate out-of-order GTP-C messages e.g. due to GTP-C retransmissions. This parameter may also be used by the receiver of the Overload Control Information IE to determine whether the newly received overload information has changed compared to overload information previously received from the same node for the same overload scope. If the newly received Overload Control Information has the same Overload-Sequence-Number as previously received Overload Control Information, from the same GTP-C peer and for the same scope, then the receiver can simply discard the newly received Overload Control Information while continuing to apply the overload abatement procedures as per the old value. 
If the value contained in the Overload-Sequence-Number parameter overflows during the period in which the overload mitigation is in effect, then the parameter shall be reset to an appropriate base value.

Due to an overflow, GTP-C entities receiving an overload indication should be prepared to receive an Overload-Sequence-Number parameter whose value is less than the previous value. GTP-C implementations may handle this by      continuing to perform overload control until the Period-Of-Validity  related to the previous value of Overload-Sequence-Number parameter expires.
Implementations that are capable of updating the Overload Control Information during GTP-C retransmissions shall insert an incremented Overload-Sequence-Number. Implementations not capable of updating the Overload Control Information during GTP-C retransmissions will insert the Overload-Sequence-Number value sent in the original GTP-C message.

If the receiving entity already received and stored (still valid) overload information from the overloaded GTP-C entity for the same overload scope, the receiving entity shall update its overload scope entry only if the Overload-Sequence-Number received in the new overload information is larger than the value of the Overload-Sequence-Number associated with the stored entry. 

NOTE 1:
this parameter is equivalent to the "oc-seq" parameter defined for SIP Overload control in IETF draft-ietf-soc-overload-control-13. 
NOTE 2:
the GTP-C sequence number cannot be used for collating out-of-order overload information as e.g. overload information may be sent in both GTP-C requests and responses, using independent sequence numbering.   
6.2.2.1.2.4
APN-List

The APN-List indicates one or more APNs for which the Overload Control Information is applicable. When present in the Overload Control Information IE, the scope of the overload information is the list of APNs for the PGW that sends the overload information. 
NOTE 1:
The maximum number of APNs in the APN-List would be determined during the normative work.

If the APN-List has not been transmitted, the scope of the Overload Control Information is the entire PGW node (unless restricted by other parameters in the Overload Control Information). 
The APN-List is a mandatory parameter to support (when supporting GTP-C overload control). The APN-List may be present or absent in the Overload Control Information IE (depending on the scope of the reported overload control information).
This parameter can be provided by the PGW only and it is used by the MME/SGSN only.
NOTE 1:
This parameter may also be used by TWAN/ePDG if the overload control is supported on the S2a/S2b interfaces – see subclause 4.2.4.3.3.
The PGW may signal an Overload Control Information including an APN-List when it detects overload for certain APNs, e.g. based on shortage of internal or external resources for an APN (IP address pool). This may also allow a PGW to selectively throttle the traffic for certain (lower priority) APNs when experiencing overload, based on operator policy.
NOTE 2:
Interactions with the APN back-off mechanism are studied in subclause 6.6.2.
6.2.2.1.3
Parameter Evaluation
* * * End of Changes * * * *

