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1. Introduction
Subclause 4.3.3.2 is not yet consistent concerning stage 2 indications.
2. Reason for Change
It was agreed that clause 4 should finally provide indications about mandatory and optional requirements, as baeline for clause 5. The last paragraph in this subclause was missed to be updated at the last meeting.

Both options need to be supported in our opinion, despite the fact that option 1 may cover the very majority of scenarios. The rationale behind relates to the two different aspects of "bearer type" indication and "start of bearer connection establishment". It is expected that bearer type "TLS-over-TCP" will be already indicated when the H.248 stream endpoint is created. But the subsequent establishment of TCP and TLS could be decoupled in principle.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.828 v0.2.0.
* * * First Change * * * *

4.3.3.2
Start of TLS security session establishment

There are two fundamental options:

1.
The start of TLS security session establishment is immediately initiated by the TLS client side as soon as the underlying IP transport connection is successfully established (i.e., when the local TCP connection endpoint is transitioned to TCP state "ESTAB").
There are two variants in case of Iq, Ix and Mp:

-
The MGW notifies firstly the MGC, which then triggers the MGW for TLS security session establishment (if TLS client side);

-
The MGW autonomously starts TLS security session establishment (if TLS client side), and optionally notifies additionally the MGC (if requested);

2.
The start of TLS security session establishment is decoupled from the underlying TCP connection establishment (e.g., TLS establishment might be principally delayed (by the MGC) versus TCP connection establishment (e.g., dependent on successful L3/L4 NAT traversal), or TLS usage could be principally enabled during active communication, i.e. a later point in time).

All options are supported for Rel-12. 

* * * End of Changes * * * *

