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1. Introduction

This discussion paper discusses the scenario of I-RAT TAU/RAU procedure when the access restriction is to be enforced. Various solutions to achieve the access restriction for the target RAT are discussed with their advantages and drawbacks. Finally, it is proposed to adopt the most suitable solution for the normative work.
2. Discussion
Referring to 3GPP TS 23.401 clause 5.3.3.1 "Tracking Area Update procedure with Serving GW change" OR 3GPP TS 23.060 clause 6.9.1.2.2
2.1 The Scenario
· The UE is currently camping on E-UTRAN or UTRAN/GERAN.

· The source serving node (i.e. MME or SGSN) has received Access-Restriction-Data as the part of subscription info from the HSS. The Access-Restriction-Data indicates access to the other RAT type is prohibited for the subscriber. I.e. for the subscriber, which has camped on to the E-UTRAN access, UTRAN/GERAN access is prohibited; for the subscriber, which has camped on to the UTRAN/GERAN access, E-UTRAN access is prohibited.
· The UE performs I-RAT RAU/TAU procedure and hence the target node (i.e. SGSN/MME) sends Context Request message to the source serving node (i.e. MME/SGSN) over S13/Gn/Gp interface.

2.1 Approach A 

· The source serving node (i.e. MME/SGSN) accepts the Context Request message and hence the subscriber session is successfully transferred to the target node.

· The target node performs session creation/modification procedure towards the SGW/PGW over S11/S4 and S5/S8 interface. The SGW/PGW successfully registers the subscriber for the target RAT. 

· The target node performs location update procedure towards the HSS over S6a/S6d interface to download the subscription info. 

· Since the access to the target RAT is restricted for the subscriber, the HSS will reject the location update procedure with the cause "DIAMETER_ERROR_RAT_NOT_ALLOWED".
· The target node rejects the RAU/TAU request towards the UE and thus the access restriction is enforced.

Advantages:

· No new functionality and no change in existing behaviour of the MME/SGSN.
Drawbacks:

· Signalling between MME and SGSN to transfer the subscriber session to the target node.
· Signalling towards the SGW/PGW to modify the existing session or to create a new session. After the RAU/TAU procedure is rejected towards the UE, the MME/SGSN has to perform the complex rollback procedure to clean-up the session state at the target SGW/PGW.
· Signalling towards HSS to perform the location update procedure.
2.2 Approach B 

· The source serving node (i.e. MME/SGSN) accepts the Context Request message and hence sends successful Context Response message with the subscriber session info to the target node.

· The target node is configured to perform the authentication procedure for every UE.

· The target node performs authentication retrieval procedure towards the HSS. 
· Since the access to the target RAT is restricted for the subscriber, the HSS may reject the authentication retrieval procedure with the cause "DIAMETER_ERROR_RAT_NOT_ALLOWED". (This is not specified in the description of the Authentication Procedure in 3GPP TS 29.272 clause 5.2.3. And so, if the HSS accepts the authentication retrieval request, then this approach follows the "Approach A" only).
· The target node rejects the RAU/TAU request towards the UE and thus the access restriction is enforced.

Advantages:

· No new functionality and no change in existing behaviour of the MME/SGSN.
Drawbacks:

· Signalling between MME and SGSN to transfer the subscriber session to the target node.
· Since the MME/SGSN is configured to perform the optional authentication procedure for every subscriber during the TAU/RAU procedure it results in excessive signalling towards the HSS.
2.3 Approach C

· Based on the Access-Restriction-Data received within subscription info, the source serving node (i.e. MME/SGSN) realizes that the access restriction for the target RAT is to be enforced for the subscriber. 

· The source serving node rejects the Context Request message with appropriate cause code indicating "access restriction for the target RAT".

· The target node rejects the RAU/TAU request towards the UE and thus the access restriction is enforced.

Advantages:

· No unnecessary signalling over any of the core network interfaces: S3/Gn/Gp, S11/S4, S5/S8, S6a/S6d.
Drawbacks:

· New GTP rejection cause code requires to be defined. 
Note: Even if the target node does not understand the new cause code, based on the value of the cause code the target node will be able to conclude that the cause code is one of the reject cause code. 
3. Conclusion

Based on the analysis above, Approach C seems to be the most optimal approach since it avoids unnecessary core network signalling and the potential need for the rollback behaviour to clean-up the session state at the target SGW/PGW. Although it requires the support of new rejection cause code, as mentioned, the target node will be able to understand that the cause is a reject cause code even when it does not support the new cause code (e.g. when the target node upgraded to understand the new cause code). 
Based on the above, it is proposed to consider the Approach C for the normative work and correspondingly define the following aspects:

· New GTPv1, GTPv2 rejection cause codes, applicable to the Context Response message, to indicate the "access restriction for the target RAT".
· Ability for the MME to indicate the target RAT as "E-UTRAN" when the MME sends the Context Request message to the source SGSN over Gn/Gp interface. 
