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Reason for Change
The subject as such was already extensively discussed at the last meeting, but reflected by an editor’s note due to lacking consensus on the type of wording, and shortage of meeting time.

This P-CR makes another attempt to descibe that aspect.

Proposal

It is proposed to agree the following changes to 3GPP TR 29.828 v0.1.0.
* * * First Change * * * *
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* * * 2nd Change * * * *

4.4.2.2
Start of TCP connection establishment

There are inherent different establishment scenarios for each TCP endpoint, primarily due to its properties of connection-orientation and client/server asymmetry. The different TCP establishment steps follow different state transitioning scenarios (TCP passive open, active open, simultaneous), see IETF RFC 793 [20].
The MGC controls the start of TCP connection establishment (see clause 4.4.2.2). The start is normally tightly coupled to the creation of local TCP resources, but could be also delayed, e.g. in order
· to address possible TCP security attack scenarios, 
· to support a  resourcement management concept in separating the reservation and preparation phase of local TCP resources from the phase of establishment, 
NOTE 1: SIP level SDP offer/answer procedures might be decoupled from gateway control procedures.

NOTE 2: Support of “two-stage resource reservation” procedures as defined by ETSI TS 183 018 [x], clause 5.17.1.11 (which are again inherited by 29.238 and 29.334).
· to support NAT-T scenarios (due to end-to-end TCP connectivity aspects) or/and

NOTE 3: Example, a H.248 connection model with two TCP enabled stream endpoints. The start of TCP connection establishment at one termination shall be delayed as long as a parallel L3/L4 NAT-T procedure at the other termination is ongoing.

· others.

See clause 5.1.1.1 concerning the required variant for Rel-12.

* * * End of Changes * * * *

