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1. Introduction
This P-CR analyses the IETF solution described in draft-roach-dime-overload-ctrl-02.
2. Reason for Change
No presentation and analysis of IETF solutions has yet been done.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.809
*******
* * * First Change * * * *

7.2
Solution 1


7.2.1 Solution 1 Description

Solution based on IETF draft-roach-dime-overload-ctrl-03 [xx]. 
7.2.2 Analysis Against the Requirements for Diameter Overload Control 
7.2.2.1 Introduction

This subclause analyzes the use of solution 1 for 3GPP against some of the requirements for Diameter Overload Control described in clause 6. This analysis identifies compliance issues and it indicates requirements on possible evolutions of IETF draft-roach-dime-overload-ctrl-03 [xx]. In any case, the possible evolutions of solution 1are to be worked out by the IETF DIME work group.    
7.2.2.2 Compliance analysis
a) To be compliant with 
· -
REQ2 in subclause 6.5.3.1 and with the 3GPP requirement  for an overload mitigation per client in subclause 6.4.x 
· Editor’s note: an update of the number of the REQxx used in this subclause will be updated with the new numbering defined in the update version of the reference [4], with the corresponding table update in subclause 6.5.3.1.
This requires that
-
when a sender of requests (e.g. client or DA) ensures the Diameter overload control (throttling), the solution must allow the sender of requests  to receive the load and overload information related to the flow of the Diameter application requests associated to each of the different receivers of requests (e.g servers) with which is in relation. This overload information is defined per sender of requests, receiver of requests and application. 
It is to clarify how the current solution supports an overload information defined per sender of requests, receiver of requests and application, in particular if an Origin Host scope must be introduced.
b) To improve the compliance of the solution with the REQ13 and REQ 28 in subclause 6.5.3.1   
· only the application answer messages should be used  as they are largely sufficient to convey the load/overload information  and as no justification is identified to also use the request messages. It also improves the compliance with REQ 28 in subclause 6.5.3.1 on security, as it naturally avoids faked requests.
· It is to clarify if the current solution allows to only use Application answers to convey  the load overload information.
· c) To be compliant with the REQ35 in subclause 6.5.3.1  
· -
The solution should  allow the load / overload information to be transparently transferred by a DA not supporting the Overload control mechanisms. It could be achieved when the overload information transferred in an application message is the one related to the sender of requests/receiver of requests/application of this message.

· -
The solution  should allow the negotiation of the support of the overload control mechanism between  the overload information consumer (e.g client or DA) in charge of the throttling and the receiver of requests even in a deployment with intermediate DAs not supporting the client. This can be achieved if the solution offers a mode where the negotiation exchange is conveyed in application messages. 
· The current solution is not compliant with the REQ35 in subclause 6.5.3.1
· d) To improve the compliance of the solution with the REQ6 in subclause 6.5.3.1 and requirement “complexity” in subclause 6.2.2.3.
·  -
The solution proposes to limit scopes to origin-host, destination-host, application-id and its combination, minimizing complexity. In particular the requirement for the use of the  Session scope and the Group of session scope is not identified.
7.2.2.2 Synthesis 
The use of the solution for 3GPP must allow:

· -
to support a load/overload information defined per sender of requests (e.g. client or DA) / receiver of requests  (e.g. servers) / application to be used by the sender of requests ensuring the throttling, with the combination of  Destination Host, Origin Host and Application scopes.   

· -
to convey the load /overload information defined per sender of requests (e.g. client or DA) / receiver of requests  (e.g. servers) / application in application messages related to  these sender of requests  / receiver of requests   / application.

· -
To convey the negotiation of the support of the control mechanism through application messages.

· -
limit scopes to origin-host, destination-host, application-id and its combination.

* * * End of Changes * * * *







