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6.1.2.2
Untrusted non-3GPP Access / ePDG related procedures

When used in connection with the SWm reference point, the SWd reference point shall support the following procedures:

-
Authentication procedures as defined in clause 7.1.2.1 

-
Authorization procedures as defined in clause 7.1.2.2 

-
Access network/ePDG initiated session termination procedures as defined in clause 7.1.2.3

-
HSS/AAA initiated detach procedures as defined in clause 7.1.2.4

-
Service authorization information update procedures as defined in clause 7.1.2.5

For all these procedures, the 3GPP AAA Proxy shall forward the Diameter commands received from the 3GPP AAA Server and the ePDG as a stateful Diameter proxy, with the following exceptions:

· The 3GPP AAA Proxy may reject an authentication or an authorization request, if roaming is not allowed for the users of the given HPLMN.

· The 3GPP AAA Proxy may modify the service authorization information in the authorization answer that it forwards to the ePDG, in order to enforce the QoS limitations according to the local policies and the roaming agreement with the home operator.

· The 3GPP AAA Proxy shall decide about using the S8-S2b chaining and in case it has selected that option, it shall select the Serving GW to be invoked and it shall add the Serving GW address to the authentication answer that is sent upon successful completion of the authentication.

NOTE: 
For more detailed behavior of the 3GPP AAA Proxy, refer to subclauses 7.1.2.1.3 and 7.1.2.2.3 respectively.
When used in connection with the SWa interface point, the SWd reference point shall support the following procedures:
-
Authentication and authorization procedure as defined in clause 4.1.2.1
-
HSS/AAA initiated detach procedures as defined in clause 4.1.2.2
-
Untrusted non-3GPP access network initiated detach procedures as defined in clause 4.1.2.3
-
Re-Authentication and Re-Authorization Procedure as defined in clause 4.1.2.4
For all these procedures, the 3GPP AAA Proxy shall forward the Diameter commands received from the 3GPP AAA Server and the untrusted non-3GPP access network as a stateful Diameter proxy, with the following exceptions:
· The 3GPP AAA Proxy may reject an authentication and authorization request, if roaming is not allowed for the users of the given HPLMN.

· When forwarding an authentication and authorization request, the 3GPP AAA Proxy shall insert visited network identifier. 

* * * End of Changes * * * *
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