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	0519
	LS in    Reply LS on size of E-UTRA Radio Capabilities
	TSG CT WG1
	
	 To: SA2, RAN2, GERAN2

Cc: CT4

Contact: Intel

CT1 thanks SA2 for their LS and for early inclusion of CT1 in this discussion on the size UE-EUTRA-capability.

CT1 would like to indicate to SA2 and other WGs that in CT1's 24.008 specification, the size limit of the E-UTRAN inter RAT information container IE is 257 octets thus limiting the UE-EUTRA-capability (the actual radio capabilities information container that is specified in 36.331) to 255 octets.

This limit of 257 octets for an IE cannot be exceeded and if a bigger size for UE-EUTRA-capability is needed, there will be impacts to CT1 specification(s). Depending on what the excess is and what information that encompasses, CT1 might have to split that information and include them over several IEs. Thus it might be prudent that SA2 and other WGs be informed and consider whether such splitting of information brings with it other drawbacks or impacts when considering expanding the size of UE-EUTRA-capability. CT1 has not fully analysed the drawbacks but could envisage that backward compatibility is one of them. According to error handling rules, a legacy SGSN will ignore any additional octets or unknown IEs.

Proposed Treatment: CCed. CT4 can Note. Postponed to rSRVCC 7.12



	
	
	0520
	LS in    IANA registration of SDP attributes
	TSG CT WG1
	
	 To: SA4

Cc: CT3, CT4

Contact: ALU

CCed

CT1 is investigating the support within IMS of a number of SDP attributes defined in 3GPP TS 26.114.

3GPP WG CT1 has noticed the presence of a number of SDP attributes that have not been registered with IANA. To ensure the uniqueness of allocation, and to ensure that when they are identified in a non-3GPP usage the definition can be identified, this needs to occur.

For registration, the appropriate template needs to be completed and included in the earliest version of the specification where the attribute is used. A registration request is then sent to IANA (normally by MCC) referencing this template in the specific version of the specification. SDP attributes are subject to IETF expert review so their may be a technical response as a result of this process. An example of this can be seen in 3GPP TS 24.229 subclause 7.5.2.3.

CT1 specifications will only ensure these SDP attributes are transferred within IMS, and will not contain procedures for their use. The most appropriate specification to initiate the registration is probably 3GPP TS 26.114.

The attributes so far identified as not registered are a=3gpp_sync_info, a=3gpp_MaxRecvSDUSize but all attributes used should be checked as part of this process.

CT1 would also like to note that documentation of SDP attributes does need to appear in 3GPP TS 24.229 and in various specifications between MGC and MGW used in IMS. It would be helpful if SA4 informs the relevant CT working groups whenever new SDP functionality is added to 3GPP TS 26.114 (or other SA4 specifications relevant for IMS).

SA4 is asked to ensure that these SDP attributes are registered with IANA.

Proposed Treatment: CCed. CT4 can Note.



	
	
	0521
	LS in    LS on Additional Warning Area List IE
	TSG CT WG1
	
	 To: CT4

Cc: RAN3

Contact one2many

CT1 thanks CT4 for its LS on populating of Broadcast and Warning Area Lists in C4-130416 where CT4 would like to know if CT1 would see the approach to add an Additional Warning Area List IE as a protocol extension parameter as a protocol enhancement.

CT1 has discussed a proposed CR (C1-130762) to specify the Additional Warning Area IE in TS 23.041 and sees no concern with this protocol enhancement. However, CT1 would like to be informed of the answer that RAN3 will provide on the LS.

Proposed Treatment: Tie in with the RAN3 response. Continue with CR if OK.

Postponed to REP-WMD 6.6

	
	
	0522
	LS in    Reply LS on “Enhancing IMEI based Lawful Interception in IMS”
	TSG CT WG1
	
	 To: SA3LI

Cc: SA2, SA3, CT3, CT4, CT6

Contact: Blackberry

CT1 thanks SA3LI for their liaison on enhancing IMEI based Lawful Interception in IMS:

With regards to the 1st observation:

The IMEI needs to be made consistently available in IMS to allow identification of targeted communication. The IMEI is not currently made available in IMS to support this communication selection.

CT1 would like to point out that from 3GPP release 10, all UEs that have an IMEI always include the IMEI in the SIP REGISTER request sent to the S-CSCF during IMS registrations and re-registrations. This functionality is required by GSMA IR.92.

With regards to the 2nd observation:

The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

CT1 would like to point out that after registration the IMEI is stored by the S-CSCF and could be associated with all communication sessions involving that UE.

It should be noted that some non-3GPP accesses (such as WLAN) do not provide an access specific mechanism to obtain the IMEI.

Proposed Treatment: CCed. CT4 can Note.

Postponed to IMS Rel-12 6.8.11

	
	
	0523
	LS in    LS on Diameter AVP code value allocation in TS 29.368
	TSG CT WG3
	
	 To: CT4

Contact: Ericsson

CT3 has assigned AVP code value from the range reserved in TS 29.230 to a new AVP.

CT3 would like to ask CT4 to update TS 29.230 with AVP name and its code value according to table below.

AVP Code

Attribute Name

Data Type

Specified in the 3GPP TS 

3010

Application-Port-Identifier

Unsigned16

29.368 [27]

Proposed Treatment: CR to update 29.230.

Postponed to 7.13.2

	
	
	0524
	LS in    Shifting of missing parts of NETLOC stage 3 to Rel-12
	TSG CT
	
	 To: CT1, CT3, SA2

Cc: CT4

Contact: Huawei

At CT#59 3GPP TSG CT Plenary discussed the still open 3GPP Rel-11 issues in CT Working Groups. 

Based on a requirement from SA2 in 3GPP TS 23.228 Annex E.8, CT3 Work Item "Network Provided Location Information for IMS (NETLOC) – NWK-PL2IMS_CT" still has the following issues open:

transport of a network provided Geographical Identifier described in geospatial manner (e.g. geodetic coordinates) within a country or territory; and

transport of a network provided Geographical Identifier described as civic user location information (e.g. a postcode, area code, etc.).

CT Plenary decided to shift these two still open issues to 3GPP Rel-12. This decision does not affect any already approved or agreed Rel-11 CRs under the Work Item NWK-PL2IMS_CT.

CT Plenary kindly asks CT3 and CT1 to revise the Rel-11 NWK-PL2IMS_CT Work Item Description in order to take out the above listed requirements, if needed. CT3 and CT1 are also requested to start the protocol work related to these requirements under Rel-12.

Proposed Treatment: CCed. CT4 can Note.

	
	
	0525
	LS in    Reply LS on providing information on transcoding functions in 3GPP standards
	TSG GERAN WG2
	
	 To: SA

Cc: CT, CT1, CT3, CT4, SA2

Contact: Huawei

3GPP GERAN2 would like to inform SA that there is no transcoding function in PS domain in GSM system. 

While for CS domain, transcoding function is required for codec adaptation between radio traffic channel and A-interface channel. More specifically, in case of TDM based A-interface the speech transcoding is designed as part of the BSS function. While in case of IP based A-interface the speech transcoding function can be part of either the BSS or the Media GW or can be omitted (transcoding free operation). Detailed description on how to apply transcoding in GERAN CS can be found in TS 48.002.

Proposed Treatment: CCed. SA have already sent a response to ETSI. CT4 can Note.



	
	
	0526
	LS in    Provisioning of E-UTRA Radio Capabilities in GERAN
	TSG GERAN WG2
	
	 To: RAN2, SA2, CT1, CT4

Cc: RAN3

Contact: Renasas

GERAN2 noted the feedback received regarding the expected size of the UE E-UTRA capabilities and would like to confirm earlier findings that in GERAN dedicated mode it is not feasible to send these capabilities from the mobile to the network (BSS) utilizing AS signalling due to LAPD, LAPDm limitations and the impact on the CS voice quality. Furthermore concerns were raised on the inter-RAT PS Handover from GERAN to E-UTRAN (as of Rel-8) since the NAS solution used for provision of the UE E-UTRA capabilities in E-UTRAN inter RAT handover information IE to the SGSN upon ATTACH and RAU procedure (and thereafter to the BSS) will not be possible if the size exceeds the 257octets limitation as indicated in (GP-130082/C1-130842).

In addition to GP-130165, GERAN2 discussed a proposal in GP-130179 that enables provisioning of UE EUTRA Capabilities through the core network nodes by extending existing signalling already used for CS to PS SRVCC. However this solution has signalling impacts on several specifications outside the responsibility of GERAN2 and in case when serving PS node is in GERAN it depends again on the size of UE E-UTRA Capabilities. Also GERAN2 saw GP-130201 but could not evaluate the proposal for it was felt to be within the scope of RAN2.  

GERAN2 further acknowledges the response 3 by RAN2 “3. Current working assumption in RAN2 is to not specify any rules or mechanisms that would reduce the UE E-UTRA capability size.” Without redefining the size of the E-UTRAN inter RAT handover information IE nor the rules for inclusion of information within this IE, another alternative discussed is to allow the mobile in GERAN to send an incomplete E-UTRAN inter RAT handover information IE for the purpose of handover (for CS to PS SRVCC but also PS handover). The eNB would then after handover completion acquire the missing capabilities utilizing the UE Capability Enquiry procedure. It should be noted that this procedure can already be used by the eNB to retrieve the UE UTRA Capabilities of a triple mode UE since the source BSS is not mandated to provide these UE UTRA capabilities to the eNB during handover. This alternative could solve the problem of the size limitation in NAS and a single solution would be used in GERAN for all handover scenarios from GERAN to E-UTRAN and would be backwards compatible.

GERAN2 however could not conclude on any of the alternatives due to the wide span of the problem and dependencies of the solutions on the specifications outside GERAN scope. 

GERAN2 would also like to point out that in a typical case when the mobile is in dedicated mode with a CS call ongoing, the source BSS cannot retrieve the UE E-UTRA Capabilities from the SGSN. 

RAN2 to consider whether a solution is feasible in RAN2 that would allow the mobile in GERAN to send UE E-UTRA capabilities in an incomplete E-UTRAN inter RAT handover information IE   for the purpose of handover (CS to PS SRVCC, PS handover).

RAN2, SA2, CT1, CT4 to take the information above into account and consider whether a similar solution is feasible for both CS to PS SRVCC and PS handover from GERAN to E-UTRAN, using an incomplete E-UTRAN inter RAT handover information IE.

Proposed Treatment: To consider the feasible solution.

Postponed to rSRVCC 7.12

	
	
	0527
	LS in    LS to 3GPP CT4 on consent of H.248.82 "Explicit congestion notification support"
	ITU-T SG 16
	
	 To: CT4

Contact: NTEC Australia

ITU-T Q3/16 would like inform 3GPP CT4 that our work item H.248.82 (ex H.248.ECN) "Gateway control protocol: Explicit congestion notification support" has been forward for Consent. We have attached a copy for your convenience. 

It is our understanding that a copy of the ECN H.248 package is contained in your technical specifications. We would encourage you to remove this copy and instead reference the published Recommendation ITU-T H.248.82 to ensure consistency.

Proposed Treatment: Provide a CR to update the specs accordingly.

Postponed to ECSRA_LAA-CN 8.7

	
	
	0528
	LS in    LS to 3GPP CT4 on progress of TLS related work items
	ITU-T SG 16
	
	 To: CT4

Contact: NTEC Australia

ITU-T Question 3/16 would like to thank 3GPP CT4 for their liaison reply. In order to continue the co-ordination of the work on TLS for media security in H.248 controlled gateways please find attached the latest drafts for:

H.248.TLSPROF "Guidelines on the use of H.248 capabilities for transport security in TLS networks in H.248 Profiles"

H.248.TLS "Gateway control protocol: H.248 packages for control of transport security"

H.248.TCP "Gateway control protocol: TCP support packages". This is a generic package but can be used in the case of TLS-over-TCP transport.

The main change from the September 2012 Q3/16 meeting is that the H.248 package structure has changed in order to resemble a more bearer independent model. Q316 looks forward to receiving your requirements.

Proposed Treatment: Provide comments to SG16 and then requirements when our TR is complete..

Postponed to eMEDIASEC-CT 6.4

	
	
	0529
	LS in    Response LS on Size of E-UTRA Radio Capabilities
	TSG RAN WG2
	
	 To: CT1, CT4, GERAN2, SA2

Cc: RAN3, RAN, SA

Contact: Ericsson

RAN2 thanks SA2 for the LS on Size of E-UTRA Radio Capabilities, and would like to inform the CT1 and CT4 of the discussion held at RAN2#81 meeting.

Furthermore, RAN2 thanks GERAN2 for the response LS on Reporting the UE E-UTRAN Capabilities for rSRVCC from GERAN to E-UTRAN, and would like to inform GERAN2 on the discussion held at RAN2#81 meeting specific to rSRVCC..

RAN2 noted that the size of the UE E-UTRA capabilities continuously grows with the introduction of new features, frequency bands and band combinations (for carrier aggregation). The actual size depends on features and bands supported by UEs. The theoretical maximum size is over 200 kbyte.

Based on estimations provided by one company, RAN2 noted that the capability size of a Rel-11 Carrier Aggregation capable UE supporting 10 E-UTRA bands would likely exceed the 255 octet limit of GERAN NAS signalling for uploading of E-UTRA capabilities from UE to BSS, but not the MME storage limit of 510 octets. 


Current working assumption in RAN2 is to not specify any rules or mechanisms that would reduce the UE E-UTRA capability size. RAN2 assumes that the MME storage limit can be extended if needed.

For Rel-11 rSRVCC from GERAN to EUTRAN, RAN2 discussed a proposal where UE E-UTRA capabilities are not uploaded from UE via the GERAN radio access, and consequently not sent from Source BSS to Target eNB in handover preparation signalling. Instead, according to the proposal, a target eNB acquires the E-UTRA capabilities from UE after completed GERAN to EUTRAN handover using existing E-UTRA RRC signalling.
RAN2 noted the following:


The proposed solution has only minor specification impact. On target side, existing EUTRA signalling is used. On source side, signalling mechanism for uploading of EUTRA capabilities via GERAN CS access is not needed.


The proposed solution has no further UE impact and minor impact on GERAN BSS. 
eNB would have to acquire E-UTRA capabilities from UE, since they are not received in handover preparation signalling.


The proposed solution solves a problem blocking Rel-11 rSRVCC completion.


The proposed solution can also be used for PS handover from GERAN to EUTRAN.


However, the proposed solution has not been agreed in RAN2 because there was some concerns that the proposal violates the “source adapts to target” principle and will require a new functionality in the target RAT. So far, eNB is not required to accept an incoming handover without the E-UTRA capabilities.

RAN2 asks CT1 group to consider the impact on GERAN NAS signalling and nodes in case the current signalling limit of 255 octets need to be extended.

RAN2 asks GERAN2 group to further investigate possible mechanisms in GERAN for transferring of UE capabilities, considering that the size might exceed the LAPD limitation of 251 octets

RAN2 asks CT4 to consider the impact on the MME in case the current maximum storage size of 510 octets for UE capabilities is exceeded.

Proposed Treatment: To consider the impact on the MME.

Postponed to rSRVCC 7.12

	
	
	0530
	LS in    Clarification of the setting of E-UTRAN Service Handover IE on CS bearer
	TSG RAN WG3
	
	 To: SA2

Cc: CT1, CT4

Contact: NTTDOCOMO

RAN3 previously sent in R3-122828 an LS on “Reply LS on Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN”. With the attached CR (R3-122826) agreed in RAN3#78, it is specified in TS 25.413 subclause 8.2.2 (RAB Assignment):

If included, the E-UTRAN Service Handover IE tells if the requested RAB is allowed to be handed over to E-UTRAN.

If the E-UTRAN service handover function is supported,

-
The RNC shall not trigger handover or redirection to E-UTRAN for a UE with a signalling connection only;

-
The RNC shall not trigger handover or redirection to E-UTRAN for a UE if all established RABs have E-UTRAN Service Handover IE set to “Handover to E-UTRAN shall not be performed”.

The value of the E-UTRAN Service Handover IE is valid throughout the lifetime of the RAB or until changed by a RAB modification.

If the E-UTRAN Service Handover IE is not included during RAB Setup and all subsequent RAB Modifications, the decision whether to perform an inter-system mobility to E-UTRAN, e.g., handover or redirection, is only an internal UTRAN matter.

The text above implies that if a CS bearer has no E-UTRAN Service Handover IE (since, e.g., the MSC cannot provide this IE over Iu-CS) and all other PS RABs have the E-UTRAN Service Handover IE set to “Handover to E-UTRAN shall not be performed”, the RNC may trigger handover or redirection towards E-UTRAN for that CS bearer. 

Is that described above the correct behaviour in case of rSRVCC from an SA2 point of view?

Proposed Treatment: CCed. CT4 can Note.

Postponed to rSRVCC 7.12

	
	
	0531
	LS in    LS on RAN3 modifications for PDCP SN extension
	TSG RAN WG3
	
	 To: RAN2

Cc: CT4

Contact: Samsung

RAN3 would like to thank RAN2 for the LSs (R2-124337, R2-125116) about their agreement and understanding on the issue of PDCP SN extension. Accordingly, RAN3 has made modifications in the Rel-11 S1AP and X2AP, as can be seen in the attached CRs.

Proposed Treatment: CCed. GTP-U changes already in Spec. CT4 can Note.



	
	
	0532
	LS in    LS on encoding issue on MS Classmark
	TSG RAN WG3
	
	 To: CT4, SA2

Cc: RAN2

Contact: Huawei

RAN3 discussed about the encoding of the S1AP MS Classmark 2 IE and MS Classmark 3 IE for SRVCC from E-UTRAN to GERAN. RAN3 found that the encoding format in S1 needed to be clarified and decided to  clarify the coding definition in S1 AP (see attached CR).

During the discussion, RAN3's understanding is that that the GERAN MS Classmark 3 IE, MS Classmark 2 IE and Supported Codecs IE shall always be included in NAS signalling, i.e., in the Attach Request message and in the non-periodic Tracking Area Update messages by SRVCC UE, making the Classmark information in the S1AP HANDOVER REQUIRED message redundant.

Proposed Treatment: Any affect on CT4 specs? CT4 can Note.



	
	
	0533
	LS in    LS on Network Resilience for Public Safety communications.
	TSG SA WG1
	
	 To: CT4, RAN3

Contact: Vodafone

SA1#61 discussed the above issue, recognising that the network resilience/node restoration needs of Public Safety users are likely to be more acute than those of other users.

SA1 would like to know the current scope and status of resilience and restoration work relating to network node failures and loss of connectivity to nodes within the scope of CT4 and RAN3. 

Although the architecture for ProSe and GCSE_LTE is not yet decided, SA1 would like to baseline the current situation in case service requirements for resilience or loss of connectivity relating to nodes which become part of that architecture, but have not yet been included in CT4 or RAN3 work, become necessary.

The GCSE_LTE work item may result in requirements for group calls/sessions which could lead to the involvement of broadcast and/or multicast in the architecture. For completeness, SA1 asks CT4 and RAN3 to also include these in the response.

Proposed Treatment: SA1 need an LS response from CT4 but we can only reply in general terms on ProSe so far. eMBMS Restoration!



	
	
	0534
	LS in    LS on providing information on transcoding functions in 3GPP standards
	TSG SA WG2
	
	 To: SA

Cc: CT, CT1, CT3, CT4, GERAN2

Contact: Ericsson

3GPP SA2 have some generic guidelines within its specifications around how the transcoding should be used, such as in Annex I.3.3 and Annex P of 3GPP TS 23.228 (http://www.3gpp.org/ftp/specs/archive/23_series/23.228/).  

3GPP SA2 would like to note that one of the reasons why there are no strict requirements where to provide the transcoding (originating or terminating network, IBCF or MRF etc) is because it will depend on what service is being provided, the network deployment, and the business agreement between operators. 

Proposed Treatment: CCed. SA have already sent a response to ETSI. CT4 can Note.



	
	
	0535
	LS in    Reply LS on DIAMETER-based Gd interface 
	TSG SA WG2
	
	 To: CT4

Cc: CT, CT1

Contact: ALU

SA2 would like to thank CT4 for indicating its work on a Diameter-based Gd interface between SGSN and the central SMS functions (SMS-GMSC, SMS-IWMSC, SMS Router).

SA2 requests CT4 to kindly take the following responses to CT4’s questions into consideration:

CT4 Q1: CT4 kindly asks SA2 to check if this Diameter version of the Gd interface does not raise stage 2 consequences

SA2’s response: SA2 requests CT4 to kindly keep SA2 updated on the progress of this work. SA2 will update the appropriate Stage 2 specifications thereafter. 

CT4 Q2: CT4 kindly asks SA2 to provide a name/mnemonic for this interface for CT4 to use

SA2’s response: SA2 recommends CT4 to use “Gdd” as the interface name, for this work, between SGSN and the central SMS functions (SMS-GMSC, SMS-IWMSC, SMS Router).

Regarding the investigation on the possibility for sending a single Diameter message to a combined MME and SGSN for SMS delivery, two companies had the view that there may be potential architecture issues and identified the possible need for investigating this further, including any different solutions.

Proposed Treatment: Any update required for Gdd name? Any more concerns on combined MME/SGSN? CT4 needs to further study any potential optimisations for the combined node (in cooperation with SA2).

Postponed to Dia_SGSN_SMS 6.3

	
	
	0536
	LS in    LS on MSISDN Delivery for 3GPP2 network
	TSG SA WG2
	
	 To: 3GPP2 TSG-SX, CT4

Contact: ALU, Huawei

SA2 would like to thank 3GPP2 TSG-SX for their LS on MSISDN Delivery for 3GPP2 network (attached as S2-130019). 

SA2 would also like to inform CT4 that they have reviewed the LS and found a lack of specification for the delivery of a UE's MSISDN to the PGW in the case of trusted non-3GPP access. 

MSISDN delivery has no impact on the stage 2 specifications, as SA2 do not require all the parameters to be mentioned in the stage 2.

SA2 understands the need from some operators that an alignment of non-3GPP access as to that for 3GPP access is desirable from Rel-8 onwards.

Proposed Treatment: Any update required for trusted non-3GPP access. LS handled at the last CT4 meeting so we can Note.

	
	
	0537
	LS in    LS on PS domain reporting last known location and location age/timestamp to HPLMN and IMS
	TSG SA WG2
	
	 To: CT4, CT3, SA5

Contact: Vodafone

Following the joint meeting between CT4 and SA2 in New Orleans, SA2 and SA1 held a joint meeting this week to establish requirements on the transfer of last known location and location age/timestamp.

In the joint meeting with SA1, it was agreed that (as part of the NetLoc work), the IMS nodes and PDN GW/GGSN should receive the last known location of the mobile and information on when the mobile was there.

The attached Release 11 CRs to TS 23.060, TS 23.401 and TS 23.203 have been agreed by SA2. These CRs have been drafted with the intention of giving CT4, CT3 and SA5 freedom on how to generate the stage 3 updates.

In addition the attached Release 8 CRs to TS 23.060 and TS 23.401 have been agreed to remove ULI age related text. Corresponding mirror CRs to releases 9 and 10 (but not to Release 11) have been agreed.

SA2 kindly requests CT4, CT3 and SA5 to provide the associated Release 11 stage 3 changes. 

SA2 does not expect the Release 8 CRs to require any consequential work by CT4, CT3 or SA5, however, SA2 leave CT4, CT3 and S 5 to verify this.

Proposed Treatment: Rel-11 Stage 3 CRs required to reflect stage 2 changes.

Postponed to Rel-11 NWK-PL2IMS-CT 7.20

	
	
	0538
	LS in    LS response on encoding issue on MS Classmark
	TSG SA WG2
	
	 To: RAN3, CT4

Cc: RAN2

Contact: Huawei

SA2 would like to thank RAN3 for the liaison statement in R3-130415 on the encoding issue on MS Classmark. SA2 confirms that the understanding of RAN3 is correct, i.e. the Classmark information in the S1AP HANDOVER REQUIRED message is redundant. 

Proposed Treatment: Any update required? CT4 can Note.

	
	
	0539
	LS in    Reply LS on enhancing IMEI based Lawful Interception in IMS.
	TSG SA WG2
	
	 To: SA3LI, SA3

Cc: CT1, CT3, CT4, CT6

Contact: DeutscheTelekom

SA2 thanks SA3LI for their liaison statement enhancing IMEI based Lawful Interception in IMS.

With regards to the observations made, SA2 would like to provide the following comments.

The IMEI needs to be made consistently available in IMS to allow identification of targeted communication.  The IMEI is not currently made available in IMS to support this communication selection.

It is SA2 understanding that the IMEI, if present, is already required to be made available to the IMS at time of registration (see section 5.1 of TS 24.229). However, SA2 would like to remind that an IMEI is not required for UEs supporting only non-3GPP accesses such as fixed broadband devices.

The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

SA2 would kindly ask if it was possible to provide additional information on what SA3LI means by maintaining the association of IMEI to IMS sessions, considering that according to SA2 understanding, the IMEI cannot change during the lifetime of an IMS session. 

Furthermore, SA2 would like to know in which networks the IMEI needs to be made available: PLMN serving the UE to which the IMEI belongs, other PLMNs involved in the session, transit networks? If the IMEI is sent across networks, are there any privacy issues that SA2 need to take into account?

SA3LI require this capability for Release 12 onwards.

Provided the information requested is given in a timely manner, SA2 will be available to work on a solution prior the freeze of the Stage 2 of Release 12 currently planned for September 2013.

Proposed Treatment: CCed. CT4 can Note.

Postponed to IMS Rel-12 6.8.11

	
	
	0540
	LS in    LS Response to CT4 LS (C4-130417) on Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN/GERAN
	TSG SA WG2
	
	 To: CT4

Cc: CT1

Contact: Cisco

SA2 discussed the issue brought to light by CT4. Furthermore, SA2 discussed additional issues as laid out in S2-130756.

SA2 was unable to conclude that the problem described by CT4 LS could indeed occur. Therefore, SA2 was not able to achieve consensus regarding the need to adopt CT4’s recommended solution. 

SA2 has the notion of a Context Transfer guard timer at the old node as evident from e.g. 3GPP TS 23.401 clause 5.3.3.1 step 4:

If the new MME indicates that it has authenticated the UE or if the old MME/old S4 SGSN correctly validates the UE, then the old MME/old S4 SGSN starts a timer.

The idea was to ensure that the old node maintained UE’s context for a finite duration of time, during which, if the UE returned back to the source RAT amidst an ongoing TAU/RAU procedure, then the source node had valid (E)MM / (E)SM context information. The value of the timer was left as implementation dependent (and hence, Stage 3 specifications do not seem to have it mentioned or specified). Some companies in SA2 believed that setting this timer to a high enough value would be adequate to ensure that old node does not lose (E)MM / (E)SM context prior to UE’s return to the RAT from which it originated the previous request.

In addition, some companies believed it is also possible to achieve the desired goal by using an alternative mechanism, based on executing authentication procedure with HSS/HLR immediately after Context Transfer procedure, as follows:

In scenario presented in CT4 LS (Idle mode 3G(4G mobility by LTE-capable device for which EPS subscription doesn’t exist) following 3GPP TS 23.401 clause 5.3.3.1

At step 5, old node (SGSN) accepts Context Request from new node (MME)

New node (MME) could be configured to authenticate (already possible today) UEs for which the new node has no prior (E)MM Context. Therefore, the new node (MME) executes step 6.

At step 6, due to lack of EPS subscription, HSS/HLR rejects the authentication procedure

MME can then, accordingly, reject TAU

The same applies when the new node is an SGSN, and the old node is MME.

Depending upon an operator deployment needs and correspondingly set operator policies and amount of LTE capable UEs without LTE subscription, adopting above mentioned solution may result in increased signalling towards HSS/HLR.

Furthermore, during SA2’s investigation into this matter, SA2 found that currently, during TAU/RAU procedures the following three high-level steps occur:

New node (MME/SGSN) queries for context from the old node (MME/SGSN)

If successful, then new node (re-) establishes EPS Bearers/PDP Contexts on (new or same) SGW and PGW/GGSN

If successful, performs update location procedure with HSS/HLR

SA2 realized that in case /3/ failed (e.g. due to lack of EPS subscription) then the system rollback behaviour for /2/ was not defined in either Stage 2 or Stage 3 specifications. In other words, if a failure at /3/ occurred then what happened to the session(s) modified/created on SGW and PGW by MME/SGSN was unclear. SA2 discussed the following three rollback options:

MME only locally deletes resources; (same) SGW and PGW resources remain untouched

MME locally deletes resources + MME deletes selected SGW’s resources; PGW resources remain untouched

MME locally deletes resources + MME deletes selected SGW’s + PGW’s resources

Neither option seemed to provide a clean solution. In addition, SA2 would like to note that the rejection at /3/ may occur for reasons other than subscription.

Proposed Treatment: further study of the system rollback behaviour, as explained above, to provide recommendations to SA2 for possible changes to specifications under SA2’s remit.

Postponed to GTP Rel-8 8.16

	
	
	0541
	LS in    Response LS on Questions regarding BBAI procedures
	TSG SA WG2
	
	 To: CT3

Cc: CT4

Contact: Orange

SA2 agreed on the fact that deploying such configuration mechanisms leads to management and provisioning constraints. Unfortunately SA2 could not agree to any alternative solution for Rel-11. An alternative solution may be specified in Rel-12.

Proposed Treatment: CCed. CT4 can Note.

	
	
	0542
	LS in    Reply LS on IMEI based Lawful Interceptions in IMS..
	TSG SA WG3
	
	 To: SA3LI

Cc: SA2, CT1, CT3, CT4, CT6

Contact: Sprint

SA3 wishes to thank SA3-LI for bringing the IMEI based Lawful Interception requirements to SA3’s attention. This topic was discussed, including the concept described in SA3-LI’s LS attachment and SA3 is inviting contributions proposing possible solutions for consideration in the next meeting.

In the interim, several key security related points were raised that SA3 would like to bring to SA3-LI’s attention and invite SA3-LI to provide further clarification or guidance on these issues.

There was some concern regarding the security of some of the device or interface identifiers being considered in this capability.  There are opportunities to modify these identifiers after manufacture or cause the ME to replace the identifier with a false one when requested by the securing element (such as when reported by the ME to the UICC). Is there still a need to secure the transmission of these identifiers to the core network when the security of an identifier can’t be assured?

The question of backwards compatibility in the user’s service behaviour – what is expected for pre-release 12 MEs attempt to attach to a network which supports an IMEI targeted LI, but does not deliver its IMEI in a secure fashion?  Is the user supposed to be denied service in this scenario?

Confirm that these requirements only apply to MEs which are operating on a 3GPP RAT and not apply to MEs operating through non-3GPP RATs?  If this is not the case, provide other access technologies which also must be considered.

The question was raised regarding the use of existing IMS GRUU’s Instance ID (TS 24.229) – can this be used as the basis of IMEI based IMS Lawful Interception.  If it cannot, what are the LI limitations for the use of this IMS capability?

Proposed Treatment: CCed. CT4 can Note.

Postponed to IMS Rel-12 6.8.11

	
	
	0543
	LS in    LS on Session setup for asymmetric video
	TSG SA WG4
	
	 To: CT3, CT4

Contact Ericsson

SA4 would like to make CT3 and CT4 aware of a few parameters that were added in the new version of the H.264 payload format (RFC 6184). The new parameters are ‘level-asymmetry-allowed’ and ’max-recv-level’.

Without these parameters, a UE sending an SDP offer for video would offer only one level, using the ‘profile-level-id’ parameter. This level would be set to the maximum of the send level and the receive level. If the level supported for the receiving direction is higher than for the sending direction then, since the b=AS bandwidth modifier also applies only to the receiving direction, there is no information in the SDP that would inform network nodes and the answering UE about this fact. 

Therefore, without any explicit information in the SDP about the usage of asymmetric video, it is likely that resource allocation functions in the network would allocate resources symmetrically, which means that over-allocation occurs for the direction that uses a lower level.

With the new parameters in the H.264 payload format, a UE can declare that it is going to send video with a lower level and bit rate than what is used for the receiving direction. The existence of the new parameters in the SDP makes it possible for resource allocation functions, for example for setting up the radio bearers, to allocate bearers more efficiently.

SA4 have therefore agreed the attached CRs and believes that it would be beneficial if this information would also be taken into account, where possible, in resource allocation functions in the network.

Proposed Treatment: Any update required to Rel-11 resource allocation functions?



	
	
	0544
	LS in    Reply LS on IANA registration of SDP attributes
	TSG SA WG4
	
	 To:
CT1

Cc:
CT3, CT4

Contact: Ericsson

SA4 would like to thank CT1 on their LS on IANA registration of SDP attributes (S4-130384/C1-130867).

SA4 have checked TS 26.114 and can confirm that the two SDP attributes (a=3gpp_sync_info and a=3gpp_MaxRecvSDUSize) found by CT1 are the only SDP attributes in this specification that are lacking IANA registration.

SA4#73 has agreed on a CR to TS 26.114 (Tdoc S4-130583, attached) containing registration information for the two attributes enabling their registration in IANA.

SA4 will check the remaining IMS specifications under SA4’s responsibility to the next meeting and will inform the relevant CT groups if/when new SDP attributes are added in the future.

Proposed Treatment: CCed. CT4 can Note.



	
	
	0545
	LS in    LS on End-to-end QoS handling of MTSI
	TSG SA WG4
	
	 To: SA2, CT1, CT3, CT4

Contact: Ericsson

Current end-to-end media QoS handling is based on identification of SDP media type (m=audio/video) and maximum bandwidth (b=AS). However, there are several bandwidth characteristics in terms of UE bandwidth usage and 3GPP systems bandwidth availability that cannot be expressed with the current bandwidth attribute since it is only a single value, the usage is vaguely defined, mainly applies to the receive direction, and is only an “application specific” maximum value. UEs and intermediate nodes relying on SDP information thus cannot take those characteristics into account in their media handling, unless they are exactly the same for all implementations and thus dependent on a much more thorough and precise specification than today. This is especially important for high bitrate and potentially highly variable bitrate media such as video.

SA4 has therefore started a work item on End-to-end IMS Multimedia Telephony (MTSI) extensions (Unique Id: 590044 / SP-130160) where one of the objectives is to:

"Improve the end-to-end QoS handling by:

Introducing an enhanced bandwidth negotiation mechanism for MTSI sessions

Introducing guidelines in Policy function interpretations of SDP parameters

This work requires coordination with 3GPP CT WGs."

The attached document (S4-130424) discusses the issues in more detail. It is foreseen that a new SDP attribute will be needed in order to solve the listed issues and S4-130424 therefore also lists some requirements for this.

S4-130424 was noted at SA4#73 but the following list was agreed as a draft list of requirements that needs to be fulfilled by a new SDP attribute:

The syntax for the new SDP attributes should allow for adding extensions in the future.

It should be possible to declare sending and receiving bitrates separately, even for ‘sendrecv’ sessions.

It should be possible for a client to declare the preferred bandwidth variability it wants to use when sending.

[It should be possible for network functions to indicate the amount of bandwidth variation that can be supported without having to enforce traffic shaping.]

It should be possible to declare different bandwidths for different RTP payload types, i.e. x kbps for codec X and y kbps for codec Y.

It should be possible for a client to declare the preferred minimum bitrate it wants to use.

It should be possible for network functions to declare what minimum bitrate it has allocated.

Any new SDP attributes for the end-to-end QoS negotiation must be backwards compatible with existing SDP attributes.

This list is a SA4 agreed starting point for defining the requirements. The inclusion of the fourth bullet is still under discussion and is therefore encapsulated within brackets.

It is foreseen that the suggested requirements could have PCC, IMS and H.248 impacts, and SA4 would thus like to invite the responsible working groups to provide possible feedback on the suggested requirements.

The intention with this liaison statement is to raise awareness and to invite other WGs to review and comment on the issues and requirements, even though the discussions in SA4 are only in an initial state.

It should be noted that it is not SA4’s intention to remove or replace the existing bandwidth modifiers or the existing QoS negotiation mechanisms. Any new SDP attribute will instead have to co-exist with the legacy QoS functions. The new SDP attribute should instead be seen as a mechanism that can provide additional information between the end-points as well as between the end-points and the networks. The extra information can then be used to improve the QoS handling, and thus also the performance, when and where the new SDP attribute is supported.

It is foreseen that it will take some time before the new SDP attribute is supported globally. The work item therefore also includes defining guidelines to be used in those cases where the new SDP attribute is not yet supported.

SA4 also intends to keep SA2, CT1, CT3 and CT4 updated about the work progress and agreed solutions via additional LS statements to be sent in due time.

Proposed Treatment: to provide feedback to SA4 on the suggested requirements.

New CT wide WI required based on E2EMTSI?



	
	
	0546
	LS in    LS on enhancing IMEI based Lawful Interception in IMS.
	TSG SA WG3LI
	
	 To: SA2, SA3

Cc: CT1, CT3, CT4, CT6

Contact: Sprint

SA 3 LI has begun considering enhancements to the Lawful Interception (LI) feature for IMS when the target of interception is specified by IMEI due to national regulatory requirements mandating the ability to target LI by IMEI.  The attachment is a contribution noted in during SA3LI #48, provided to illustrate possible solutions.

SA3LI has agreed to the following observations for enhancing IMEI targeted LI for IMS:

The IMEI needs to be made consistently available in IMS to allow identification of targeted communication.  The IMEI is not currently made available in IMS to support this communication selection.

The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

SA3LI require this capability for Release 12 onwards.

Proposed Treatment: New CT wide WI required based on LI12?

Postponed to IMS LI12 Rel-12 6.8.11

	
	
	0547
	LS in    LS on providing information on transcoding functions in 3GPP standards
	TSG SA
	
	 To:
ETSI E2NA

Cc:
CT, CT1, CT3,

CT4, GERAN, GERAN2, 

SA2, SA4

Contact: Ericsson

3GPP thanks ETSI E2NA for inquiring about work on transcoding standardization within 3GPP standards.

There are currently no open studies within 3GPP dedicated to the consideration of where to invoke transcoding functions. Negotiation of codec capabilities and specifications covering codec optimisation to avoid transcoding as well as to optimise the location of transcoders to network edge have been developed for CS networks since the beginning of UMTS. For the CS, there has been some focus on specifying where transcoders should be located (e.g. transcoder at network edge, during/after handovers) but not covering all end to end cases.

For IMS, in most scenarios there are no defined end to end mechanisms to determine the location of transcoding functions since there are many factors which would affect such decision which include specific call scenarios, network deployment, business agreement between operators and mobility cases. 

TSG SA would like indicate that one of the reasons why there are no strict requirements where to provide the transcoding (originating or terminating network, IBCF or MRF etc.) is due to the fact it will depend on what service is being provided, the network deployment, and the business agreement between operators. Due to these considerations, 3GPP has considered these issues as outside the remit of standardization and more appropriate for forums such as GSMA.

Proposed Treatment: CCed. CT4 can Note.

	
	
	0781
	LS in    Response LS on E-UTRA Radio Capabilities
	TSG RAN WG2
	
	 To: CT4, SA2, CT1

Cc: GERAN2

Contact: ALU

RAN2 discussed the request from CT4 to provide a recommended maximum size of UE capability for the MME store.

Question: 
CT4 asks RAN2 group to provide recommendations on the maximum size an MME should store and to consider possibly including such recommendation in one of their specification.

RAN2 response: The maximum size of the E-UTRAN capabilities continuously grows with the introduction of new features, frequency bands and band combinations (for carrier aggregation).  Hence RAN2 did not consider it possible to provide such a recommendation on the maximum size for the MME store.

Proposed Treatment: Up to CT4 then to consider the impact on the MME.

Postponed to rSRVCC 7.12

	
	
	0782
	LS in    Response LS on Provisioning of E-UTRA Radio Capabilities in GERAN
	TSG RAN WG2
	
	 To: GERAN2

Cc: RAN3, SA2, CT1, CT4

Contact: Huawei

RAN2 further discussed whether GERAN solution "incomplete UE E-UTRA capability" can be accepted or not. RAN2 agreed that RAN2 can provide solution to ensure that the UE E-UTRA capability does not exceed the limitation of GERAN, e.g. in GERAN, LTE Rel-10 and onwards UEs always provide Rel-9 UE E-UTRA capability, which is, as shown in the Annex, expected to be always smaller than 250 byte. 

During the discussion, some concerns were raised:

-
In case UE E-UTRA capability is sent during the CS call setup procedure, this procedure may introduce the additional delay during call setup in GERAN?

-
In case UE E-UTRA capability is sent while the CS call is ongoing, this procedure may introduce interruption on voice call in GERAN.

Proposed Treatment: Note.

Postponed to rSRVCC 7.12

	
	
	0783
	LS in    LS on populating of Broadcast and Warning Area Lists
	TSG RAN WG3
	
	 To: CT1, CT4

Contact: one2many

CT4 has asked two questions to RAN3, which are repeated for clarity.

Question-1: CT4 asks RAN3 group to inform CT4 how the Broadcast Completed Area List and the Broadcast Cancelled Area List are populated and, if applicable, if RAN3 sees it as an improvement to specify that the eNodeB shall populate the Broadcast Completed Area List and the Broadcast Cancelled Area List only with the Cell IDs of the cells that it serves.

Answer-1: TS 36.413 indicates in sub-clause 9.2.1.54 for the Broadcast Completed Area List and in sub-clause 9.2.1.70 for the Broadcast Cancelled Area List that these lists are populated with either a Tracking Area ID List or a Cell ID List, or an Emergency Area ID List. However, in all cases the E-CGI for the applicable cells is also included. The proposed improvement is therefore not necessary.

Question-2: CT4 would like to know if RAN3 or CT1 would see the approach to add an Additional Warning Area List IE as a protocol extension parameter as a protocol enhancement.

Answer-2: RAN3 would like more time to consider the response.

Proposed: Take Note.

Postponed to RPT-WMD 6.6

	
	
	0784
	LS in    LS on support for user location age or timestamp
	TSG SA WG5
	
	 To: CT1, CT3, CT4

SA5 is in receipt of an LS from SA2 on PS domain reporting last known location and location age/timestamp to HPLMN and IMS. This LS informed SA5 of a mechanism to transport, in addition to user location,  “information on when the UE was last known to be in that location” and an additional requirement for SA5 to capture this information in CDRs.

In order for SA5 to complete work on stage 3 aspects of our specifications, it is important for us to have details on the nature of transport and the format of this information at the EPC and IMS nodes. Specifically, it is necessary to understand these details for the following nodes:

1. SGSN/SGW, GGSN/PGW (CT4 responsibility)

2. AF/P-CSCF (CT3 responsibility)

3. SIP-AS via HSS (CT4 responsibility)

4. All other IMS nodes via either P-CSCF or SIP-AS (CT1 responsibility)

Proposed Treatment: CT4 to provide the linked CR.

Postponed to NWK-PL2IMS-CT 7.20

	
	
	0785
	LS in    LS to CT4 for new TS 32.299 AVPs to be included in TS 29.230
	TSG SA WG5
	
	 To: CT4

Cc: CT3

Contact: ALU

SA5 would like to inform CT4 about the following new AVPs created in TS 32.299:

Rel-9, Rel-10, Rel-11, Rel-12:  

Attribute Name

AVP Code

Data Type

IMS-Emergency-Indicator

2322

Enumerated

Rel-11, Rel-12:

Attribute Name

AVP Code

Data Type

From-Address

2708

UTF8String

Access-Transfer-Information

2709

Grouped

Access-Transfer-Type

2710

Enumerated

Please apply the corresponding changes in their TS 29.230 specification.

Proposed Treatment: Provide 29.230 CR.

Postponed to 29.230 8.19.1

	
	
	0786
	LS in    LS on Diameter Overload Control Mechanisms – input from SA5
	TSG SA WG5
	
	 To: CT4

Cc: CT3

Contact: ALU

During this SA5#88 meeting, SA5 has discussed a set of inputs related to Diameter Overload Control for the Charging Interfaces, and agreed for the two attached pCRs to be incorporated in the Technical Report.

SA5 would like to bring attention to CT4 that the baseline TR considered for these pCRs is TR 29.809 v0.1.0. 

Proposed Treatment: Ensure pCRs are rebaselined properly and insert in the TR.

Postponed to FS_DOCME 6.5

	
	
	0787
	LS in    LS on IMS service level trace removal of feature from old releases
	TSG SA WG5
	
	 To: CT1

Cc: SA, CT, CT4

Contact: Vodafone

SA5 would like to thank CT1 for the LS C1-124915 informing about removal of the IMS Service Level Trace feature due to lack of required IETF functionality.

SA5 produced the CRs (see attached documents) removing the IMS Service Level Trace feature from TS 32.101, 32.421, 32.422, and 32.441.

Proposed Treatment: Note.

	
	
	0811
	LS in Reply LS on IMEI based Lawful Interceptions in IMS
	SA3-LI
	
	To: SA3, SA2

Cc: CT1, CT3, CT4, CT6

Contact: BT
On the issue of IMEI trustworthiness, SA3-LI can confirm that despite the possible short comings of IMEI security in some terminals, IMEI based interception is a mandatory requirement for 3GPP IP-CANs and services.  SA3-LI confirms that IMEI made available for IMS interception needs to be provided with an equivalent level of assurance to the IMEI that is provided via CS / PS RAN mechanisms used to exchange IMEI.  

SA3-LI confirms that IMEI based interception is a mandatory regulatory requirement in many countries. On the issue of backwards compatibility for pre-release 12 UEs / networks, SA3-LI confirms that denying services to pre-release R12 UEs which don’t support any new mechanism or security enhancements to existing mechanisms for IMEI in IMS, is impractical. Any such decision would be a local Operator policy or national regulatory requirement issue. However, while SA3-LI require a permanent solution for R12 onwards, SA3-LI confirm that network manufacturer proprietary or interim solutions could be used to address the requirement for legacy UEs / networks. 

On the issue of whether the IMEI requirement only applies to 3GPP-RAT, SA3-LI considers that the IMEI should be available for all 3GPP RAT equipped UEs gaining access to IMS regardless of the IP-CAN used to access the IMS (i.e. if the UE is equipped with a 3GPP RAT access capability and therefore has an IMEI, it should be made available in IMS). For non-3GPP RAT access, SA3-LI consider that the MAC address or other applicable access network identifiers (layer 2 or layer 3) should be provided to the IMS for LI purposes.

On the issue of GRUU or other alternative identifiers to IMEI, SA3-LI can confirms that while IMEI based interception has been written in national law in many countries, the fundamental requirement is to intercept the communications of a given UE (mobile handset, pay phone box, etc).  Therefore, if the IMEI requirement cannot be met, and if there is an equivalent to IMEI which provides the same assurance of UE identity and functionality of the IMEI for CS / PS, then this would potentially meet LI requirements; however, the acceptance of this suitable substitution would be up to national regulations.

Specifically on GRUU, SA3-LI will need to give further study to the exact functionality offered by GRUU and seek additional clarifications on the optionality of this mechanism from other 3GPP groups at future SA3-LI meetings.

Proposed Treatment: CCed. CT4 can Note.

Postponed to IMS Rel-12 6.8.11

	
	
	
	
	
	
	

	5
	Work Item Management
	
	
	
	
	

	
	
	0550
	Discussion    Adding a study phase on Iq, Ix and Mp aspects of Extended IMS media plane security features
	Alcatel-Lucent
	
	 

	
	
	0551
	WID    Updated WID on CT aspects of Extended IMS media plane security features
	Alcatel-Lucent
	
	 

	
	
	0638
	WID    WID Diameter based interface between SGSN-GMLC
	Cisco
	
	 

	
	
	0665
	Discussion    LIPA Mobility and SIPTO at the local network 
	Huawei, HiSilicon
	
	 

	
	
	0666
	WID    WID on Core Network aspects of SIPTO at the local network
	Huawei, AT&T, RIM
	
	 

	
	
	0667
	Discussion    MTCe Small Data and Device Triggering Enhancements (SDDTE)
	Huawei, HiSilicon
	
	 

	
	
	0722
	WID    CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC
	Huawei
	
	 

	
	
	0726
	WID    CT aspects of Coordination of Video Orientation
	Ericsson
	
	 

	
	
	0737
	Discussion    MTCe UE Power Consumption Optimization status
	Ericsson
	
	 

	
	
	
	
	
	
	

	6
	Release 12
	
	
	
	
	

	6.1
	IM-SSF Application Server Service Data Descriptions
	
	
	
	
	IMS_SSFDD

	
	
	0668
	CR Rel-12 29.364 0042 Correction on XML Schema for IMS CAMEL Data
	Huawei
	
	F 

	
	
	
	
	
	
	

	6.2
	Diameter based interface between SGSN-GMLC
	
	
	
	
	Dia_SGSN_GMLC

	
	
	0639
	CR Rel-12 29.172 0018 Support of deferred MT-LR and periodic MO-LR TTTP procedures over Lgd interface
	Cisco
	
	B 

	
	
	0640
	CR Rel-12 29.230 0348 New AVPs for deferred MT-LR and periodic MO-LR TTTP procedures over Lgd interface
	Cisco
	
	B 

	
	
	0641
	Discussion    Discussion on Optimized LCS Call Flows for Combined MME-SGSN
	Cisco
	
	 

	
	
	0642
	Discussion    Discussion on Tracking Progress of work item Dia_SGSN_GMLC
	Cisco
	
	 

	
	
	
	
	
	
	

	6.3
	Diameter based interface between SGSN and SMS central functions
	
	
	
	
	Dia_SGSN_SMS

	
	
	0535
	LS in    Reply LS on DIAMETER-based Gd interface 
	TSG SA WG2
	
	 To: CT4

Cc: CT, CT1

Contact: ALU

SA2 would like to thank CT4 for indicating its work on a Diameter-based Gd interface between SGSN and the central SMS functions (SMS-GMSC, SMS-IWMSC, SMS Router).

SA2 requests CT4 to kindly take the following responses to CT4’s questions into consideration:

CT4 Q1: CT4 kindly asks SA2 to check if this Diameter version of the Gd interface does not raise stage 2 consequences

SA2’s response: SA2 requests CT4 to kindly keep SA2 updated on the progress of this work. SA2 will update the appropriate Stage 2 specifications thereafter. 

CT4 Q2: CT4 kindly asks SA2 to provide a name/mnemonic for this interface for CT4 to use

SA2’s response:, SA2 recommends CT4 to use “Gdd” as the interface name, for this work, between SGSN and the central SMS functions (SMS-GMSC, SMS-IWMSC, SMS Router).

Regarding the investigation on the possibility for sending a single Diameter message to a combined MME and SGSN for SMS delivery, two companies had the view that there may be potential architecture issues and identified the possible need for investigating this further, including any different solutions.

Proposed Treatment: Any update required for Gdd name? Any more concerns on combined MME/SGSN? CT4 needs to further study any potential optimisations for the combined node (in cooperation with SA2).

Postponed to Dia_SGSN_SMS 6.3

	
	
	0738
	CR Rel-12 29.338 0001r1 Diameter for SMS with SGSN General
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0739
	CR Rel-12 29.338 0002r1 Diameter for SMS with SGSN Complements 
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0740
	CR Rel-12 29.338 0004 S6c complements related to Diameter for SMS with SGSN 
	Alcatel-Lucent
	
	B 

	
	
	0741
	CR Rel-12 29.336 0004 S6m complements related to Diameter for SMS with SGSN 
	Alcatel-Lucent
	
	B 

	
	
	0742
	CR Rel-12 29.337 0007 T4 complements to Diameter for SMS with SGSN 
	Alcatel-Lucent
	
	B 

	
	
	0743
	Discussion    Discussion SMS delivery to a combined MME/SGSN node
	Alcatel-Lucent
	
	 

	
	
	
	
	
	
	

	6.4
	CT aspects of Extended IMS media plane security
	
	
	
	
	eMEDIASEC-CT

	
	
	0528
	LS in    LS to 3GPP CT4 on progress of TLS related work items
	ITU-T SG 16
	
	 To: CT4

Contact: NTEC Australia

ITU-T Question 3/16 would like to thank 3GPP CT4 for their liaison reply. In order to continue the co-ordination of the work on TLS for media security in H.248 controlled gateways please find attached the latest drafts for:

H.248.TLSPROF "Guidelines on the use of H.248 capabilities for transport security in TLS networks in H.248 Profiles"

H.248.TLS "Gateway control protocol: H.248 packages for control of transport security"

H.248.TCP "Gateway control protocol: TCP support packages". This is a generic package but can be used in the case of TLS-over-TCP transport.

The main change from the September 2012 Q3/16 meeting is that the H.248 package structure has changed in order to resemble a more bearer independent model. Q316 looks forward to receiving your requirements.

Proposed Treatment: Provide comments to SG16 and then requirements when our TR is complete..

Postponed to eMEDIASEC-CT 6.4

	
	
	0552
	TR    TR skeleton - Study on Extended IMS media plane security features; IMS H.248 profiles aspects
	Alcatel-Lucent
	
	 

	
	
	0553
	P-CR    Scope and Introduction sections for TR on Extended IMS media plane security
	Alcatel-Lucent
	
	 

	
	
	0554
	P-CR    MSRP design considerations for eMEDIASEC
	Alcatel-Lucent
	
	 

	
	
	0555
	P-CR    Media/transport security sessions at Mb
	Alcatel-Lucent
	
	 

	
	
	0594
	P-CR    Initial input to clause 4 procedural sections on TLS and TCP
	Alcatel-Lucent
	
	 

	
	
	0724
	P-CR    Media security for Session based messaging (MSRP)
	Nokia Siemens Networks
	
	 

	
	
	
	
	
	
	

	6.5
	Study on Diameter Overload Control Mechanisms
	
	
	
	
	FS_DOCME

	
	
	0786
	LS in    LS on Diameter Overload Control Mechanisms – input from SA5
	TSG SA WG5
	
	 To: CT4

Cc: CT3

Contact: ALU

During this SA5#88 meeting, SA5 has discussed a set of inputs related to Diameter Overload Control for the Charging Interfaces, and agreed for the two attached pCRs to be incorporated in the Technical Report.

SA5 would like to bring attention to CT4 that the baseline TR considered for these pCRs is TR 29.809 v0.1.0. 

Proposed Treatment: Ensure pCRs are rebaselined properly and insert in the TR.

Postponed to FS_DOCME 6.5

	
	
	0614
	P-CR    Client Prioritization
	Nokia Siemens Networks
	
	 

	
	
	0615
	P-CR    Multiple Throttling by factor
	Nokia Siemens Networks
	
	 

	
	
	0632
	Discussion    Discussion on Diameter overload control support for BBAI
	ZTE
	
	 

	
	
	0633
	P-CR    Diameter overload control support for BBAI
	ZTE
	
	 

	
	
	0634
	LS out    Diameter overload control support for BBAI
	ZTE
	
	 

	
	
	0635
	P-CR    Some corrections to PCC impacts
	ZTE
	
	 

	
	
	0636
	P-CR    Proposal for proxy DRA supporting Diameter overload control
	ZTE
	
	 

	
	
	0649
	P-CR    Message Throttling by Window Limit
	Ericsson
	
	 

	
	
	0650
	P-CR    3GPP AAA Server Overload Aspects
	Ericsson
	
	 

	
	
	0718
	P-CR    Implicit Overload Indication
	Ericsson
	
	 

	
	
	0719
	P-CR    Message dependencies for message prioritization
	Ericsson
	
	 

	
	
	0720
	P-CR    Message type prioritization criteria
	Ericsson
	
	 

	
	
	0721
	P-CR    Message throttling clarification
	Ericsson
	
	 

	
	
	0744
	P-CR    3GPP Charging Applications
	Alcatel-lucent, Ericsson, Huawei, Nokia Siemens Ne
	
	 

	
	
	0745
	P-CR    Causes of Overload for 3GPP Charging Applications Interfaces
	Alcatel-lucent, Ericsson, Huawei, Nokia Siemens Ne
	
	 

	
	
	0746
	P-CR    IETF solution analysis 
	Alcatel-Lucent
	
	 

	
	
	0775
	P-CR    Overview of the proposed solutions
	Orange
	
	 

	
	
	0776
	P-CR    Details on disconnection with "BUSY" cause
	Orange
	
	 

	
	
	0777
	P-CR    Clarifications on Overload impacts over S6a
	Orange
	
	 

	
	
	0788
	P-CR    PCRF/DRA overload impacts
	Tekelec, AT&T
	
	 

	
	
	0801
	P-CR    Discussion on Transfer of Load/Overload Information
	Huawei
	
	 

	
	
	0806
	CR Rel-12 29.272 0513 Clarifications on the mapping of S6a/S6d error codes to NAS cause codes
	Orange
	
	 Wrong WI Code FS_DOCME 

	
	
	
	
	
	
	

	6.6
	Reporting Enhancements in Warning Message Delivery
	
	
	
	
	REP_WMD

	
	
	0521
	LS in    LS on Additional Warning Area List IE
	TSG CT WG1
	
	 To: CT4

Cc: RAN3

Contact one2many

CT1 thanks CT4 for its LS on populating of Broadcast and Warning Area Lists in C4-130416 where CT4 would like to know if CT1 would see the approach to add an Additional Warning Area List IE as a protocol extension parameter as a protocol enhancement.

CT1 has discussed a proposed CR (C1-130762) to specify the Additional Warning Area IE in TS 23.041 and sees no concern with this protocol enhancement. However, CT1 would like to be informed of the answer that RAN3 will provide on the LS.

Proposed Treatment: Tie in with the RAN3 response. Continue with CR if OK.

Postponed to REP-WMD 6.6

	
	
	0783
	LS in    LS on populating of Broadcast and Warning Area Lists
	TSG RAN WG3
	
	 To: CT1, CT4

Contact: one2many

CT4 has asked two questions to RAN3, which are repeated for clarity.

Question-1: CT4 asks RAN3 group to inform CT4 how the Broadcast Completed Area List and the Broadcast Cancelled Area List are populated and, if applicable, if RAN3 sees it as an improvement to specify that the eNodeB shall populate the Broadcast Completed Area List and the Broadcast Cancelled Area List only with the Cell IDs of the cells that it serves.

Answer-1: TS 36.413 indicates in sub-clause 9.2.1.54 for the Broadcast Completed Area List and in sub-clause 9.2.1.70 for the Broadcast Cancelled Area List that these lists are populated with either a Tracking Area ID List or a Cell ID List, or an Emergency Area ID List. However, in all cases the E-CGI for the applicable cells is also included. The proposed improvement is therefore not necessary.

Question-2: CT4 would like to know if RAN3 or CT1 would see the approach to add an Additional Warning Area List IE as a protocol extension parameter as a protocol enhancement.

Answer-2: RAN3 would like more time to consider the response.

Proposed: Take Note.

Postponed to RPT-WMD 6.6

	
	
	
	
	
	
	

	6.7
	eMBMS Restoration Procedures
	
	
	
	
	eMBMS

	
	
	0556
	INFO    Progress of eMBMS restoration work item
	Alcatel-Lucent
	
	 

	
	
	0557
	CR Rel-12 23.007 0228 Trigger for re-establishing MBMS sessions upon an M3AP path recovery
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	B 

	
	
	0558
	CR Rel-12 23.007 0229 Moving the control of an MBMS session to another MME
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	B 

	
	
	0559
	CR Rel-12 23.007 0230 BM-SC behaviour upon MBMS GW restart
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	B 

	
	
	0560
	CR Rel-12 23.007 0231 SGmb path failure
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	B 

	
	
	0561
	CR Rel-12 23.007 0232 Contents of MBMS Session Start Request when re-establishing MBMS sessions
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	B 

	
	
	0562
	CR Rel-12 23.008 0399 MBMS data storage
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	B 

	
	
	0593
	Discussion    Discussion on re-establishing control path during path failure for eMBMS restoration
	Ericsson
	
	 

	
	
	0643
	CR Rel-12 23.007 0236 MCE behavior on MME restart and MME behavior on MCE restart
	Cisco
	
	B 

	
	
	0669
	CR Rel-12 23.007 0237 BM-SC failure
	Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0670
	CR Rel-12 23.007 0238 MBMS GW behaviour upon MME/SGSN restart
	Huawei
	
	B 

	
	
	0671
	CR Rel-12 23.007 0239 MME behaviour upon MBMS GW restart
	Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0672
	CR Rel-12 23.007 0240 SGSN behaviour upon MBMS GW restart
	Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0673
	CR Rel-12 23.007 0241 Sn-path failure
	Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	
	
	
	
	

	6.8
	AoB
	
	
	
	
	TEI12

	
	
	
	
	
	
	

	6.8.1
	LIPA MObility NET - SIPTO
	
	
	
	
	LIMONET-SIPTO

	
	
	0563
	CR Rel-12 29.272 0476 Extensions of SIPTO Permission for SIPTO at the local network
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0564
	CR Rel-12 29.230 0342 Extensions of SIPTO Permission for SIPTO at the local network
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0565
	CR Rel-12 29.002 1124 Extensions of SIPTO Permission for SIPTO at the local network
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0566
	CR Rel-12 23.008 0400 Extensions of SIPTO Permission for SIPTO at the local network
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0567
	CR Rel-12 29.274 1323 SIPTO at the local network
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0568
	CR Rel-12 29.060 0941 SIPTO at the local network
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0569
	CR Rel-12 29.303 0067 GWs selection for SIPTO at the local network
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	B 

	
	
	0674
	CR Rel-12 29.272 0489 SIPTO permission for Local Network enhancements
	Huawei
	
	B 

	
	
	0675
	CR Rel-12 29.002 1132 SIPTO permission for Local Network enhancements
	Huawei
	
	B 

	
	
	0676
	CR Rel-12 29.230 0349 SIPTO permission for Local Network enhancements
	Huawei
	
	B 

	
	
	0677
	CR Rel-12 23.008 0402 SIPTO permission for Local Network enhancements
	Huawei
	
	B 

	
	
	0678
	CR Rel-12 29.303 0068 SIPTO at the Local Network enhancements
	Huawei
	
	B 

	
	
	0679
	CR Rel-12 29.274 1335 Enhancements for SIPTO at theLocal Network
	Huawei
	
	B 

	
	
	0680
	CR Rel-12 29.060 0945 Enhancements for SIPTO at theLocal Network
	Huawei
	
	B 

	
	
	
	
	
	
	

	6.8.2
	VCSG-St3
	
	
	
	
	VCSG-St3

	
	
	0612
	CR Rel-12 29.272 0482 CSS clarification
	Nokia Siemens Networks
	
	F 

	
	
	
	
	
	
	

	6.8.3
	SMSMI-CT
	
	
	
	
	SMSMI-CT

	
	
	0616
	Discussion    Discussion on the format of a new Correlation ID
	Nokia Siemens Networks
	
	 

	
	
	0617
	CR Rel-12 29.002 1130 SMS for IMS UE to IMS UE without MSISDN
	Nokia Siemens Networks
	
	B 

	
	
	
	
	
	
	

	6.8.4
	FS_SaMOG
	
	
	
	
	FS_SaMOG

	
	
	0631
	Discussion    Overview of FS_SaMOG progress and CT impact in near future
	ZTE
	
	 

	
	
	
	
	
	
	

	6.8.5
	Coordination of Video Orientation – CT 
	
	
	
	
	CVO-CT

	
	
	0727
	CR Rel-12 23.334 0029 Introduction of support for Coordination of Video Orientation (CVO)
	Ericsson
	
	B 

	
	
	0728
	CR Rel-12 29.334 0044 Introduction of support for Coordination of Video Orientation (CVO)
	Ericsson
	
	B 

	
	
	0729
	CR Rel-12 29.238 0048 Introduction of support for Coordination of Video Orientation (CVO)
	Ericsson
	
	B 

	
	
	0730
	CR Rel-12 23.333 0061 Introduction of support for Coordination of Video Orientation (CVO)
	Ericsson
	
	B 

	
	
	0731
	CR Rel-12 29.333 0068 Introduction of support for Coordination of Video Orientation (CVO)
	Ericsson
	
	B 

	
	
	
	
	
	
	

	6.8.6
	IMS Protoc 6
	
	
	
	
	IMSProtoc6

	
	
	0732
	CR Rel-12 23.333 0062 Introduction of support for Generic Image Attribute
	Ericsson
	
	B 

	
	
	0733
	CR Rel-12 29.333 0069 Introduction of support for Generic Image Attribute
	Ericsson
	
	B 

	
	
	0734
	CR Rel-12 23.334 0030 Introduction of support for Generic Image Attribute
	Ericsson
	
	B 

	
	
	0735
	CR Rel-12 29.334 0045 Introduction of support for Generic Image Attribute
	Ericsson
	
	B 

	
	
	0736
	CR Rel-12 29.238 0049 Introduction of support for Generic Image Attribute
	Ericsson
	
	B 

	
	
	
	
	
	
	

	6.8.7
	GTP (29.274, 29.060)
	
	
	
	
	TEI12

	
	
	0548
	CR Rel-12 29.274 1321 Presence requirements clarification
	Nokia Siemens Networks
	Revised to C4-130816
	F 

	
	
	0816
	CR Rel-12 29.274 1321 Presence requirements clarification
	Nokia Siemens Networks
	
	F

	
	
	0549
	CR Rel-12 29.274 1322 Handling ASN.1/PER encoded parameters
	Nokia Siemens Networks
	
	F 

	
	
	0570
	CR Rel-12 29.274 1324 Direct Tunnel Flag
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	0571
	CR Rel-12 29.274 1325 Handling of unaccepted PDN connection(s) during handover
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	0618
	Discussion    Unaccepted PDN connection during TAU
	Juniper Network, Hitachi
	
	 

	
	
	0619
	CR Rel-12 29.274 1330 CR on Unaccepted PDN connection during TAU
	Juniper Networks
	
	F 

	
	
	0620
	CR Rel-12 29.060 0942 Clarification on how to indicate UE has left a CSG cell
	Juniper Networks
	
	F 

	
	
	0682
	CR Rel-12 29.274 1336 Delete Bearer Request triggered by PMIP error indication message
	Huawei
	
	F 

	
	
	0683
	CR Rel-12 23.007 0243 Delete Bearer Request triggered by PMIP error indication message
	Huawei
	
	F 

	
	
	0684
	CR Rel-12 29.274 1337 The setting EPS bearer ID ARP for MME paging strategy
	Huawei
	
	F 

	
	
	0685
	CR Rel-12 29.274 1338 Create session request for exiting PDN connection
	Huawei
	
	F 

	
	
	0686
	CR Rel-12 29.274 1339 Missing Recovery IE
	Huawei
	
	F 

	
	
	
	
	
	
	

	6.8.8
	High Priority Mobile Terminated Calls
	
	
	
	
	TEI12

	
	
	0573
	Discussion    High Priority mobile terminated calls
	Alcatel-Lucent
	
	 

	
	
	0574
	LS out    LS on High Priority mobile terminated calls
	Alcatel-Lucent
	
	 

	
	
	0575
	CR Rel-12 23.067 0021 High Priority mobile terminated calls
	Alcatel-Lucent
	
	F 

	
	
	
	
	
	
	

	6.8.9
	Basic Call Handling (23.018)
	
	
	
	
	TEI12

	
	
	0572
	CR Rel-12 23.018 0197 MM Abort intead of CM Service Reject after CM service acceptance
	Alcatel-Lucent
	
	F 

	
	
	
	
	
	
	

	6.8.10
	MTRF Optimal Routing
	
	
	
	
	TEI12

	
	
	0576
	Discussion    MTRF Optimal Routing
	Alcatel-Lucent
	Revised to C4-130810
	 

	
	
	0810
	Discussion    MTRF Optimal Routing
	Alcatel-Lucent, Deutsche Telekom, China Mobile, Vodafone
	
	New supporting parties.

	
	
	
	
	
	
	

	6.8.11
	IMS Diameter (29,272, 29.328, 29.229)
	
	
	
	
	TEI12

	
	
	0522
	LS in    Reply LS on “Enhancing IMEI based Lawful Interception in IMS”
	TSG CT WG1
	
	 To: SA3LI

Cc: SA2, SA3, CT3, CT4, CT6

Contact: Blackberry

CT1 thanks SA3LI for their liaison on enhancing IMEI based Lawful Interception in IMS:

With regards to the 1st observation:

The IMEI needs to be made consistently available in IMS to allow identification of targeted communication. The IMEI is not currently made available in IMS to support this communication selection.

CT1 would like to point out that from 3GPP release 10, all UEs that have an IMEI always include the IMEI in the SIP REGISTER request sent to the S-CSCF during IMS registrations and re-registrations. This functionality is required by GSMA IR.92.

With regards to the 2nd observation:

The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

CT1 would like to point out that after registration the IMEI is stored by the S-CSCF and could be associated with all communication sessions involving that UE.

It should be noted that some non-3GPP accesses (such as WLAN) do not provide an access specific mechanism to obtain the IMEI.

Proposed Treatment: CCed. CT4 can Note.

Postponed to IMS Rel-12 6.8.11

	
	
	0539
	LS in    Reply LS on enhancing IMEI based Lawful Interception in IMS.
	TSG SA WG2
	
	 To: SA3LI, SA3

Cc: CT1, CT3, CT4, CT6

Contact: DeutscheTelekom

SA2 thanks SA3LI for their liaison statement enhancing IMEI based Lawful Interception in IMS.

With regards to the observations made, SA2 would like to provide the following comments.

The IMEI needs to be made consistently available in IMS to allow identification of targeted communication.  The IMEI is not currently made available in IMS to support this communication selection.

It is SA2 understanding that the IMEI, if present, is already required to be made available to the IMS at time of registration (see section 5.1 of TS 24.229). However, SA2 would like to remind that an IMEI is not required for UEs supporting only non-3GPP accesses such as fixed broadband devices.

The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

SA2 would kindly ask if it was possible to provide additional information on what SA3LI means by maintaining the association of IMEI to IMS sessions, considering that according to SA2 understanding, the IMEI cannot change during the lifetime of an IMS session. 

Furthermore, SA2 would like to know in which networks the IMEI needs to be made available: PLMN serving the UE to which the IMEI belongs, other PLMNs involved in the session, transit networks? If the IMEI is sent across networks, are there any privacy issues that SA2 need to take into account?

SA3LI require this capability for Release 12 onwards.

Provided the information requested is given in a timely manner, SA2 will be available to work on a solution prior the freeze of the Stage 2 of Release 12 currently planned for September 2013.

Proposed Treatment: CCed. CT4 can Note.

Postponed to IMS Rel-12 6.8.11

	
	
	0542
	LS in    Reply LS on IMEI based Lawful Interceptions in IMS.
	TSG SA WG3
	
	 To: SA3LI

Cc: SA2, CT1, CT3, CT4, CT6

Contact: Sprint

SA3 wishes to thank SA3-LI for bringing the IMEI based Lawful Interception requirements to SA3’s attention. This topic was discussed, including the concept described in SA3-LI’s LS attachment and SA3 is inviting contributions proposing possible solutions for consideration in the next meeting.

In the interim, several key security related points were raised that SA3 would like to bring to SA3-LI’s attention and invite SA3-LI to provide further clarification or guidance on these issues.

There was some concern regarding the security of some of the device or interface identifiers being considered in this capability.  There are opportunities to modify these identifiers after manufacture or cause the ME to replace the identifier with a false one when requested by the securing element (such as when reported by the ME to the UICC). Is there still a need to secure the transmission of these identifiers to the core network when the security of an identifier can’t be assured?

The question of backwards compatibility in the user’s service behaviour – what is expected for pre-release 12 MEs attempt to attach to a network which supports an IMEI targeted LI, but does not deliver its IMEI in a secure fashion?  Is the user supposed to be denied service in this scenario?

Confirm that these requirements only apply to MEs which are operating on a 3GPP RAT and not apply to MEs operating through non-3GPP RATs?  If this is not the case, provide other access technologies which also must be considered.

The question was raised regarding the use of existing IMS GRUU’s Instance ID (TS 24.229) – can this be used as the basis of IMEI based IMS Lawful Interception.  If it cannot, what are the LI limitations for the use of this IMS capability?

Proposed Treatment: CCed. CT4 can Note.

Postponed to IMS Rel-12 6.8.11

	
	
	0546
	LS in    LS on enhancing IMEI based Lawful Interception in IMS.
	TSG SA WG3LI
	
	 To: SA2, SA3

Cc: CT1, CT3, CT4, CT6

Contact: Sprint

SA 3 LI has begun considering enhancements to the Lawful Interception (LI) feature for IMS when the target of interception is specified by IMEI due to national regulatory requirements mandating the ability to target LI by IMEI.  The attachment is a contribution noted in during SA3LI #48, provided to illustrate possible solutions.

SA3LI has agreed to the following observations for enhancing IMEI targeted LI for IMS:

The IMEI needs to be made consistently available in IMS to allow identification of targeted communication.  The IMEI is not currently made available in IMS to support this communication selection.

The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

SA3LI require this capability for Release 12 onwards.

Proposed Treatment: New CT wide WI required based on LI12?

Postponed to IMS LI12 Rel-12 6.8.11

	
	
	0811
	LS in Reply LS on IMEI based Lawful Interceptions in IMS
	SA3-LI
	
	To: SA3, SA2

Cc: CT1, CT3, CT4, CT6

Contact: BT

On the issue of IMEI trustworthiness, SA3-LI can confirm that despite the possible short comings of IMEI security in some terminals, IMEI based interception is a mandatory requirement for 3GPP IP-CANs and services.  SA3-LI confirms that IMEI made available for IMS interception needs to be provided with an equivalent level of assurance to the IMEI that is provided via CS / PS RAN mechanisms used to exchange IMEI.  

SA3-LI confirms that IMEI based interception is a mandatory regulatory requirement in many countries. On the issue of backwards compatibility for pre-release 12 UEs / networks, SA3-LI confirms that denying services to pre-release R12 UEs which don’t support any new mechanism or security enhancements to existing mechanisms for IMEI in IMS, is impractical. Any such decision would be a local Operator policy or national regulatory requirement issue. However, while SA3-LI require a permanent solution for R12 onwards, SA3-LI confirm that network manufacturer proprietary or interim solutions could be used to address the requirement for legacy UEs / networks. 

On the issue of whether the IMEI requirement only applies to 3GPP-RAT, SA3-LI considers that the IMEI should be available for all 3GPP RAT equipped UEs gaining access to IMS regardless of the IP-CAN used to access the IMS (ie if the UE is equipped with a 3GPP RAT access capability and therefore has an IMEI, it should be made available in IMS). For non-3GPP RAT access, SA3-LI consider that the MAC address or other applicable access network identifiers (layer 2 or layer 3) should be provided to the IMS for LI purposes.

On the issue of GRUU or other alternative identifiers to IMEI, SA3-LI can confirms that while IMEI based interception has been written in national law in many countries, the fundamental requirement is to intercept the communications of a given UE (mobile handset, pay phone box, etc).  Therefore, if the IMEI requirement cannot be met, and if there is an equivalent to IMEI which provides the same assurance of UE identity and functionality of the IMEI for CS / PS, then this would potentially meet LI requirements; however, the acceptance of this suitable substitution would be up to national regulations.

Specifically on GRUU, SA3-LI will need to give further study to the exact functionality offered by GRUU and seek additional clarifications on optionality of this mechanism from other 3GPP groups at future SA3-LI meetings.

Proposed Treatment: CCed. CT4 can Note.

Postponed to IMS Rel-12 6.8.11

	
	
	0609
	CR Rel-12 29.272 0480 Routing Considerations
	Nokia Siemens Networks
	
	B 

	
	
	0610
	CR Rel-12 29.272 0481 AIR rejection
	Nokia Siemens Networks
	
	C 

	
	
	0611
	CR Rel-12 29.229 0259 Visited Network ID coding
	Nokia Siemens Networks
	
	F 

	
	
	0613
	CR Rel-12 29.272 0483 Reset clarification
	Nokia Siemens Networks
	
	F 

	
	
	0644
	CR Rel-12 29.229 0260 Supported-Feature AVP carries list of features specific to the Application-ID
	Cisco, Orange
	
	F 

	
	
	0651
	CR Rel-12 29.272 0488 UE-SRVCC-Capability Update Clarification
	Ericsson
	
	F 

	
	
	0687
	CR Rel-12 29.272 0490 Typo Corrections on AVP Definitions
	Huawei
	
	D 

	
	
	0812
	CR Rel-12 29.229 0261 Feature support clarification
	ALU
	
	F

	
	
	
	
	
	
	

	6.8.12
	MAP (29.002)
	
	
	
	
	TEI12

	
	
	0624
	CR Rel-12 29.002 1131 Clarification on RNC ID value
	NEC
	
	F 

	
	
	
	
	
	
	

	6.8.13
	CBC (29.168)
	
	
	
	
	TEI12

	
	
	0625
	CR Rel-12 29.168 0036 Editorial Corrections
	NEC
	
	D 

	
	
	
	
	
	
	

	6.8.14
	EPC Node Restoration
	
	
	
	
	TEI12

	
	
	0681
	CR Rel-12 23.007 0242 Stop Paging Indication in service restoration procedure with ISR
	Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	
	
	
	
	

	6.8.15
	IMS Application Level Gateway - IMS Access Gateway Iq H.248
	
	
	
	
	TEI12

	
	
	0778
	CR Rel-12 23.334 0031 Use of ITU-T H.248.84 "TCP merge" mode
	Orange
	
	 

	
	
	0779
	CR Rel-12 29.334 0046 use of ITU-T H.248.84 "TCP merge" mode
	Orange
	
	 

	
	
	
	
	
	
	

	6.8.16
	WLAN IW (29.234)
	
	
	
	
	TEI12

	
	
	0780
	CR Rel-12 29.234 0179 Support of RFC 5080
	Orange
	
	 

	
	
	
	
	
	
	

	6.8.17
	Location Information
	
	
	
	
	TEI12

	
	
	0604
	CR Rel-12 29.002 1129 Storing Last known Location Information of purged UE in HSS
	Nokia Siemens Networks
	
	B 

	
	
	0605
	CR Rel-12 29.272 0479 Storing Last known Location Information of purged UE in HSS
	Nokia Siemens Networks
	
	B 

	
	
	0606
	CR Rel-12 29.328 0464 Storing Last known Location Information of purged UE in HSS
	Nokia Siemens Networks
	
	B 

	
	
	
	
	
	
	

	6.8.18
	Multimedia Telephony Service MTSI
	
	
	
	
	TEI12

	
	
	0725
	Discussion    MTSI issues affecting CT specifications
	Ericsson
	
	 

	
	
	
	
	
	
	

	7
	Release 11
	
	
	
	
	

	7.1
	UDC Data Reference Model 
	
	
	
	
	UDC_DM

	
	
	
	
	
	
	

	7.2
	EPC Nodes Failure
	
	
	
	
	FS_ EPC_NR

	
	
	
	
	
	
	

	7.3
	Enhanced Nodes Restoration for EPC
	
	
	
	
	eEPC_NR

	
	
	0577
	CR Rel-11 23.007 0233 Restoration Priority during SGW and PGW restoration procedures
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Ericsson
	
	F 

	
	
	0578
	CR Rel-12 23.007 0234 Restoration Priority during SGW and PGW restoration procedures
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Ericsson
	
	A 

	
	
	0579
	CR Rel-11 29.272 0477 Restoration Priority during SGW and PGW restoration procedures
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	F 

	
	
	0580
	CR Rel-12 29.272 0478 Restoration Priority during SGW and PGW restoration procedures
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	A 

	
	
	0581
	CR Rel-11 29.230 0343 Restoration Priority during SGW and PGW restoration procedures
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	F 

	
	
	0582
	CR Rel-12 29.230 0344 Restoration Priority during SGW and PGW restoration procedures
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	A 

	
	
	0583
	CR Rel-11 23.008 0401 Restoration Priority during SGW and PGW restoration procedures
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	F 

	
	
	0584
	CR Rel-11 29.002 1125 Restoration Priority during SGW and PGW restoration procedures
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	F 

	
	
	0585
	CR Rel-12 29.002 1126 Restoration Priority during SGW and PGW restoration procedures
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco
	
	A 

	
	
	0586
	CR Rel-11 23.007 0235 Clean-up of statements related to emergency PSAP call back
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	
	F 

	
	
	0688
	CR Rel-11 23.007 0244 SGSN behaviour upon SGW restart
	Huawei
	
	F 

	
	
	0689
	CR Rel-12 23.007 0245 SGSN behaviour upon SGW restart
	Huawei
	
	A 

	
	
	
	
	
	
	

	7.4
	Reference Location Information
	
	
	
	
	RLI

	
	
	
	
	
	
	

	7.5
	Anonymous Call Rejection in the CS Domain
	
	
	
	
	ACR_CS-CN

	
	
	
	
	
	
	

	7.6
	CT aspects of VPLMN Autonomous CSG Roaming
	
	
	
	
	VCSG-St3

	
	
	
	
	
	
	

	7.7
	GCSMSC and GCR Redundancy for VGCS/VBS
	
	
	
	
	RT_VGCS-Red

	
	
	
	
	
	
	

	7.8
	BBF Interworking Building Block I
	
	
	
	
	BBAI_BBI-CT

	
	
	0630
	CR Rel-11 29.273 0318 UE local IP address for SWm or S6b
	ZTE
	
	F 

	
	
	
	
	
	
	

	7.9
	BBF Interworking Building Block II
	
	
	
	
	BBAI_BBII-CT

	
	
	
	
	
	
	

	7.10
	BBF Interworking Building Block III
	
	
	
	
	BBAI_BBIII-CT

	
	
	
	
	
	
	

	7.11
	Single Radio Video Call Continuity
	
	
	
	
	vSRVCC-CT

	
	
	
	
	
	
	

	7.12
	Single Radio Voice Call Continuity from 
UTRAN/GERAN to E-UTRAN/HSPA
	
	
	
	
	rSRVCC-CT

	
	
	0519
	LS in    Reply LS on size of E-UTRA Radio Capabilities
	TSG CT WG1
	
	 To: SA2, RAN2, GERAN2

Cc: CT4

Contact: Intel

CT1 thanks SA2 for their LS and for early inclusion of CT1 in this discussion on the size UE-EUTRA-capability.

CT1 would like to indicate to SA2 and other WGs that in CT1's 24.008 specification, the size limit of the E-UTRAN inter RAT information container IE is 257 octets thus limiting the UE-EUTRA-capability (the actual radio capabilities information container that is specified in 36.331) to 255 octets.

This limit of 257 octets for an IE cannot be exceeded and if a bigger size for UE-EUTRA-capability is needed, there will be impacts to CT1 specification(s). Depending on what the excess is and what information that encompasses, CT1 might have to split that information and include them over several IEs. Thus it might be prudent that SA2 and other WGs be informed and consider whether such splitting of information brings with it other drawbacks or impacts when considering expanding the size of UE-EUTRA-capability. CT1 has not fully analysed the drawbacks but could envisage that backward compatibility is one of them. According to error handling rules, a legacy SGSN will ignore any additional octets or unknown IEs.

Proposed Treatment: CCed. CT4 can Note. Postponed to rSRVCC 7.12



	
	
	0526
	LS in    Provisioning of E-UTRA Radio Capabilities in GERAN
	TSG GERAN WG2
	
	 To: RAN2, SA2, CT1, CT4

Cc: RAN3

Contact: Renasas

GERAN2 noted the feedback received regarding the expected size of the UE E-UTRA capabilities and would like to confirm earlier findings that in GERAN dedicated mode it is not feasible to send these capabilities from the mobile to the network (BSS) utilizing AS signalling due to LAPD, LAPDm limitations and the impact on the CS voice quality. Furthermore concerns were raised on the inter-RAT PS Handover from GERAN to E-UTRAN (as of Rel-8) since the NAS solution used for provision of the UE E-UTRA capabilities in E-UTRAN inter RAT handover information IE to the SGSN upon ATTACH and RAU procedure (and thereafter to the BSS) will not be possible if the size exceeds the 257octets limitation as indicated in (GP-130082/C1-130842).

In addition to GP-130165, GERAN2 discussed a proposal in GP-130179 that enables provisioning of UE EUTRA Capabilities through the core network nodes by extending existing signalling already used for CS to PS SRVCC. However this solution has signalling impacts on several specifications outside the responsibility of GERAN2 and in case when serving PS node is in GERAN it depends again on the size of UE E-UTRA Capabilities. Also GERAN2 saw GP-130201 but could not evaluate the proposal for it was felt to be within the scope of RAN2.  

GERAN2 further acknowledges the response 3 by RAN2 “3. Current working assumption in RAN2 is to not specify any rules or mechanisms that would reduce the UE E-UTRA capability size.” Without redefining the size of the E-UTRAN inter RAT handover information IE nor the rules for inclusion of information within this IE, another alternative discussed is to allow the mobile in GERAN to send an incomplete E-UTRAN inter RAT handover information IE for the purpose of handover (for CS to PS SRVCC but also PS handover). The eNB would then after handover completion acquire the missing capabilities utilizing the UE Capability Enquiry procedure. It should be noted that this procedure can already be used by the eNB to retrieve the UE UTRA Capabilities of a triple mode UE since the source BSS is not mandated to provide these UE UTRA capabilities to the eNB during handover. This alternative could solve the problem of the size limitation in NAS and a single solution would be used in GERAN for all handover scenarios from GERAN to E-UTRAN and would be backwards compatible.

GERAN2 however could not conclude on any of the alternatives due to the wide span of the problem and dependencies of the solutions on the specifications outside GERAN scope. 

GERAN2 would also like to point out that in a typical case when the mobile is in dedicated mode with a CS call ongoing, the source BSS cannot retrieve the UE E-UTRA Capabilities from the SGSN. 

RAN2 to consider whether a solution is feasible in RAN2 that would allow the mobile in GERAN to send UE E-UTRA capabilities in an incomplete E-UTRAN inter RAT handover information IE   for the purpose of handover (CS to PS SRVCC, PS handover).

RAN2, SA2, CT1, CT4 to take the information above into account and consider whether a similar solution is feasible for both CS to PS SRVCC and PS handover from GERAN to E-UTRAN, using an incomplete E-UTRAN inter RAT handover information IE.

Proposed Treatment: To consider the feasible solution.

Postponed to rSRVCC 7.12

	
	
	0529
	LS in    Response LS on Size of E-UTRA Radio Capabilities
	TSG RAN WG2
	
	 To: CT1, CT4, GERAN2, SA2

Cc: RAN3, RAN, SA

Contact: Ericsson

RAN2 thanks SA2 for the LS on Size of E-UTRA Radio Capabilities, and would like to inform the CT1 and CT4 of the discussion held at RAN2#81 meeting.

Furthermore, RAN2 thanks GERAN2 for the response LS on Reporting the UE E-UTRAN Capabilities for rSRVCC from GERAN to E-UTRAN, and would like to inform GERAN2 on the discussion held at RAN2#81 meeting specific to rSRVCC..

RAN2 noted that the size of the UE E-UTRA capabilities continuously grows with the introduction of new features, frequency bands and band combinations (for carrier aggregation). The actual size depends on features and bands supported by UEs. The theoretical maximum size is over 200 Kbyte.

Based on estimations provided by one company, RAN2 noted that the capability size of a Rel-11 Carrier Aggregation capable UE supporting 10 E-UTRA bands would likely exceed the 255 octet limit of GERAN NAS signalling for uploading of E-UTRA capabilities from UE to BSS, but not the MME storage limit of 510 octets. 


Current working assumption in RAN2 is to not specify any rules or mechanisms that would reduce the UE E-UTRA capability size. RAN2 assumes that the MME storage limit can be extended if needed.

For Rel-11 rSRVCC from GERAN to EUTRAN, RAN2 discussed a proposal where UE E-UTRA capabilities are not uploaded from UE via the GERAN radio access, and consequently not sent from Source BSS to Target eNB in handover preparation signalling. Instead, according to the proposal, a target eNB acquires the E-UTRA capabilities from UE after completed GERAN to EUTRAN handover using existing E-UTRA RRC signalling.
RAN2 noted the following:


The proposed solution has only minor specification impact. On target side, existing EUTRA signalling is used. On source side, signalling mechanism for uploading of EUTRA capabilities via GERAN CS access is not needed.


The proposed solution has no further UE impact and minor impact on GERAN BSS. 
eNB would have to acquire E-UTRA capabilities from UE, since they are not received in handover preparation signalling.


The proposed solution solves a problem blocking Rel-11 rSRVCC completion.


The proposed solution can also be used for PS handover from GERAN to EUTRAN.


However, the proposed solution has not been agreed in RAN2 because there was some concerns that the proposal violates the “source adapts to target” principle and will require a new functionality in the target RAT. So far, eNB is not required to accept an incoming handover without the E-UTRA capabilities.

RAN2 asks CT1 group to consider the impact on GERAN NAS signalling and nodes in case the current signalling limit of 255 octets need to be extended.

RAN2 asks GERAN2 group to further investigate possible mechanisms in GERAN for transferring of UE capabilities, considering that the size might exceed the LAPD limitation of 251 octets

RAN2 asks CT4 to consider the impact on the MME in case the current maximum storage size of 510 octets for UE capabilities is exceeded.

Proposed Treatment: To consider the impact on the MME.

Postponed to rSRVCC 7.12

	
	
	0530
	LS in    Clarification of the setting of E-UTRAN Service Handover IE on CS bearer
	TSG RAN WG3
	
	 To: SA2

Cc: CT1, CT4

Contact: NTTDOCOMO

RAN3 previously sent in R3-122828 an LS on “Reply LS on Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN”. With the attached CR (R3-122826) agreed in RAN3#78, it is specified in TS 25.413 subclause 8.2.2 (RAB Assignment):

If included, the E-UTRAN Service Handover IE tells if the requested RAB is allowed to be handed over to E-UTRAN.

If the E-UTRAN service handover function is supported,

-
The RNC shall not trigger handover or redirection to E-UTRAN for a UE with a signalling connection only;

-
The RNC shall not trigger handover or redirection to E-UTRAN for a UE if all established RABs have E-UTRAN Service Handover IE set to “Handover to E-UTRAN shall not be performed”.

The value of the E-UTRAN Service Handover IE is valid throughout the lifetime of the RAB or until changed by a RAB modification.

If the E-UTRAN Service Handover IE is not included during RAB Setup and all subsequent RAB Modifications, the decision whether to perform an inter-system mobility to E-UTRAN, e.g., handover or redirection, is only an internal UTRAN matter.

The text above implies that if a CS bearer has no E-UTRAN Service Handover IE (since, e.g., the MSC cannot provide this IE over Iu-CS) and all other PS RABs have the E-UTRAN Service Handover IE set to “Handover to E-UTRAN shall not be performed”, the RNC may trigger handover or redirection towards E-UTRAN for that CS bearer. 

Is that described above the correct behaviour in case of rSRVCC from an SA2 point of view?

Proposed Treatment: CCed. CT4 can Note.

Postponed to rSRVCC 7.12

	
	
	0781
	LS in    Response LS on E-UTRA Radio Capabilities
	TSG RAN WG2
	
	 To: CT4, SA2, CT1

Cc: GERAN2

Contact: ALU

RAN2 discussed the request from CT4 to provide a recommended maximum size of UE capability for the MME store.

Question: 
CT4 asks RAN2 group to provide recommendations on the maximum size an MME should store and to consider possibly including such recommendation in one of their specification.

RAN2 response: The maximum size of the E-UTRAN capabilities continuously grows with the introduction of new features, frequency bands and band combinations (for carrier aggregation).  Hence RAN2 did not consider it possible to provide such a recommendation on the maximum size for the MME store.

Proposed Treatment: Up to CT4 then to consider the impact on the MME.

Postponed to rSRVCC 7.12

	
	
	0782
	LS in    Response LS on Provisioning of E-UTRA Radio Capabilities in GERAN
	TSG RAN WG2
	
	 To: GERAN2

Cc: RAN3, SA2, CT1, CT4

Contact: Huawei

RAN2 further discussed whether GERAN solution "incomplete UE E-UTRA capability" can be accepted or not. RAN2 agreed that RAN2 can provide solution to ensure that the UE E-UTRA capability does not exceed the limitation of GERAN, e.g. in GERAN, LTE Rel-10 and onwards UEs always provide Rel-9 UE E-UTRA capability, which is, as shown in the Annex, expected to be always smaller than 250 byte. 

During the discussion, some concerns were raised:

-
In case UE E-UTRA capability is sent during the CS call setup procedure, this procedure may introduce the additional delay during call setup in GERAN?

-
In case UE E-UTRA capability is sent while the CS call is ongoing, this procedure may introduce interruption on voice call in GERAN.

Proposed Treatment: Note.

Postponed to rSRVCC 7.12

	
	
	
	
	
	
	

	7.13
	System Improvements to Machine-Type Communication
	
	
	
	
	SIMTC

	
	
	
	
	
	
	

	7.13.1
	SIMTC CS Aspects
	
	
	
	
	SIMTC-CS

	
	
	
	
	
	
	

	7.13.2
	Reachability Aspects of SIMTC
	
	
	
	
	SIMTC-Reach

	
	
	0523
	LS in    LS on Diameter AVP code value allocation in TS 29.368
	TSG CT WG3
	
	 To: CT4

Contact: Ericsson

CT3 has assigned AVP code value from the range reserved in TS 29.230 to a new AVP.

CT3 would like to ask CT4 to update TS 29.230 with AVP name and its code value according to table below.

AVP Code

Attribute Name

Data Type

Specified in the 3GPP TS 

3010

Application-Port-Identifier

Unsigned16

29.368 [27]

Proposed Treatment: CR to update 29.230.

Postponed to 7.13.2

	
	
	0602
	CR Rel-11 29.002 1127 Expicit T4-Trigger Indicator in SRI-SM
	Nokia Siemens Networks
	Revised to C4-130808
	C 

Wrong TDoc number on Cover Sheet.

Kimmo is now not allowed to revise Cover Sheets on submitted TDocs and save with the same number as there have been IPR concerns raised and Kimmo wants his IPR cut.

	
	
	0808
	CR Rel-11 29.002 1127 Expicit T4-Trigger Indicator in SRI-SM
	Nokia Siemens Networks
	
	C

	
	
	0603
	CR Rel-12 29.002 1128 Expicit T4-Trigger Indicator in SRI-SM
	Nokia Siemens Networks
	
	A 

	
	
	0607
	CR Rel-11 29.230 0346 Application Port Identifier
	Nokia Siemens Networks
	
	F 

	
	
	0608
	CR Rel-12 29.230 0347 Application Port Identifier
	Nokia Siemens Networks
	
	A 

	
	
	0652
	CR Rel-11 29.337 0006 Delivery-Report-Request/Answer Description 
	Ericsson
	
	F 

	
	
	
	
	
	
	

	7.13.3
	SMS Aspects of SIMTC
	
	
	
	
	SIMTC-PS_Only

	
	
	0601
	CR Rel-11 23.015 0018 SMS in MME
	Nokia Siemens Networks
	
	F 

	
	
	
	
	
	
	

	7.14
	LOcation-Based Selection of gaTEways foR WLAN
	
	
	
	
	LOBSTER-CT

	
	
	
	
	
	
	

	7.15
	CN aspects of Mobility based On GTP & PMIPv6 for WLAN 
access to EPC
	
	
	
	
	SaMOG_WLAN- CN

	
	
	0690
	CR Rel-11 29.273 0319 Clarification for Routing Policies
	Huawei
	
	F 

	
	
	0774
	CR Rel-11 29.273 0326 NSWO authorization
	Nokia Siemens Networks
	
	F 

	
	
	
	
	
	
	

	7.16
	GBA extension Stage 3
	
	
	
	
	GBA- ext-St3

	
	
	
	
	
	
	

	7.17
	Enhancement of the Protocols for SMS over SGs
	
	
	
	
	PROTOC_ SMS_SGs

	
	
	
	
	
	
	

	7.18
	Enhancements for Multimedia Priority Service (MPS) Gateway 
Control Priority
	
	
	
	
	eMPS_ Gateway

	
	
	0798
	Discussion    Use of ECN in the Context of MPS
	Applied Communication Sciences, NCS, AT&T
	
	 

	
	
	0799
	CR Rel-11 23.334 0032 Proposed Text on Use of ECN in the Context of MPS
	Applied Communication Sciences, NCS, AT&T
	
	F 

	
	
	
	
	
	
	

	7.19
	Service Identification for RRC Improvements in GERAN
	
	
	
	
	SIRIG

	
	
	
	
	
	
	

	7.20
	Network Provided Location Information
	
	
	
	
	NWK-PL2IMS-CT

	
	
	0537
	LS in    LS on PS domain reporting last known location and location age/timestamp to HPLMN and IMS
	TSG SA WG2
	
	 To: CT4, CT3, SA5

Contact: Vodafone

Following the joint meeting between CT4 and SA2 in New Orleans, SA2 and SA1 held a joint meeting this week to establish requirements on the transfer of last known location and location age/timestamp.

In the joint meeting with SA1, it was agreed that (as part of the NetLoc work), the IMS nodes and PDN GW/GGSN should receive the last known location of the mobile and information on when the mobile was there.

The attached Release 11 CRs to TS 23.060, TS 23.401 and TS 23.203 have been agreed by SA2. These CRs have been drafted with the intention of giving CT4, CT3 and SA5 freedom on how to generate the stage 3 updates.

In addition the attached Release 8 CRs to TS 23.060 and TS 23.401 have been agreed to remove ULI age related text. Corresponding mirror CRs to releases 9 and 10 (but not to Release 11) have been agreed.

SA2 kindly requests CT4, CT3 and SA5 to provide the associated Release 11 stage 3 changes. 

SA2 does not expect the Release 8 CRs to require any consequential work by CT4, CT3 or SA5, however, SA2 leave CT4, CT3 and S 5 to verify this.

Proposed Treatment: Rel-11 Stage 3 CRs are required to reflect the stage 2 changes.

Postponed to Rel-11 NWK-PL2IMS-CT 7.20

	
	
	0784
	LS in    LS on support for user location age or timestamp
	TSG SA WG5
	
	 To: CT1, CT3, CT4

SA5 is in receipt of an LS from SA2 on PS domain reporting last known location and location age/timestamp to HPLMN and IMS. This LS informed SA5 of a mechanism to transport, in addition to user location, “information on when the UE was last known to be in that location” and an additional requirement for SA5 to capture this information in CDRs.

In order for SA5 to complete work on stage 3 aspects of our specifications, it is important for us to have details on the nature of transport and the format of this information at the EPC and IMS nodes. Specifically, it is necessary to understand these details for the following nodes:

1. SGSN/SGW, GGSN/PGW (CT4 responsibility)

2. AF/P-CSCF (CT3 responsibility)

3. SIP-AS via HSS (CT4 responsibility)

4. All other IMS nodes via either P-CSCF or SIP-AS (CT1 responsibility)

Proposed Treatment: CT4 to provide the linked CR.

Postponed to NWK-PL2IMS-CT 7.20

	
	
	0647
	CR Rel-11 29.272 0486 PS Location Info request with RAT-type
	Nokia Siemens Networks
	
	F 

	
	
	0648
	CR Rel-12 29.272 0487 PS Location Info request with RAT-type
	Nokia Siemens Networks
	
	A 

	
	
	0691
	CR Rel-11 29.060 0946 ULI Age
	Huawei, Vodafone
	
	F 

	
	
	0692
	CR Rel-12 29.060 0947 ULI Age
	Huawei, Vodafone
	
	A 

	
	
	0693
	CR Rel-11 29.274 1340 ULI Age
	Huawei, Vodafone
	
	F 

	
	
	0694
	CR Rel-12 29.274 1341 ULI Age
	Huawei, HiSilicon, Vodafone
	
	A 

	
	
	
	
	
	
	

	7.21
	IMS
	
	
	
	
	TEI11

	
	
	0595
	CR Rel-11 29.328 0460r1 MTRR on Sh
	Nokia Siemens Networks
	
	B 

	
	
	0596
	CR Rel-12 29.328 0463 MTRR on Sh
	Nokia Siemens Networks
	
	A 

	
	
	0597
	CR Rel-11 29.329 0207r1 MTRR on Sh
	Nokia Siemens Networks
	
	B 

	
	
	0598
	CR Rel-12 29.329 0211 MTRR on Sh
	Nokia Siemens Networks
	
	A 

	
	
	0599
	CR Rel-11 29.230 0335r1 MTRR on Sh
	Nokia Siemens Networks
	
	B 

	
	
	0600
	CR Rel-12 29.230 0345 MTRR on Sh
	Nokia Siemens Networks
	
	A 

	
	
	0695
	CR Rel-11 29.328 0465 IMPU As Access Key for User State and Location Information
	Huawei
	
	F 

	
	
	0696
	CR Rel-12 29.328 0466 IMPU As Access Key for User State and Location Information
	Huawei
	
	A 

	
	
	0800
	CR Rel-11 29.228 0600 Absent User-Name after S-CSCF recovery
	Ericsson
	
	F 

	
	
	
	
	
	
	

	7.22
	GTP
	
	
	
	
	TEI11

	
	
	0621
	Discussion    eARP IE use for GTPv1
	Orange
	Revised to C4-130813
	Was Late

	
	
	0813
	Discussion    eARP IE use for GTPv1
	Orange
	
	

	
	
	0622
	CR Rel-11 29.060 0943 Clarification on the use of eARP IE
	Orange
	Revised to C4-130814
	F

Was Late

	
	
	0814
	CR Rel-11 29.060 0943 Clarification on the use of eARP IE
	Orange
	
	F

	
	
	0623
	CR Rel-12 29.060 0944 Clarification on the use of eARP IE
	Orange
	Revised to C4-130815
	A

Was Late

	
	
	0815
	CR Rel-12 29.060 0944 Clarification on the use of eARP IE
	Orange
	
	A

	
	
	0626
	CR Rel-11 29.274 1331 Prohibit Payload Compression Indication Corrections
	NEC
	
	F 

	
	
	0627
	CR Rel-12 29.274 1332 Prohibit Payload Compression Indication Corrections
	NEC
	
	A 

	
	
	0628
	CR Rel-11 29.274 1333 ULI setting in Update Bearer Response message
	NEC
	Withdrawn
	F 

	
	
	0629
	CR Rel-12 29.274 1334 ULI setting in Update Bearer Response message
	NEC
	Withdrawn
	A 

	
	
	0697
	CR Rel-11 29.274 1342 TWAN Identifier
	Huawei
	
	F 

	
	
	0698
	CR Rel-12 29.274 1343 TWAN Identifier
	Huawei
	
	A 

	
	
	
	
	
	
	

	7.23
	P-CSCF Recovery
	
	
	
	
	TEI11

	
	
	
	
	
	
	

	7.24
	PS Additional Number
	
	
	
	
	PSAN

	
	
	
	
	
	
	

	7.25
	Generic IMS User Group Over Sh
	
	
	
	
	GenUG_Sh

	
	
	
	
	
	
	

	7.26
	Full Support of Multi-Operator Core Network by GERAN => Network Sharing
	
	
	
	
	Full_MOCN-GERAN

	
	
	
	
	
	
	

	7.27
	IMS Operator Determined Call Barring (Stage 3)
	
	
	
	
	IODB

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.28
	Enhanced T.38 FAX Support (Stage 3)
	
	
	
	
	MMTel_T.38_FAX

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.29
	AoB
	
	
	
	
	TEI11

	7.29.1
	EPS Sv interface (MME/SGSN to MSC) for SRVCC
	
	
	
	
	TEI11

	
	
	0654
	CR Rel-11 29.280 0060r1 MEI over Sv for Emergency Call
	Huawei, Deutsche Telekom
	
	F 

	
	
	
	
	
	
	

	7.29.2
	Location Services (LCS-AP) MME - E-SMLC SLs (29.171)
	
	
	
	
	TEI11

	
	
	0699
	CR Rel-11 29.171 0024 APDU in Connection Oriented Information message
	Huawei
	
	F 

	
	
	
	
	
	
	

	7.29.3
	Diameter S6a/S6d, S6b, (29.272, 29,273)
	
	
	
	
	TEI11

	
	
	0645
	CR Rel-11 29.272 0484 Mechanism to allow advertisement of support of more than 32 features over S6a/S6d
	Cisco, Orange
	
	F 

	
	
	0646
	CR Rel-12 29.272 0485 Mechanism to allow advertisement of support of more than 32 features over S6a/S6d
	Cisco
	
	A 

	
	
	0653
	CR Rel-11 29.273 0313r1 New IE on S6b interface
	Huawei
	
	F 

	
	
	0700
	CR Rel-11 29.272 0491 Definition of A New Feature-List
	Huawei
	
	F 

	
	
	0701
	CR Rel-12 29.272 0492 Definition of A New Feature-List
	Huawei
	
	A 

	
	
	0702
	CR Rel-11 29.273 0320 Trust relationship for PGW
	Huawei
	
	F 

	
	
	0703
	CR Rel-11 29.273 0321 Definition of HA-APN
	Huawei
	
	F 

	
	
	
	
	
	
	

	7.29.4
	Subscribers' Data Management (23.003, 23.008)
	
	
	
	
	TEI11

	
	
	0723
	CR Rel-11 23.008 0403 Storing of eCGI within the VLR
	Vodafone, Huawei
	Revised to C4-130809
	F 

Changes prior to meeting.

Peter: added a new subclause 2.4.16x E-UTRAN Global Cell ID, changes in section 2.13.45 and 2.13.46 to clarify that TAI and Cell ID age have to be stored in the VLR when received over the SGs interface. Changes to the table 5.2A rather 5.2. The coversheet is changed too.

	
	
	0809
	CR Rel-11 23.008 0403 Storing of eCGI within the VLR
	Vodafone, Huawei
	
	F

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8
	Release 10 and Earlier
	
	
	
	
	

	8.1
	Local Call Local Switch
	
	
	
	
	LCLS-CN

	
	
	
	
	
	
	

	8.2
	Enhanced User Data Convergence
	
	
	
	
	eUDC

	
	
	
	
	
	
	

	8.3
	Selected IP Traffic Offload
	
	
	
	
	SIPTO

	
	
	
	
	
	
	

	8.4
	Local IP Access
	
	
	
	
	LIPA

	
	
	
	
	
	
	

	8.5
	Network Improvements for Machine Type Communications
	
	
	
	
	NIMTC

	
	
	0747
	CR Rel-10 29.002 1133 Maximum value for subscribed periodic timers
	Alcatel-Lucent
	
	F 

	
	
	0748
	CR Rel-11 29.002 1134 Maximum value for subscribed periodic timers
	Alcatel-Lucent
	
	A 

	
	
	0749
	CR Rel-12 29.002 1135 Maximum value for subscribed periodic timers
	Alcatel-Lucent
	
	A 

	
	
	0750
	CR Rel-10 29.272 0510 Maximum value for the subscribed periodic RAU TAU timer
	Alcatel-Lucent
	
	F 

	
	
	0751
	CR Rel-11 29.272 0511 Maximum value for the subscribed periodic RAU TAU timer
	Alcatel-Lucent
	
	A 

	
	
	0752
	CR Rel-12 29.272 0512 Maximum value for the subscribed periodic RAU TAU timer
	Alcatel-Lucent
	
	A 

	
	
	
	
	
	
	

	8.6
	EPC Nodes Failure
	
	
	
	
	

	
	
	
	
	
	
	

	8.6.1
	EPC Nodes Failure ISR not active
	
	
	
	
	EPC_NR

	
	
	
	
	
	
	

	8.6.2
	EPC Nodes Failure ISR active
	
	
	
	
	EPC_NR_wISR

	
	
	
	
	
	
	

	8.7
	Enabling Coder Selection and Rate Adaptation for UTRAN and 
E-UTRAN for Load Adaptive Applications
	
	
	
	
	ECSRA_LAA-CN

	
	
	0527
	LS in    LS to 3GPP CT4 on consent of H.248.82 "Explicit congestion notification support"
	ITU-T SG 16
	
	 To: CT4

Contact: NTEC Australia

ITU-T Q3/16 would like inform 3GPP CT4 that our work item H.248.82 (ex H.248.ECN) "Gateway control protocol: Explicit congestion notification support" has been forward for Consent. We have attached a copy for your convenience. 

It is our understanding that a copy of the ECN H.248 package is contained in your technical specifications. We would encourage you to remove this copy and instead reference the published Recommendation ITU-T H.248.82 to ensure consistency.

Proposed Treatment: Provide a CR to update the specs accordingly.

Postponed to ECSRA_LAA-CN 6.8.15

	
	
	0655
	CR Rel-10 29.238 0042r2 Replacement of ECN for RTP-over-UDP Support package
	Huawei
	
	F 

	
	
	0656
	CR Rel-11 29.238 0043r2 Replacement of ECN for RTP-over-UDP Support package
	Huawei
	
	A 

	
	
	0657
	CR Rel-10 29.232 0649r2 ECN relying reference change
	Huawei
	
	F 

	
	
	0658
	CR Rel-11 29.232 0650r2 ECN relying reference change
	Huawei
	
	A 

	
	
	0659
	CR Rel-10 29.332 0187r2 ECN relying reference change
	Huawei
	
	F 

	
	
	0660
	CR Rel-11 29.332 0188r2 ECN relying reference change
	Huawei
	
	A 

	
	
	0661
	CR Rel-10 29.333 0062r2 ECN relying reference change
	Huawei
	
	F 

	
	
	0662
	CR Rel-11 29.333 0063r2 ECN relying reference change
	Huawei
	
	A 

	
	
	0663
	CR Rel-10 29.334 0038r2 ECN relying reference change
	Huawei
	
	F 

	
	
	0664
	CR Rel-11 29.334 0039r2 ECN relying reference change
	Huawei
	
	A 

	
	
	
	
	
	
	

	8.8
	S2b Mobility based On GTP
	
	
	
	
	SMOG-ST3

	
	
	
	
	
	
	

	8.9
	Multi Access PDN Connectivity
	
	
	
	
	MAPCON-st3

	
	
	
	
	
	
	

	8.10
	Enhanced Multimedia Priority Service
	
	
	
	
	eMPS-CN

	
	
	
	
	
	
	

	8.11
	PCRF Restoration
	
	
	
	
	PCRF-FR

	
	
	
	
	
	
	

	8.12
	eSRVCC
	
	
	
	
	eSRVCC

	
	
	
	
	
	
	

	8.13
	Minimisation of Drive Test (MDT)
	
	
	
	
	OAM-PM-UE

	
	
	
	
	
	
	

	8.14
	Relay Node
	
	
	
	
	LTE_Relay

	
	
	
	
	
	
	

	8.15
	MTRF
	
	
	
	
	MTRF

	
	
	
	
	
	
	

	8.16
	GTP
	
	
	
	
	TEI8, TEI9, TEI10

	
	
	0540
	LS in    LS Response to CT4 LS (C4-130417) on Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN/GERAN
	TSG SA WG2
	
	 To: CT4

Cc: CT1

Contact: Cisco

SA2 discussed the issue brought to light by CT4. Furthermore, SA2 discussed additional issues as laid out in S2-130756.

SA2 was unable to conclude that the problem described by CT4 LS could indeed occur. Therefore, SA2 was not able to achieve consensus regarding the need to adopt CT4’s recommended solution. 

SA2 has the notion of a Context Transfer guard timer at the old node as evident from e.g. 3GPP TS 23.401 clause 5.3.3.1 step 4:

If the new MME indicates that it has authenticated the UE or if the old MME/old S4 SGSN correctly validates the UE, then the old MME/old S4 SGSN starts a timer.

The idea was to ensure that the old node maintained UE’s context for a finite duration of time, during which, if the UE returned back to the source RAT amidst an ongoing TAU/RAU procedure, then the source node had valid (E)MM / (E)SM context information. The value of the timer was left as implementation dependent (and hence, Stage 3 specifications do not seem to have it mentioned or specified). Some companies in SA2 believed that setting this timer to a high enough value would be adequate to ensure that old node does not lose (E)MM / (E)SM context prior to UE’s return to the RAT from which it originated the previous request.

In addition, some companies believed it is also possible to achieve the desired goal by using an alternative mechanism, based on executing authentication procedure with HSS/HLR immediately after Context Transfer procedure, as follows:

In scenario presented in CT4 LS (Idle mode 3G(4G mobility by LTE-capable device for which EPS subscription doesn’t exist) following 3GPP TS 23.401 clause 5.3.3.1

At step 5, old node (SGSN) accepts Context Request from new node (MME)

New node (MME) could be configured to authenticate (already possible today) UEs for which the new node has no prior (E)MM Context. Therefore, the new node (MME) executes step 6.

At step 6, due to lack of EPS subscription, HSS/HLR rejects the authentication procedure

MME can then, accordingly, reject TAU

The same applies when the new node is an SGSN, and the old node is MME.

Depending upon an operator deployment needs and correspondingly set operator policies and amount of LTE capable UEs without LTE subscription, adopting above mentioned solution may result in increased signalling towards HSS/HLR.

Furthermore, during SA2’s investigation into this matter, SA2 found that currently, during TAU/RAU procedures the following three high-level steps occur:

New node (MME/SGSN) queries for context from the old node (MME/SGSN)

If successful, then new node (re-) establishes EPS Bearers/PDP Contexts on (new or same) SGW and PGW/GGSN

If successful, performs update location procedure with HSS/HLR

SA2 realized that in case /3/ failed (e.g. due to lack of EPS subscription) then the system rollback behaviour for /2/ was not defined in either Stage 2 or Stage 3 specifications. In other words, if a failure at /3/ occurred then what happened to the session(s) modified/created on SGW and PGW by MME/SGSN was unclear. SA2 discussed the following three rollback options:

MME only locally deletes resources; (same) SGW and PGW resources remain untouched

MME locally deletes resources + MME deletes selected SGW’s resources; PGW resources remain untouched

MME locally deletes resources + MME deletes selected SGW’s + PGW’s resources

Neither option seemed to provide a clean solution. In addition, SA2 would like to note that the rejection at /3/ may occur for reasons other than subscription.

Proposed Treatment: further study of the system rollback behaviour, as explained above, to provide recommendations to SA2 for possible changes to specifications under SA2’s remit.

Postponed to GTP Rel-8 8.16

	
	
	0637
	Discussion    Rollback Behaviour in EPC during TAU/RAU(When Location Update to HSS Fails)
	Cisco
	
	 Associated with IC LS from SA2 C4-130540

	
	
	0587
	CR Rel-9 29.274 1326 Bearer Context to be modified in Modify Bearer Request
	Ericsson
	
	F 

	
	
	0588
	CR Rel-10 29.274 1327 Bearer Context to be modified in Modify Bearer Request
	Ericsson
	
	A 

	
	
	0589
	CR Rel-11 29.274 1328 Bearer Context to be modified in Modify Bearer Request
	Ericsson
	
	A 

	
	
	0590
	CR Rel-12 29.274 1329 Bearer Context to be modified in Modify Bearer Context
	Ericsson
	
	A 

	
	
	0789
	CR Rel-10 29.274 1344 Removal of TFT IE from Create Session Response message
	Cisco
	
	F 

	
	
	0790
	CR Rel-11 29.274 1345 Removal of TFT IE from Create Session Response message
	Cisco
	
	A 

	
	
	0791
	CR Rel-12 29.274 1346 Removal of TFT IE from Create Session Response message
	Cisco
	
	A 

	
	
	
	
	
	
	

	8.17
	PMIP
	
	
	
	
	TEI8

	
	
	0591
	CR Rel-10 29.275 0276 Lifetime in PBU message 
	MCC, Ericsson, Cisco, ZTE, Nokia Siemens Networks
	
	F 

	
	
	0592
	CR Rel-11 29.275 0277 Lifetime in PBU message
	MCC, Ericsson, Cisco, ZTE, Nokia Siemens Networks
	
	A 

	
	
	
	
	
	
	

	8.18
	IMS
	
	
	
	
	TEI8, TEI9

	
	
	
	
	
	
	

	8.19
	Any other Business
	
	
	
	
	TEI8, TEI9, TEI10

	
	
	
	
	
	
	

	8.19.1
	Diameter (29.272, 29.273, 29.230)
	
	
	
	
	TEI8, TEI9, TEI10

	
	
	0785
	LS in    LS to CT4 for new TS 32.299 AVPs to be included in TS 29.230
	TSG SA WG5
	
	 To: CT4

Cc: CT3

Contact: ALU

SA5 would like to inform CT4 about the following new AVPs created in TS 32.299:

Rel-9, Rel-10, Rel-11, Rel-12:  

Attribute Name

AVP Code

Data Type

IMS-Emergency-Indicator

2322

Enumerated

Rel-11, Rel-12:

Attribute Name

AVP Code

Data Type

From-Address

2708

UTF8String

Access-Transfer-Information

2709

Grouped

Access-Transfer-Type

2710

Enumerated

Please apply the corresponding changes in their TS 29.230 specification.

Proposed Treatment: Provide 29.230 CR.

Postponed to 29.230 8.19.1

	
	
	0704
	CR Rel-8 29.272 0493 Definition of SS Status for Call Barring
	Huawei
	
	F 

	
	
	0705
	CR Rel-9 29.272 0494 Definition of SS Status for Call Barring
	Huawei
	
	A 

	
	
	0706
	CR Rel-10 29.272 0495 Definition of SS Status for Call Barring
	Huawei
	
	A 

	
	
	0707
	CR Rel-11 29.272 0496 Definition of SS Status for Call Barring
	Huawei
	
	A 

	
	
	0708
	CR Rel-12 29.272 0497 Definition of SS Status for Call Barring
	Huawei
	
	A 

	
	
	0709
	CR Rel-8 29.230 0350 Definition of SS Status for Call Barring
	Huawei
	
	F 

	
	
	0710
	CR Rel-9 29.230 0351 Definition of SS Status for Call Barring
	Huawei
	
	A 

	
	
	0711
	CR Rel-10 29.230 0352 Definition of SS Status for Call Barring
	Huawei
	
	A 

	
	
	0712
	CR Rel-11 29.230 0353 Definition of SS Status for Call Barring
	Huawei
	
	A 

	
	
	0713
	CR Rel-12 29.230 0354 Definition of SS Status for Call Barring
	Huawei
	
	A 

	
	
	0714
	CR Rel-10 29.273 0322 3GPP AAA Proxy behavior
	Huawei
	
	F 

	
	
	0715
	CR Rel-11 29.273 0323 3GPP AAA Proxy behavior
	Huawei
	
	A 

	
	
	0716
	CR Rel-10 29.273 0324 MIP4 supported flag
	Huawei
	
	F 

	
	
	0717
	CR Rel-11 29.273 0325 MIP4 supported flag
	Huawei
	
	A 

	
	
	0757
	CR  29.272 0498 MME and SGSN identities for restoration procedures 
	Alcatel-Lucent
	Withdrawn
	F 

	
	
	0758
	CR  29.272 0499 MME and SGSN identities for restoration procedures 
	Alcatel-Lucent
	Withdrawn
	A 

	
	
	0759
	CR  29.272 0500 MME and SGSN identities for restoration procedures 
	Alcatel-Lucent
	Withdrawn
	A 

	
	
	0760
	CR  29.272 0501 MME and SGSN identities for restoration procedures 
	Alcatel-Lucent
	
	F 

	
	
	0766
	CR Rel-9 29.272 0502 Unknown EPS Subscription in AIR/AIA 
	Alcatel-Lucent
	
	F 

	
	
	0767
	CR Rel-10 29.272 0503 Unknown EPS Subscription in AIR/AIA 
	Alcatel-Lucent
	
	A 

	
	
	0768
	CR Rel-11 29.272 0504 Unknown EPS Subscription in AIR/AIA 
	Alcatel-Lucent
	
	A 

	
	
	0769
	CR Rel-12 29.272 0505 Unknown EPS Subscription in AIR/AIA 
	Alcatel-Lucent
	
	A 

	
	
	0770
	CR Rel-9 29.230 0355 Diameter AVP codes for new TS 32.299 AVPs
	Alcatel-Lucent
	
	F 

	
	
	0771
	CR Rel-10 29.230 0356 Diameter AVP codes for new TS 32.299 AVPs
	Alcatel-Lucent
	
	A 

	
	
	0772
	CR Rel-11 29.230 0357 Diameter AVP codes for new TS 32.299 AVPs
	Alcatel-Lucent
	
	F 

	
	
	0773
	CR Rel-12 29.230 0358 Diameter AVP codes for new TS 32.299 AVPs
	Alcatel-Lucent
	
	A 

	
	
	0792
	CR Rel-10 29.272 0506 HSS handling of T-ADS for detached subscriber
	HP, AT&T
	
	F 

	
	
	0793
	CR Rel-11 29.272 0507 HSS handling of T-ADS for detached subscriber
	HP, AT&T
	
	A 

	
	
	0794
	CR Rel-12 29.272 0508 HSS handling of T-ADS for detached subscriber
	HP, AT&T
	
	A 

	
	
	0795
	CR Rel-10 29.328 0467 HSS handling of T-ADS for detached subscriber
	HP, AT&T
	
	F 

	
	
	0796
	CR Rel-11 29.328 0468 HSS handling of T-ADS for detached subscriber
	HP, AT&T
	
	A 

	
	
	0797
	CR Rel-12 29.328 0469 HSS handling of T-ADS for detached subscriber
	HP, AT&T
	
	A 

	
	
	
	
	
	
	

	8.19.2
	MAP (29.002, 29.305)
	
	
	
	
	TEI8, TEI9, TEI10

	
	
	0753
	CR  29.002 1139 MME and SGSN identitiesfor restoration procedures 
	Alcatel-Lucent
	
	F 

	
	
	0754
	CR  29.002 1140 MME and SGSN identitiesfor restoration procedures 
	Alcatel-Lucent
	
	A 

	
	
	0755
	CR  29.002 1141 MME and SGSN identitiesfor restoration procedures 
	Alcatel-Lucent
	
	A 

	
	
	0756
	CR  29.002 1142 MME and SGSN identitiesfor restoration procedures 
	Alcatel-Lucent
	
	F 

	
	
	0761
	CR Rel-8 29.002 1143 Subscribed RFSP index for Gn SGSNs
	Alcatel-Lucent
	
	F 

	
	
	0762
	CR Rel-9 29.002 1144 Subscribed RFSP index for Gn SGSNs
	Alcatel-Lucent
	
	A 

	
	
	0763
	CR Rel-10 29.002 1145 Subscribed RFSP index for Gn SGSNs
	Alcatel-Lucent
	
	A 

	
	
	0764
	CR Rel-11 29.002 1146 Subscribed RFSP index for Gn SGSNs
	Alcatel-Lucent
	
	A 

	
	
	0765
	CR Rel-12 29.002 1147 Subscribed RFSP index for Gn SGSNs
	Alcatel-Lucent
	
	A 

	
	
	0802
	CR Rel-8 29.305 0042 Parameter Mapping for Call Barring
	Huawei
	
	F 

	
	
	0803
	CR Rel-9 29.305 0043 Parameter Mapping for Call Barring
	Huawei
	
	A 

	
	
	0804
	CR Rel-10 29.305 0044 Parameter Mapping for Call Barring
	Huawei
	
	A 

	
	
	0805
	CR Rel-11 29.305 0045 Parameter Mapping for Call Barring
	Huawei
	
	A 

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	9
	Update of the Work Plan
	
	
	
	
	

	
	
	0807
	CT4 Aspect of Latest Work Plan
	CT4 Chair
	
	

	
	
	
	
	
	
	

	10
	AoB
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	11
	Future meetings
	
	
	
	
	

	11.1
	Confirmation that CT4 need the CT4#64bis March 2014 and/or the CT4#66bis October 2014 meetings
	
	
	
	
	

	
	
	
	
	
	
	

	12
	Check of Approved Output Documents
	
	
	
	
	

	
	
	
	
	
	
	

	13
	Closing of the Meeting 

(17:00 Friday)
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