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1. Introduction

<Introduction part (optional)>

2. Reason for Change

Realm-based routing and UDC configurations must be taken into account when Overload Information Propagation is addressed.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.809 version 0.1.0.

*******
* * * First Change * * * *

6.3.2.1
Overload information propagation
An overloaded Diameter node (e.g. HSS), when transferring overload information, requests a reduction of traffic sent by the downstream Diameter nodes. 

A key question is where this traffic reduction is performed, as it can be done by intermediate Diameter agents or by the Diameter clients at the source of the traffic.
For 3GPP applications, an approach is to consider that the overload control actions should in general be done by the Diameter clients running the Diameter 3GPP applications. The client has a better knowledge of the application environment to accurately reduce the traffic, e.g. an MME, when informed of an overload from a HSS, it may accurately react towards the UEs and not simply drop messages.

It should be considered that throwing away messages without performin additional precaution is generally not a so good solution when it induces the source to repeat the request, resulting in additional load.

Nevertheless, it does not preclude intermediate nodes to take actions to reduce traffic when relevant, e.g. when the clients are not supporting the overload control mechanism or in case of a notification of an extreme congestion from a Diameter node. As a general principle, Diameter agents in front of a server have to "protect" the server.

When the Diameter path between a client and a server supporting an overload control mechanism goes through intermediate Diameter agents which do not support the overload control mechanism, these intermediate nodes should nevertheless relay the overload information even if they don’t process or understand it.
So, whatever the Diameter overload control solution, the requirement that the Overload Information generated by a server is propagated through to the clients, source of the traffic, needs to be considered.

* * * End of Changes * * * *
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