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1. Introduction
This P-CR addresses the overload scenario of the HSS about the impacts on the S6a interface, in particular on how the MME will handle the HSS overload.
2. Reason for Change
The TR skeleton contains overload scenarios subclauses. The one related to the impacts of the HSS overload has not yet been addressed. The description of the impact of HSS overload on the S6a interface and the MME is relevant, S6a being one of the main HSS interfaces.

 3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.809 v0.1.0.
* * * First Change * * * *
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
IETF RFC 6733: "Diameter Base Protocol".

[3]
3GPP TR 23 843: "Study on Core Network Overload Solutions".

[4]
IETF Draft draft-ietf-dime-overload-reqs-03: "Diameter Overload Control Requirements".

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.

[5]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[xx]
3GPP TS 29.272: "Evolved Packet System (EPS); Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".
[yy]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".
[zz]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
* * * Next Change * * * *
5.3.2
Overload of the HSS

5.3.2.1
Introduction

5.3.2.2
Causes of Overload

5.3.2.3
Impacts

5.3.5.3.1.
Overload impacts over S6a
Impacts vary according to the interfaces where overload occurs, hereafter are described some possible impacts of an overload over the S6a interface.

When the HSS is overloaded over S6a, the HSS may react by:
· rejecting some requests with DIAMETER_TOO_BUSY or even another  error such as DIAMETER_UNABLE_TO_DELIVER;
· or by dropping them without any Diameter messages returned.
Dropping of requests may result in Diameter repetitions contributing to the overload.

In 3GPP TS 29.272 [xx], table A.2, DIAMETER_UNABLE_TO_DELIVER is mapped to #15 "No suitable cells in tracking area", which forces the UE to select another RAT and will contribute to the overload. It would result in new attempts including those through the MAP protocol when Gr SGSNs are involved. 
The DIAMETER_TOO_BUSY error case is not covered by tables A.1 or A.2 in 3GPP TS 29.272 [xx], so it seems to be left to implementation. The MME for example can use:

· Cause #22 – Congestion: Here the  MME can send a value for the Timer T3346, and if not the UE can choose a random value between 15-30 mn (cf 3GPP TS 24.008 [yy] subclause 11.2.2);
· Cause #17 – Network failure; here the UE start timer T 3411 (value 10 s) and can retry 5 times after which it will use the timer T3402 (default value of 10 mn) (cf 3GPP TS 24.301 [zz] subclause 10.2) before new attempts. This reaction may generate many attempts 
When receiving such errors from the HSS, the MME may infer a particular behaviour regarding other requests for other UEs, e.g. by not issuing some of them, so to limit the traffic towards the overloaded HSS and also handle a feed back towards the UE. But the MME misses additional information to know the level of traffic (requests) it can continue to send to an overloaded HSS.
* * * End of Changes * * * *

